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Abstract: This contribution introduces key issue for the discovery of application server hosted in edge computing environment.
1. Introduction 
According to the SP-190185, the study on enhancement of support for Edge Computing in 5GC targeted at R17 allows 5GC to investigate improvements on architecture level for the deployment relationship of 5GS and edge computing localized access to the DN. One of the objectives that this study attempts to address is:
-
Investigate the key issues and corresponding solutions to support forwarding some UE application traffic to the applications/contents deployed in edge computing environment, including:

o
Discovery of IP address of application server deployed in edge computing environment in case application layer solutions are not applicable;

NOTE1: This study will not consider application layer solutions.

As an example, usually the application running on UE knows the FQDN of application server by e.g. preconfigured or hard-coded in the software. When the application is going to connect to the service, it (or the TCP/IP stack layer in the OS) firstly triggers a DNS resolution procedure to resolve the FQDN to an IP address of application server, then the data packet can be sent to this IP address.
NOTE: There can be other upper layer mechanisms for server discovery, e.g. solutions under discussion in SA6 FS_EDGEAPP, or HTTPDNS.

In Edge Computing environment, one application service might be served by multiple Edge Application Servers typically deployed in different sites. These Edge Application Servers host same contents or services but bind with different IP addresses. Before an application/UE starts to connect to the service, it is very important for the application in the UE to discover the IP address of one suitable Edge Application Server (e.g. the closest one), so that the traffic can be local routed to the Edge Application Server via UL CL/BP mechanisms, and service latency, traffic routing path and user service experience can be optimized. Also once a discovered Edge Application Server become non-optimized anymore (e.g. after the UE moves far away), a new Edge Application Server may be discovered to replace the old one to serve the UE. 
The reselection of an Edge Application Server can be initiated either by the 5GS or by the application layer. For example, in the first case initiated by the network it can be derived by a mobility event (e.g. handover), a congested condition, or a failure event which ultimately is a 5GS criterion. In the second case it can be initiated due to an Edge Application Server may become congested or unavailable to attend new sessions or is in outage condition.
Different edge hosting models will exist e.g.: 
· Model 1 The operator is in control of the edge and provides the edge computing infrastructure, the connectivity and the application platform, and manages the edge applications. 
· Model 2, The operator hosts its own or a 3rd party application platform on its edge computing infrastructure. MNO provides the routing and IP network stitching between the connectivity and the platform which exposes APIs for Application Management.  
· Model 3, The operator provides distributed connectivity to DN, and cloud providers host the ASs on their application platform on the edge. 
Solutions should not limit operators to specific hosting models and should preferably work for any of the hosting models.   

2. Proposal
It is proposed to agree the following changes to 3GPP TR 23.748.
* * * * First change, all new texts* * * *

5.X
Key Issue #X: Discovery of Edge Application Server
5.X.1
General description

In Edge Computing environment, one application service might be served by multiple Edge Application Servers typically deployed in different sites. These multiple Edge Application Server instances that host same content or service may use a single IP address (anycast address) or different IP addresses. Before an application/UE starts to connect to the service, it is very important for the application/UE to discover the IP address of one suitable Edge Application Server (e.g. the closest one), so that the traffic can be locally routed to the Edge Application Server via UL CL/BP mechanisms, and service latency, traffic routing path and user service experience can be optimized. Also once a discovered Edge Application Server becomes non-optimized (e.g. after the UE moves far away), a new Edge Application Server may be discovered to replace the old one to serve the application/UE. 
The reselection of an Edge Application Server can be triggered by events either in the 5GS or in the application layer. For example, in the first case it can be triggered by a User Plane change initiated by the network such as a mobility event (e.g. handover), a congested condition, or a failure event which ultimately is a 5GS criterion. In the second case it can be initiated due to an Edge Application Server may become congested or unavailable to attend new sessions or is in outage condition. This requirement depends on whether the application can tolerate a change of Application server instance. 

The following aspects shall be studied to support efficient discovery of Edge Application Sever:
· How to discover a suitable Edge Application Server hosted in edge computing system to serve the application/UE?

· What information (if any) can be used to assist such a discovery mechanisms?

· How to support rediscovery of Edge Application Server when the previous Edge Application Server becomes non-optimal or unavailable to the UE in case the application can tolerate a change of Application server instance? 

· Whether the need to ensure the discovery of Edge Application Server and PSA UPF selection and reselection are jointly optimized? If so, how?
· How to assist the access to the Edge Computing Environment for some applications/UEs?

NOTE 1: More application level details on above access management, application server switching, announcing the status of an Edge Application Server, are managed on the application level and out of scope of this study.
NOTE 2: For sake of easy implementation, solutions should preferable be based on existing mechanisms (e.g. DNS, SFC techniques) and industry practices to avoid or at least minimize impact on applications and UEs. Additionally, the outcome from SA6 FS_EDGEAPP may be considered if impacts to 5GC are identified. 
NOTE 3: Discovery mechanisms should not limit operators to specific hosting models and should preferably work for any of the hosting models.
NOTE 4: Comparison with R16 specifications will be done to check whether (and if yes how) R16 specifications need enhancements for each of the aspects above.
NOTE 5: This key issue focuses on network layer solutions that impacting 5GS NFs. However this does not exclude any upper layer solution to be adopted by operator or service provider.
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