

	
3GPP TSG-SA2 Meeting #135	S2-1909781
14 – 18 Oct 2019, Split, Croatia
	CR-Form-v12.0

	CHANGE REQUEST

	

	
	23.288
	CR
	0085
	rev
	-
	Current version:
	16.1.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	



	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	Core Network
	X



	

	Title:	
	Event IDs for AMF/SMF event exposure in observed service experience analytics

	
	

	Source to WG:
	Samsung

	Source to TSG:
	S2

	
	

	Work item code:
	eNA
	
	Date:
	2019-10-04

	
	
	
	
	

	Category:
	F
	
	Release:
	Rel-16

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)
Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	[bookmark: OLE_LINK1]Use one of the following releases:
Rel-8	(Release 8)
Rel-9	(Release 9)
Rel-10	(Release 10)
Rel-11	(Release 11)
Rel-12	(Release 12)
Rel-13	(Release 13)
Rel-14	(Release 14)
Rel-15	(Release 15)
Rel-16	(Release 16)

	
	

	Reason for change:
	It has been agreed to use the event exposure framework of 5GS to let NWDAF collect required input data to derive analytics. However, Event IDs required for NWDAF to collect input data from AMF and SMF in the context of observed service experience analytics have not been provided so far. Hence, the specification does not really support getting some of the information in Table 6.4.2-2 when the Source NFs are AMF or SMF. In addition, the AF related Event IDs were provided, so this CR harmonizes the spec when AMF and SMF are Source NFs of NWDAF input data. The proposed AMF event ID is already specified in TS 23.502. The SMF Event ID is new and is being introduced in TS 23.502 in an accompanying CR.

	
	

	Summary of change:
	In the context of observed service experience analytics:
· Event ID for AMF event exposure subscription service operation is specified
· Event ID for SMF event exposure subscription service operation is specified

	
	

	Consequences if not approved:
	Unclear input data capabilties of NWDAF to derive observe service experience analytics.

	
	

	Clauses affected:
	6.4.2

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications	
	TS/TR ... CR ... 

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	[bookmark: _GoBack]This CR must be accompanied by CR1852 for TS 23.502.

	
	

	This CR's revision history:
	


Page 1


* * * Start of changes * * * *
[bookmark: _Toc19106297]6.4.2	Input Data
The service data collected from the AF and the network data from other 5GC NFs for observed service experience are defined in Table 6.4.2-1 and Table 6.4.2-2.
Table 6.4.2-1: Service Data from AF related to the observed service experience
	Information
	Source
	Description

	Application ID
	AF
	To identify the service and support analytics per type of service (the desired level of service)

	Locations of Application
	AF/NEF
	Locations of application represented by a list of DNAI(s). The NEF may map the AF-Service-Identifier information to a list of DNAI(s) when the DNAI(s) being used by the application are statically defined.

	Service Experience
	AF
	Refers to the QoE as established in the SLA and during on boarding. It can be either e.g. MOS or video MOS as specified in ITU-T P.1203.3 [11] or a customized MOS

	Timestamp
	AF
	A time stamp associated to the observed level of Service Experience provided by the AF, mandatory if the observed Service Experience is provided by the ASP.



NWDAF subscribes the service data from AF in the Table 6.4.2-1 either directly by invoking Naf_EventExposure_Subscribe service (Event ID = Service Data, Event Filter information = Application ID) as defined in TS 23.502 [3], or via NEF by invoking Nnef_EventExposure_Subscribe service.
Table 6.4.2-2: QoS flow level Network Data from 5GC NF related to the QoS profile assigned for a particular service (identified by an Application Id or IP filter information)
	Information
	Source
	Description

	Timestamp
	5GC NF
	A time stamp associated with the collected information.

	Location Info
	AMF
	The UE location information when the service is delivered.

	DNN
	SMF
	DNN for the PDU Session which contains the QoS flow

	S-NSSAI
	SMF
	S-NSSAI for the PDU Session which contains the QoS flow

	Application ID
	PCF/SMF
	Used by NWDAF to identify the application service provider and application for the QoS flow

	IP filter information
	SMF
	Provided by the SMF, which is used by NWDAF to identify the service data flow for policy control and/or differentiated charging for the QoS flow

	QFI
	SMF
	QoS Flow Identifier

	QoS flow Bit Rate
	UPF
	The observed bit rate for UL direction; and
The observed bit rate for DL direction

	QoS flow Packet Delay
	UPF
	The observed Packet delay for UL direction; and
The observed Packet delay for the DL direction

	Packet transmission
	UPF
	The observed number of packet transmission

	Packet retransmission
	UPF
	The observed number of packet retransmission



Table 6.4.2-3: UE level Network Data from OAM related to the QoS profile
	Information
	Source
	Description

	Reference Signal Received Power
	OAM
	The per UE measurement of the received power level in a network cell, including SS-RSRP, CSI-RSRP as specified in clause 5.5 of TS 38.331 [14] and E-UTRA RSRP as specified in clause 5.5.5 of TS 36.331 [15]

	Reference Signal Received Quality
	OAM
	The per UE measurement of the received quality in a network cell, including SS-RSRQ, CSI-RSRQ as specified in clause 5.5 of TS 38.331 [14] and E-UTRA RSRQ as specified in clause 5.5.5 of TS 36.331 [15]

	Signal-to-noise and interference ratio
	OAM
	The per UE measurement of the received signal to noise and interference ratio in a network cell, including SS-SINR, CSI-SINR, E-UTRA RS-SINR, as specified in clause 5.1 of TS 38.215 [12]



NWDAF subscribes the network data from 5GC NF(s) in the Table 6.4.2-2 by invoking Nnf_EventExposure_Subscribe service operation. with the following Event IDs as input parameters:
-	AMF Source: Namf_EventExposure_Subscribe (Event ID = Location).
-	SMF Source: Nsmf_EventExposure_Subscribe (Event ID = QoS flow status).
The timestamps are provided by each NF to allow correlation of QoS and traffic KPIs. The clock reference is able to know the accuracy of the time and correlate the time series of the data retrieved from each NF.

* * * End of changes * * * *

