Error! No text of specified style in document.
5
Error! No text of specified style in document.

SA WG2 Meeting #135
S2-1909731
October 14 – 18, 2019, Split, Croatia

	CR-Form-v11.4

	CHANGE REQUEST

	

	
	23.501
	CR
	1885
	rev
	-
	Current version:
	16.2.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	


	Proposed change affects:
	UICC apps
	
	ME
	x
	Radio Access Network
	
	Core Network
	X


	

	Title:

	5GS Bridge Management

	
	

	Source to WG:
	Nokia, Nokia Shanghai Bell

	Source to TSG:
	SA2

	
	

	Work item code:
	Vertical_LAN
	
	Date:
	2019-06-13

	
	
	
	
	

	Category:
	F
	
	Release:
	Rel-16

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8
(Release 8)
Rel-9
(Release 9)
Rel-10
(Release 10)
Rel-11
(Release 11)
Rel-12
(Release 12)
Rel-13
(Release 13)
Rel-14
(Release 14)
Rel-15
(Release 15)
Rel-16
(Release 16)

	
	

	Reason for change:
	
Currently the terms for bridge management are not aligned to IEEE 802.1AB-2016, 802.1CB, and 802.1Q-2018. 
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	Summary of change:
	It is proposed to agree to following changes:

1. The terms Bridge Address and relation to Bridge ID as well as Port Addresses and relation to Port numbers and Port MAC addresses build the basic bridge information as defined in IEEE 802.1Q-2018, clause 12.4.1 “(a) Bridge Address—the MAC address for the Bridge from which the Bridge Identifiers used by STP, RSTP, and MSTP are derived (8.13.8, 13.26).  (b) Bridge Name—a text string of up to 32 characters, of locally determined significance.  (c) Number of Ports—the number of Bridge Ports (MAC Entities).  (d) Port Addresses—a list specifying the following for each Port: (a1) Port Number—the number of the Bridge Port (13.27). (a2) Port Address—the specific MAC address of the individual MAC Entity associated with the Port (8.13.2)” and clause 8.13.8 “A unique EUI-48 Universally Administered MAC address, termed the Bridge Address, shall be assigned to each Bridge. The Bridge Address may be the individual MAC address of a Bridge Port; in which case, use of the address of the lowest numbered Bridge Port (Port 1) is recommended”.
2. Adding relevant information for LLDP support as defined in IEEE 802.1AB-2016 clause 8.5.2 “There are several ways in which a chassis may be identified and a chassis ID subtype is used to indicate the type of component being referenced by the chassis ID field.”, clause 8.5.3 “A port ID subtype is used to indicate how the port is being referenced in the port ID field.”, clause 8.5.4 “The Time To Live TLV indicates the number of seconds that the recipient LLDP agent is to regard the information associated with this MSAP identifier to be valid. (a) When the TTL field is non-zero the receiving LLDP agent is notified to completely replace all information associated with this MSAP identifier with the information in the received LLDPDU. (b) When the TTL field is set to zero, the receiving LLDP agent is notified to delete all system information associated with the LLDP agent/port. This TLV may be used, for example, to signal that the sending port has initiated a port shutdown procedure. The Time To Live TLV is mandatory and shall be the third TLV in the LLDPDU.”, clause 9.2.5.1 “adminStatus This variable indicates whether or not the LLDP agent is enabled. The defined values for this variable are as follows: (a) enabledRxTx: The LLDP agent is enabled for reception and transmission of LLDPDUs. This is the recommended default value. (b) enabledTxOnly: The LLDP agent is enabled for transmission of LLDPDUs only. (c) enabledRxOnly: The LLDP agent is enabled for reception of LLDPDUs only. (d) disabled: The LLDP agent is disabled for both reception and transmission.” And Table 11-2 (Management Attributes). The relevant information consists of the Chassis ID subtype, Chassis ID, Port ID subtype, Port ID, TTL and the Admin Status definition, which is required for the LLDP handling at the TSN AF and to perform the LLDP Frame validation and generation at the TSN translators DS-TT and NW-TT. (Note: Admin Status is defined for a LLDP Agent and is valid for all ports that belongs to the LLDP Agent).

3. It is assumed that a 5GS Bridge exchanges bridge management information with external systems like the CNC always via the TSN AF.
This doesn’t preclude that NW-TT and DS-TT may need to perform some tasks related to bridge management information locally. An example for such a task is the validation of a received LLDP frame before bridge management information is extracted and transferred to the TSN AF.
Based on this, the Table 5.28.3.1-1 is extended to cover the identified mandatory bridge management information and to allow flexible options where (i.e. DS-TT and/or NW-TT) the tasks related to bridge management information are performed.
Note: the table is still not complete, e.g. Qci and stream ID configuration is not included and needs to be addressed in a separate CR.
Removed “get port management capabilities” for the reason below:

The bullets describe a Management Agent and Sub-Agent behavior, which is a classical OAM topic. The “get port management capabilities” makes sense only when we specify also the data model stored for the Sub-Agents at DS-TT and NW-TT. Proposal is to limit the OAM part to one data model at the TSN AF which is out of scope in SA5 as well and to describe the bridge management information that is provided to or received from the DS-TT and NW-TT. Whether or not, and how this information may be stored by DS-TT or NW-TT should be up to implementation. Advantage is that port management capabilities are handled in the TSN AF and we do not need to cover the optional information in the data models of DS-TT and NW-TT. Alternatively, if we stay with the original description, we need to define a data model for DS-TT and NW-TT, restart the read and read/write discussion for each attribute, and to deal with the issue how the optional information are reflected in each data model.  
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5.28
Support of integration with TSN

5.28.1
5GS logical TSN bridge management

5GS functions acts as one or more TSN Bridges of the TSN network. The 5GS Bridge is composed of the ports on a single UPF (i.e. PSA) side, the user plane tunnel between the UE and UPF, and the ports on the DS-TT side. For each 5GS Bridge of a TSN network, the ports on NW-TT support the connectivity to the TSN network, the ports on DS-TT side are associated to the PDU Session providing connectivity to the TSN network.

The granularity of the logical TSN bridge is per UPF. The bridge ID of the logical TSN bridge is bound to the UPF ID of the UPF as identified in TS 23.502 [3]. The TSN AF stores the binding relationship between a port on UE/DS-TT side, a port on UPF/NW-TT side, and a PDU Session during reporting of logical TSN bridge information.

All PDU Sessions which connect to the same TSN network via a specific UPF are grouped into a single virtual bridge. The capabilities of each port on UE/DS-TT side and UPF/NW-TT side are integrated as part of the configuration of the 5G virtual bridge and are notified to TSN AF and delivered to CNC for TSN bridge registration and modification.

NOTE 1:
It is assumed that all PDU sessions which connect to the same TSN network via a specific UPF are handled by the same TSN AF.
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Figure 5.29.1-1: Per UPF based virtual bridge

NOTE 2:
If a UE establishes multiple PDU Sessions terminating in different UPFs, then the UE is represented by multiple logical TSN bridges.

In order to support TSN traffic scheduling over 5GS Bridge, the 5GS supports the following functions:

-
Report the bridge information of 5GS Bridge to TSN network.

-
Map the configuration information obtained from TSN network into 5GS QoS information (e.g. 5QI, TSC Assistance Information) of a QoS flow in corresponding PDU Session for efficient time-aware scheduling, as defined at clause 5.28.2.

The bridge information of 5GS Bridge is used by the TSN network to make appropriate management configuration for the 5GS Bridge. The bridge information of 5GS Bridge includes at least 
the following:

-
Information for 5GS Bridge:
-
Bridge Address (unique MAC address that identifies the bridge used to derive  the bridge ID);
-
Bridge Name;

-
Number of Ports;

-
Port Addresses (list containing port number and the MAC address).

-
Capabilities of 5GS Bridge as defined in 802.1Qcc [95]:

-
5GS Bridge delay per port pair per traffic class, including 5GS Bridge delay (dependent and independent of frame size, and their maximum and minimum values: independentDelayMax, independentDelayMin, dependentDelayMax, dependentDelayMin), ingress port number, egress port number and traffic class.

-
Propagation delay per port (txPropagationDelay), including transmission propagation delay, egress port number.

-
Topology of 5GS Bridge as defined in IEEE 802.1AB [97]:
· Chassis ID subtype and Chassis ID of the 5GS Bridge

· Port ID subtypes and Port IDs of the 5GS Bridge

· MessageTxInterval and Message TxHoldMultiplier to calculate TTL

· Admin Status
-
VLAN configurations, Traffic classes and their priorities per port as defined in IEEE 802.1Q [98].

The following parameters: independentDelayMax and independentDelayMin, how to calculate them is left to implementation and not defined in this specification.

Bridge ID of the 5GS Bridge, port numbers of the Ethernet in NW-TT could be preconfigured on the UPF, which is selected for a PDU Session serving TSC based on subscribed DNN, traffic classes and VLANs. Port number of Ethernet port on the DS-TT for the PDU Session is assigned by the UPF during PDU session establishment and stored at the SMF. SMF provides the port numbers and MAC addresses of the Ethernet ports in DS-TT and NW-TT of the related PDU session to the TSN AF via PCF. If a PDU session for which SMF has reported port addresses and numbers to TSN AF is released, then SMF informs TSN AF accordingly.

The AF is responsible to receive the bridge information of 5GS Bridge from 5GS, as well as register or update this information to the TSN network.

5.28.2
QoS parameters mapping for 5GS Bridge configuration

In order to schedule TSN traffic over 5GS Bridge, the configuration information of 5GS Bridge is mapped to 5GS QoS within the corresponding PDU Session.
Editor's note:
For the UL TSN traffic, how to correlate the egress port in the configuration to PDU session is FFS. Traffic forwarding information being not available in IEEE 802.1Qbv and how it is received is FFS.

The configuration information of 5GS Bridge as defined in 802.1Qbv [96], includes the following:

-
Bridge ID of 5GS Bridge.

-
Configuration information of scheduled traffic on ports of DS-TT and NW-TT:

-
Egress ports of 5GS Bridge, e.g., ports on DS-TT and NW-TT;
-
Traffic classes and their priorities;
NOTE:
In this Release of the specification, only support simplified IEEE 802.1Qbv [96], Annex Q.2 for 5GS.

-
Traffic forwarding information:

-
Destination MAC address, Traffic class and VLAN ID of TSN stream;
-
The ingress port number and egress port number on 5GS Bridge.

The association between the MAC address used by the PDU Session, 5GS Bridge ID and port number on DS-TT is maintained and further used to assist to bind the TSN traffic with the UE.

In the case of provisioning traffic forwarding information, the TSN AF determines the MAC address used by the PDU Session for the TSN traffic, and requests to influence traffic routing as defined in clause 5.6.7 with the DS-TT MAC address of the PDU Session, traffic class, stream destination MAC address, ingress port number or egress port number on the NW-TT side and VLAN ID.

5.28.3
Port management information exchange in 5GS

5.28.3.1
General

Bridge management information is exchanged between CNC and TSN AF. A subset of bridge management information, referred to as port management information, is related to Ethernet ports located in DS-TT or NW-TT.

5GS shall support transfer of standardized and deployment-specific port management information transparently between TSN AF and DS-TT or NW-TT, respectively inside a Port Management Information Container. Table 5.28.3.1-X lists standardized port management information.
Table 5.28.3.1-1: Standardized port management information

	Port management information
	Applicability (see Note 1)
	Supported operations by TSN AF
(see Note 2)
	Reference

	
	DS-TT
	NW-TT
	
	

	General
	
	
	
	

	Port management capabilities (see Note 3)
	X
	X
	R
	

	Bridge delay related information
	
	
	
	

	txPropagationDelay
	X
	X
	R
	IEEE 802.1Qcc [95] clause 12.32.2.1

	Traffic class related information
	
	
	
	

	Traffic class table
	X
	X
	RW
	IEEE 802.1Q [98] clause 12.6.3 and clause 8.6.6.

	Gate control information
	
	
	
	

	GateEnabled
	X
	X
	RW
	IEEE 802.1Qbv [96] Table 12-28

	AdminBaseTime
	X
	X
	RW
	IEEE 802.1Qbv [96] Table 12-28

	AdminControlList
	X
	X
	RW
	IEEE 802.1Qbv [96] Table 12-28

	AdminCycleTime (see Note 4)
	X
	X
	RW
	IEEE 802.1Qbv [96] Table 12-28

	AdminControlListLength (see Note 4)
	X
	X
	RW
	IEEE 802.1Qbv [96] Table 12-28

	Tick granularity
	X
	X
	R
	IEEE 802.1Qbv [96] Table 12-28

	5GS Bridge neighbor discovery configuration
	
	
	
	

	adminStatus
	(x)
	X
	RW
	IEEE 802.1AB [97] clause 9.2.5.1

	lldpV2LocChassisIdSubtype
	(x)
	X
	RW
	IEEE 802.1AB [97] Table 11-2

	lldpV2LocChassisId
	(x)
	X
	RW
	IEEE 802.1AB [97] Table 11-2

	
	
	
	
	

	
	
	
	
	

	5GS Bridge neighbor discovery configuration for each port of the NW-TT
	
	
	
	

	NW-TT port number
	
	X
	R
	Identifies the port number of the NW-TT which is used to send the generated LLDP frame for the Port ID

	lldpV2LocPortIdSubtype
	
	X
	RW
	IEEE 802.1AB [97] Table 11-2

	lldpV2LocPortId
	
	X
	RW
	IEEE 802.1AB [97] Table 11-2

	5GS Bridge neighbor discovery configuration for each port of each DS-TT
	
	
	
	

	DS-TT port number
	(x)
	(X)
	R
	Identifies the port number of the DS-TT which is used to send the generated LLDP frame for the Port ID

	lldpV2LocPortIdSubtype
	(x)
	(X)
	RW
	IEEE 802.1AB [97] Table 11-2

	lldpV2LocPortId
	(x)
	(X)
	RW
	IEEE 802.1AB [97] Table 11-2

	Neighbor discovery information for each discovered neighbor of NW-TT
	
	
	
	

	NW-TT port number
	
	X
	R
	The port number which received the information of the neighbor

	lldpV2RemChassisIdSubtype
	
	X
	R
	IEEE 802.1AB [97] Table 11-2

	lldpV2RemChassisId
	
	X
	R
	IEEE 802.1AB [97] Table 11-2

	lldpV2RemPortIdSubtype
	
	X
	R
	IEEE 802.1AB [97] Table 11-2

	lldpV2RemPortId
	
	X
	R
	IEEE 802.1AB [97] Table 11-2

	TTL
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	Neighbor discovery information for each discovered neighbor of DS-TT
	
	X
	R
	IEEE 802.1AB [97] clause 8.5.4

	DS-TT port number
	(x)
	X
	R
	The port number which received the information of the neighbor

	lldpV2RemChassisIdSubtype
	(x)
	X
	R
	IEEE 802.1AB [97] Table 11-2

	lldpV2RemChassisId
	(x)
	X
	R
	IEEE 802.1AB [97] Table 11-2

	lldpV2RemPortIdSubtype
	(x)
	X
	R
	IEEE 802.1AB [97] Table 11-2

	
	
	
	
	

	lldpV2RemPortId
	(x)
	X
	R
	IEEE 802.1AB [97] Table 11-2

	TTL
	(x)
	X
	R
	IEEE 802.1AB [97] clause 8.5.4

	NOTE 1: X = supported; (x) = supported when validation and generation of LLDP frames is processed at the DS-TT; (X) = supported when validation and generation of LLDP frames is processed centrally at NW-TT.
NOTE 2:
R = Read only access; RW = Read/Write access.
NOTE 3:
Indicates which standardized and deployment-specific port management information is supported by DS-TT or NW-TT.

NOTE 4:
AdminCycleTime and AdminControlListLength are optional for gate control information.




Exchange of port management information between TSN AF and NW-TT or DS-TT allows TSN AF to:


1)
receive port management information for a DS-TT or NW-TT Ethernet port;

2)
send port management information for a DS-TT or NW-TT Ethernet port;

4)
subscribe to and receive notifications if specific port management information for a DS-TT or NW-TT Ethernet port changes.

Exchange of port management information between TSN AF and NW-TT or DS-TT is initiated by DS-TT or NW-TT to:

-
notify TSN AF if port management information has changed that TSN AF has subscribed for.

TSN AF indicates inside the Port Management Information Container whether it wants to receive or send port management information or intends to subscribe/unsubscribe for notifications.

Editor's note:
Whether TSN AF needs to be able to read port management information and needs to be able to get port management capabilities is FFS. This relates to bullets 1, 2, 4 and the sentence above.

5.28.3.2
Transfer of port management information

Port management information is transferred transparently via 5GS between TSN AF and DS-TT or NW-TT, respectively, inside a Port Management Information Container as follows:

-
To convey port management information from DS-TT or NW-TT to TSN AF:

-
DS-TT provides a Port Management Information Container to the UE, which includes the Port Management Information container as an optional Information Element of an N1 SM container and triggers the UE requested PDU Session Modification procedure to forward the Port Management Information container to the SMF. SMF forwards the Port Management Information container and the port number of the related DS-TT Ethernet port to TSN AF as described in TS 23.502 [3] clause 4.3.3.2;

-
NW-TT provides a Port Management Information Container to the UPF, which triggers the N4 Session Level Reporting Procedure to forward the Port Management Information Container to SMF. SMF in turn forwards the container and the port number of the related NW-TT Ethernet port to TSN AF as described in TS 23.502 [3] clause 4.16.5.1. If NW-TT provides a Port Management Information Container for an Ethernet port shared by multiple PDU sessions, then UPF forwards the Port Management Information Container only for one of those PDU sessions.

-
To convey port management information from TSN AF to DS-TT or NW-TT:

-
TSN AF provides a Port Management Information Container, MAC address reported for a PDU Session and the port number of the Ethernet port to manage to the PCF, which forwards the information to SMF based on the MAC address using the PCF initiated SM Policy Association Modification procedure as described in TS 23.502 [3] clause 4.16.5.2. SMF determines whether the port number relates to a DS-TT or NW-TT Ethernet port and based on this forwards the Port Management Information Container to DS-TT or NW-TT using the network requested PDU Session Modification procedure as described in TS 23.502 [3] clause 4.3.3.2. If the port number identifies an NW-TT Ethernet port shared by multiple PDU sessions, PCF and SMF forward the Port Management Information Container only for one of those PDU sessions.

�Ethernet Bridges may support additional Bridge Management Attributes, e.g. optional parameters





�This issue is solved with the table 5.28.3.1-1.
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