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Abstract: This contribution proposes the architecture assumption of the TR 23.700-91 for FS_eNA_Ph2.
1. Discussion

The network data analytics services in the 5G Core network, specified in TS23.288 has been designed mostly without considering KPI of the internet Application that a subset of them are comprised in the below table.

It is possible to refine most of the analytics services described in TS23.288 using the right KPIs measurements of the traffic generated by the applications. Those measurements can be performed by using DPI techniques as part of the application detection that is a component of the UPF. We are planning to present in the following meetings an exhaustive study of all the clauses that can be extended using Application KPIs.   
Following find three examples of the clauses that can be refined using Application’s KPIs 

In TS23.288 the clause 6.4 Observed Service experience related network data analytics is oriented to voice and video. The table below shows that video has multiple flavours and each flavour has its own KPIs. It is possible to extend the clause 6.4 no only to voice and video but also to all the application susceptible of QoE measuring using DPI techniques as part of the application detection that is a component of the UPF such as gaming, social network, messaging, and audio streaming in their different flavours. 
In TS23.288 the clause 6.5 NF load analytics is possible to refine the NF load predictions information feeding the NWDAF with the KPIs of the applications, e.g. the application illustrated in the below table. It is very different the usage of the UPF caused by video streaming comparing with the usage caused by web browsing traffic or with a certain combination of several Apps’s traffics. The statistic and ML models will significantly leverage the KPIs of the different application running through an NF, e.g. UPF, SMF in a period when the measurements are taking place. 

In TS23.288 the clause 6.8 User Data Congestion Analytics is possible to refine the User Data Congestion prediction, feeding the NWDAF with the KPIs of the applications, e.g. the application illustrated in the below table. It is very different the Data Congestion caused by video streaming traffic compared with the Data Congestion caused by web browsing. The statistic and ML models will significantly leverage the KPIs of the different application running through an NF, e.g. UPF, SMF in a period when the measurements are taking place.
Table 1 Global Internet Phenomena report 2019
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Source: www.Sandvine.com Global Internet Traffic Report 
Table 1 Global Internet Phenomena report 2019 shows five categories of traffic with the ten most relevant apps in each category with a global average measurement in 1H of 2019 [1]. The measurements combine fixed and mobile networks. You can notice here the variability of the relation UL/DL and important throughput differences based on the Apps, even into a single category. Every category impacts the usage of the network resources in several different levels, every kind of traffic is more or less persistent, more or less transactional, more or less QoE sensitive, the relation UL/DL change per App and makes differences in the network resources usage. The statistic and ML models in the NWDA can leverage all those KPIs per App to refine the prediction of information in the NWDA and the “actions to take” that NWDA can recommend to the PCF. For more details of this Internet traffic report, you can download the entire report in www.sandvine.com
Just one source of information, the known typical pace of collection of stats in that point change based on the type of metric that is being collected and the throughput capacity managed in that point. 

Here a couple of examples of typical intervals of recollection based on the recollected metric
· 250ms to 1-sec Byte counters
· 1 sec to 5-sec Packet loss, RTT metrics 
The assumption is that in the architectural solution for this study the NWDAF needs to have access to collect Application Level KPIs from the DPI modules within the UPF domain
[1] China and India are excluded from these measurements
2
Proposal
It is proposed to add the following to the architecture assumption section of TR 23.700-91 (Study of enablers for Network Automation for 5G-Phase 2).
* * * * Begin Change * * * *
4
Architecture Assumption

The fundamental architecture and framework, as defined in Clause 4, TS 23.288 is regarded as the baseline for future study.

-
Data collection  
The architecture solution should permit the NWDAF to collect directly from the UPFs components in near real-time traffic’s characterisation and KPIs generated using the application detection function supported in the UPF. 
                                 * * * * End of Changes * * * *

