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	Reason for change:
	As defined in clause 5.6.7 of TS 23.501:
“An AF may send requests to influence SMF routeing decisions for traffic of PDU Session. The AF requests may influence UPF (re)selection and allow routeing user traffic to a local access to a Data Network (identified by a DNAI)”
For V2X service, multiple V2X Application Servers may be deployed, each serving a particular local Data Network. UE can be configured with an anycast V2X Application Server address. AF, i.e. the Application Server, provides to PCF in its request the list of DNAI, representing Potential Locations of Applications and the routing profile ID. The PCF authorizes the request received from the AF based on information received from the AF, operator's policy, etc. and determines for each DNAI, a traffic steering policy ID (derived from the routing profile ID provided by the AF). SMF selects a UPF within the Data Network based on DNAI and UE location information, and provides to the UPF the traffic steering policy, which is used by the UPF to route the application traffic to the V2X Application Server deployed in the local Data Network.

With that approach, the V2X traffic is correctly routed to the V2X Application Server, and no additoinal V2X Application discovery is required.

Additionally, as defined in clause 5.3.2:
“The UPF is responsible for routing the traffic to the appropriate local V2X Application Servers based on Anycast address.”
It assumes that the UPF is in the local Data Network; however, without DNAI provided by the AF, it is hard to garentee that the SMF selects a local UPF, so that it can resolve the Anycast address from the local DNS.

It is proposed to capture those in TS 23.287.
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	Add description of AF influence mechanism for V2X Application Server discovery.
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FIRST CHANGE
[bookmark: _Toc19199080]5.3	V2X Application Server discovery
[bookmark: _Toc19199081]5.3.1	General
A UE needs to discover the V2X Application Server(s), when V2X communication over Uu operation mode is used. The V2X Application Server address information may be configured on the UE or provisioned over N1 reference point, as specified in clause 5.1.3.1.
When the configuration contains the FQDN(s), the UE shall perform DNS to resolve the address(es) of the V2X Application Server. The UE may use the configured V2X Application Server information only in the designated geographical area. If UE is configured with multiple V2X Application Server addresses, each associated with a geographic area or a PLMN, wWhen the UE changes serving PLMN or crosses configured geographic areas, it should perform address resolution again.
[bookmark: _Toc19199082]5.3.2	Multiple V2X Application Server and Localized V2X Application Server discovery and routing
Multiple V2X Application Servers may be involved in the V2X communication, each providing particular V2X services and/or serving a particular geographical region. Therefore, the V2X Application Server address information as specified in clause 5.1.3.1 can contain multiple servers' information. When multiple V2X Application Servers are configured, the application layer will choose the proper V2X Application Server to use.
When localized V2X Application Servers are deployed, Anycast may be used to conceal the server change from the UE. In this case, a FQDN is configured for a large region, e.g. the entire PLMN, and the UE only needs to resolve it once to getto an Anycast address. Mechanism described in Annex A applies for this case, in which SMF selects a UPF based on DNAI, and tThe UPF is responsible for routing the traffic to the appropriate local V2X Application Servers based on Anycast address. If SMF provides to the UPF the traffic steering policy corresponding to the DNAI generated based on the AF input, the UPF shall route the traffic to the appropriate local V2X Application Server based on the traffic steering policy.
NEXT CHANGE
[bookmark: _Toc19199155]Annex A (informative):
Application Function influence based edge computing traffic routing for V2X services
To route V2X messages or any traffic for V2X purposes to/from V2X Application Server(s) in a local Data Network (DN) close to NG-RAN, V2X Application Server operated by e.g. operators, OEMs, road authorities, can use the Application Function (AF) influence on traffic routing feature defined in clause 5.6.7 of TS 23.501 [6].
The V2X Application Server that sends the AF request for AF influence based edge computing for V2X services can be the same V2X Application Server to/from which the traffic is routed.
END OF CHANGES

