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Abstract of the contribution: This contribution proposes new key issues for data collection and analytics exposure in Intra-PLMN roaming scenario.
Discussion
This contributions is related to the WT#1.2 i.e. roaming in the FS_eNA_Ph2 Work Tasks.
The general analytics exposure and data collection mechanisms in non-roaming scenario have been defined in clause 6.1 and clause 6.2, TS 23.288. 
But the mechanisms in roaming scenario are not defined because the roaming architecture is not defined in Release 16. See details in clause 4.3, TS 23.288, as follows.
[bookmark: _Toc11154570]4.3	Roaming architecture
The interactions between the NWDAF and the other NFs are only considered in the same PLMN case.
Roaming architecture does not apply in this release of the specification.
However, the data analytics in the non-roaming and roaming scenario could be very different. 
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Figure 1: Intra-PLMN and Inter-PLMN roaming examples 
For example, the UE Mobility in the non-roaming and roaming scenario will be very different. So the NWDAF should be able to distinguish if the data is collected for the roaming scenario or not. 
Please note that the data collection in the Inter-PLMN roaming scenario will be very complicated due to technology, data ownership, and some law issues, so it is suggested to focus on the Intra-PLMN roaming scenario as an initial step to progress significantly.
Potentially, the following mechanisms should to be studied in the Intra-PLMN roaming scenario.
-	Intra-PLMN Roaming architecture (including the Local Breakout and the Home Routed scenarios) for data collection and analytics exposure;
-	Which NWDAF takes the responsibility of the data collection and analytics exposure, the NWDAF in the visited network or the NWDAF in the homed network?
-	In LBO scenario, it is likely the NWDAF in the visited network;
-	However, in the HR scenario, both of the NWDAF can be considered.
-	During Data Collection:
-	Which/how 5GC NFs/AF in the visited network can provide the data information to NWDAF?
-	In HR Scenario, what data can or cannot be collected from a NF service producer residing in the homed network for a consumer in the visited network (considering the intra-PLMN inter-Region data privacy and geo political issues)?
-	Authentication and authorization: how does the 5G system enforce authentication and authorization of the NWDAF for a certain data access?
-	During Analytics Exposure:
-	How a 5GS NF/AF requests or subscribes to the NWDAF for providing analytic information (or relevant analytic information subset).
-	What network data analytics can or cannot be provided by the NWDAF for a NWDAF service consumer in the roaming scenario (Considering the intra-PLMN inter-Region data privacy and geo political issues)?
-	How the NWDAF provides/updates the analytic information to the 5GS NF/AF.
Proposal. It is proposed to investigate what the current mechanisms for Data Collection and Analytics should be enhanced in the Intra-PLMN roaming scenario.
Proposal
This paper propose new key issues for data collection and analytics exposure in Intra-PLMN roaming scenario.
[bookmark: _Toc517103917][bookmark: _Toc523985075]* * * Start of Change (new text) * * * *
5.X	Key Issue X: Data Collection in Intra-PLMN roaming scenario
5.X.1	Description
The following mechanisms for data collection should to be studied in the Intra-PLMN roaming scenario.
-	How to define NWDAF(s) in home and NWDAF(s) in visiting regions of same PLMN?
-	Intra-PLMN Roaming architecture (including the Local Breakout and the Home Routed scenarios) for data collection;
-	Which NWDAF takes the responsibility of the data collection, either the NWDAF in the visited network or the NWDAF in the homed network? 
-	Which/how 5GC NFs/AF in the visited network can provide the data information to which NWDAF, i.e. either the NWDAF in the visited network or the NWDAF in the homed network?
-	In HR Scenario, what data can or cannot be collected from a NF service producer residing in the homed network for a consumer in the visited network (considering the intra-PLMN inter-Region data privacy and geo political issues)?-	Authentication and authorization: how does the 5G system enforce authentication and authorization of the NWDAF for a certain data access?
5.X.2	Requirement
The NWDAF shall be able to collect data from visited network and the homed network.
The NWDAF shall have control over the data collected for the roaming scenarios from the NF service producers residing in its network.
A flexible framework for data collection in the intra-PLMN roaming scenario (interfaces, basic information model and extension rules) should be defined.

* * * Next Change (new text) * * * *
5.Y	Key Issue Y: Analytics Exposure in Intra-PLMN roaming scenario
5.Y.1	Description
The following mechanisms for analytics exposure should to be studied in the Intra-PLMN roaming scenario.
-	How to define NWDAF(s) in home and NWDAF(s) in visiting regions of same PLMN?
-	Intra-PLMN Roaming architecture (including the Local Breakout and the Home Routed scenarios) for analytics exposure;
-	Which NWDAF takes the responsibility of analytics exposure, the NWDAF in the visited network or the NWDAF in the homed network? 
-	How a 5GS NF/AF requests or subscribes to the NWDAF for providing analytic information (or relevant analytic information subset)?
-	What network data analytics can or cannot be provided by the NWDAF for a NWDAF service consumer in the roaming scenario (Considering the intra-PLMN inter-Region data privacy and geo political issues)?
-	How the NWDAF provides/updates the analytic information to the 5GS NF/AF?
5.Y.2	Requirement
The NWDAF shall be able to expose the analytics information in the visited intra-PLMN network.
The NWDAF shall have control over the analytics provision for the NWDAF service consumers residing in the visited intra-PLMN network.
NWDAF shall be able to provide analytics information related to analytics target both in home and visited intra-PLMN networks.
Consumer shall be able to subscribe/request explicitly or implicitly to analytics information in visiting intra-PLMN network
Consumers of analytics for specific UE(s) or group of UEs shall be able to receive analytics information regardless of where the UE(s) or group of UE(s) are in the intra-PLMN network.  

* * * End of Change * * * *
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