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FIRST CHANGE
4.2.3
Network status analytics information requirements

The PCF shall be able to collect directly slice specific network status analytic information from NWDAF. NWDAF provides network data analytics (i.e. load level information) to PCF on a network slice level. PCF shall be able to use that data in its policy decisions.

NEXT CHANGE
5.2.2
Roaming architecture

Figure 5.2.2-1 shows the local breakout roaming policy framework architecture in 5G:
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Figure 5.2.2-1: Overall roaming reference architecture of policy and charging control framework for the 5G System - local breakout scenario
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Figure 5.2.2-1a: Overall roaming reference architecture of policy and charging control framework for the 5G System - local breakout scenario (reference point representation)

NOTE 1:
In the LBO architecture, the PCF in the VPLMN may interact with the AF in order to generate PCC Rules for services delivered via the VPLMN. The PCF in the VPLMN uses locally configured policies according to the roaming agreement with the HPLMN operator as input for PCC Rule generation. The PCF in VPLMN has no access to subscriber policy information from the HPLMN for PCC Rule generation.

NOTE 2:
In the LBO architecture, N24 can be used to deliver UE access selection and PDU Session selection policy from the PCF in the HPLMN to the PCF in the VPLMN. The PCF in the VPLMN can provide access and motility policy information without contacting the PCF in the HPLMN.

NOTE 3:
In the LBO architecture, AF requests providing routing information for roamers targeting a DNN and S-NSSAI (targeting all roamers) or an External-Group-Identifier (identifying a group of roamers) are stored as Application Data in the UDR(in the VPLMN) by the NEF (in the VPLMN).

NOTE 4:
For the sake of clarity, SEPPs are not depicted in the roaming reference point architecture figures.

Figure 5.2.2-2 shows the roaming policy framework architecture (home routed scenario) in 5G:
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Figure 5.2.2-2: Overall roaming reference architecture of policy and charging control framework for the 5G System - home routed scenario
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Figure 5.2.2-2a: Overall roaming reference architecture of policy and charging control framework for the 5G System - home routed scenario (reference point representation)
NOTE 5:
All functional entities as described in Figure 5.2.1-1 non-roaming scenario applies also to the HPLMN in the home routed scenario above.
NOTE 6:
For the sake of clarity, SEPPs are not depicted in the roaming reference point architecture figures.

NEXT CHANGE
5.3.11
Interactions between NWDAF and PCF
The Nnwdaf enables the PCF to subscribe to and be notified on slice load level analytics. The following information are notified by the NWDAF:

-
Identifier of network slice instance;
-
Load level information of network slice instance.

NOTE:
How this information is used by the PCF is not standardized in this release of the specification.
The Nnwdaf enables the PCF to request or subscribe to and be notified on observed service experience (i.e. the average observed Service MoS) as described in clause 6.4 of TS 23.288 [24].

The Nnwdaf enables the PCF to request or subscribe to and be notified on abnormal UE behaviour information as described in clause 6.7.5 of TS 23.288 [24].

The N23 reference point is defined for the interactions between NWDAF and PCF in the reference point representation.

NEXT CHANGE
6.1.1.3
Policy decisions based on network analytics

Policy decisions based on network analytics is a function that allows PCF taking actions related to the network analytics reported by the NWDAF as defined in TS 23.288 [24]. The requested and reported analytics type are identified by an analytics ID and the scope of the analytics type is identified by the Analytics Filter, as defined in TS 23.288 [24].

The PCF may subscribe to notifications of slice load level analytics using the Nnwdaf_AnalyticsSubscription_Subscribe service operation including the Analytics ID "load level information", the Analytics Filter "network slice instance" and the Analytics Reporting Information set to either a threshold value or a time period.

When the Analytics Reporting Information is set to a threshold value, then the NWDAF notifies the PCF when the load level for the network slice instance is above the threshold and then when the load level is below the threshold. When the Analytics Reporting Information is set to a time period, then the NWDAF notifies the PCF at the time the time period is reached. Notifications are performed using Nnwdaf_AnalyticsSubscription_Notify service operation including the Analytics ID "load level information", the Analytics Filter "network slice instance" and the load level information. The PCF may cancel a subscription to network analytics using Nnwdaf_AnalyticsSubscription_Unsubscribe service operation.

The PCF may request a report of a specific Analytics ID from the NWDAF using the Nnwdaf_AnalyticsInfo_Request service operation. The NWDAF provides the load level information to the PCF at the time of the request.

The PCF may use the NWDAF service to retrieve the observed service experience (i.e. the average observed Service MoS) as described in clause 6.4 of TS 23.288 [24].

The PCF may use the NWDAF service to retrieve the abnormal UE behaviour information as described in clause 6.7.5 of TS 23.288 [24].

The PCF uses the network analytics as input to its policy decision to apply operator defined actions for example for the UE context(s) or PDU session(s).

NEXT CHANGE
6.1.2.4
Negotiation for future background data transfer

The AF may contact the PCF via the NEF (and Npcf_BDTPolicyControl_Create service operation) to request a time window and related conditions for future background data transfer.

NOTE 1:
The NEF may contact any PCF in the operator network.

The AF request shall contain an ASP identifier, the volume of data to be transferred per UE, the expected amount of UEs, the desired time window, the External Group Identifier and optionally, Network Area Information, request for notification. The AF provides as Network Area Information either a geographical area (e.g. a civic address or shapes), or an area of interest that includes a list of TAs or list of NG-RAN nodes and/or a list of cell identifiers. When the AF provides a geographical area, then the NEF maps it based on local configuration into of a short list of TAs and/or NG-RAN nodes and/or cells identifiers that is provided to the PCF. The request for notification is an indication that BDT warning notification should be sent to the AF. The BDT warning notification indicates to the ASP that the BDT policy needs to be re-negotiated.
NOTE 2:
A 3rd party application server is typically not able to provide any specific network area information and if so, the AF request is for the whole operator network.

The PCF shall first retrieve all existing background transfer policies stored for any ASP from the UDR. The PCF may retrieve analytics on "Network Performance" from NWDAF in the area where the UEs of this ASP are expected to be located at a certain time period. The "Network Performance" Analytics includes the tuple-(expected load in the area of interest, expected number of UEs of this ASP in the Area of Interest) following the procedure and services described in TS 23.288 [24]. Afterwards, the PCF shall determine, based on the information provided by the AF, the analytics on "Network Performance" if available and other available information (e.g. network policy and existing background transfer policies) one or more background transfer policies. The PCF may be configured to map the ASP identifier into a target DNN and slicing information (i.e. S-NSSAI).

A background transfer policy consists of a recommended time window for the background data transfer, a reference to a charging rate for this time window, network area information and optionally a maximum aggregated bitrate (indicating that the charging according to the referenced charging rate is only applicable for the aggregated traffic of all involved UEs that stays below this value). Finally, the PCF shall provide the candidate list of background transfer policies or the selected background transfer policy to the AF via NEF together with the Background Data Transfer reference ID. If the AF received more than one background transfer policy, the AF shall select one of them and inform the PCF about the selected background transfer policy.

NOTE 3:
The maximum aggregated bitrate (optionally provided in a background transfer policy) is not enforced in the network. The operator may apply offline CDRs processing (e.g. combining the accounted volume of the involved UEs for the time window) to determine whether the maximum aggregated bitrate for the set of UEs was exceeded by the ASP and charge the excess traffic differently.

NOTE 4:
It is assumed that the 3rd party application server is configured to understand the reference to a charging rate based on the agreement with the operator.

The selected background transfer policy is finally stored by the PCF in the UDR together with the Background Data Transfer reference ID, the volume of data to be transferred per UE, the expected amount of UEs and the information of request for notification, if available. The same or a different PCF can retrieve this background transfer policy and corresponding related information from the UDR and take them into account for future decisions about background transfer policies for background data related to the same or other ASPs.

When the AF wants to apply the Background Data Transfer Policy to an existing session, then the AF will, at the time the background data transfer is about to start, provide, for each UE, the Background Data Transfer reference ID together with the AF session information to the PCF (via the N5 interface). The PCF retrieves the corresponding background transfer policy from the UDR and derives the PCC rules and PDU session related policy information (i.e. Time Window and Location Criteria) for the background data transfer according to this transfer policy.

When new PDU session setup is requested, PCF may reject corresponding SM Policy Association, as described in clause 4.16.4 of TS 23.502 [3], if Validation condition is not satisfied. And based on this feedback, SMF will reject the PDU session setup.

After successful PDU session setup, PCF may trigger PDU session release when Validation condition is not satisfied.

When the AF wants to apply the Background Data Transfer Policy to a future session, then the AF provides, to the NEF, the Background Data Transfer reference ID together with the External Identifier or External Group Identifier of the UE(s) that are to be subject to the policy. The NEF stores the Background Data Transfer Reference ID in the UDR as Application Data for the UE(s). A PCF that serves the UE(s) (i.e. the PCF that serves the UE for AM Policies) may retrieve the Background Data Transfer Reference ID by retrieving the UE's Application Data from the UDR or by subscribing to notifications of changes to the UEs' application data in the UDR. Furthermore, the PCF retrieves the specific Background Data Transfer Policy based on the received Background Data Transfer Reference ID from the UDR.
When the PCF determines to send the Background Data Transfer Policy information to the UE as part of a URSP rule, the PCF will store the policy in the UDR as part of the UE's Policy Set Entry and will use the associated S-NSSAI and DNN to store the Background Data Transfer Reference ID in the UE's PDU Session policy control subscription information (see clause 6.2.1.3). The PCF uses local policies to decide if and when the Background Data Transfer Policy information is going to be sent to the UE as Validation Criteria in the RSD part of the URSP rule (see clause 6.6.2.1). The UE uses Validation Criteria to determine whether or not a PDU Session should be established. The Time Window and Location Criteria are not required to be checked again during the lifetime of the PDU Session.

The PCF may, based on operator configuration, trigger the UE Configuration Update procedure when the policy is selected, or the PCF may wait until receiving a notification from the AMF that the UE has entered the Tracking Area or Presence Area where the policy applies, and/or the PCF may wait until the time window when the policy applies is approaching. The UE's support of the Validation Criteria in a URSP rule is optional.

NOTE 5:
If a non-supporting UE receives Validation Criteria, it ignores the URSP rule.

When the PDU Session is established, the PCF that serves the PDU session will use the Background Data Transfer Reference ID in the UE's PDU Session policy control subscription information (see clause 6.2.1.3) to retrieve the corresponding background data transfer policy (i.e. Time Window and/or Location Criteria) from the UDR and derives the PCC rules for the background data transfer according to this transfer policy.

NOTE 6:
The AF will typically contact the PCF for the individual UEs to request sponsored connectivity for the background data transfer.

NOTE 7:
A transfer policy is only valid until the end of its time window. The removal of outdated transfer policies from the UDR is up to implementation.

When the PCF knows, from the NWDAF as described in TS 23.288 [24], that the network performance in the area of interest goes below the criteria set by the operator, the PCF retrieves all the background transfer policies from the UDR. The PCF notifies the background data transfer reference ID and optionally time, network area information of affected background transfer policy to each AF, which requested the PCF to send the notification and adopted the affected background transfer policy, through the NEF.

NOTE 8:
After the AF receives the notification, the AF may renegotiate the background data transfer policy with the PCF. This is beneficial to improve the quality of background data traffic.

END OF CHANGES
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