Page 1



SA WG2 Meeting #135
S2-1909128
October 14 - 18, 2019, Split Croatia








 




(Revision of S2-197144)
	CR-Form-v11.4

	CHANGE REQUEST

	

	
	23.501
	CR
	1508
	rev
	1
	Current version:
	16.2.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	


	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	Core Network
	X


	

	Title:

	Handling communication with no available SCP

	
	

	Source to WG:
	Tencent

	Source to TSG:
	SA2

	
	

	Work item code:
	5G_eSBA
	
	Date:
	2019-09-20

	
	
	
	
	

	Category:
	F
	
	Release:
	Rel-16

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8
(Release 8)
Rel-9
(Release 9)
Rel-10
(Release 10)
Rel-11
(Release 11)
Rel-12
(Release 12)
Rel-13
(Release 13)
Rel-14
(Release 14)
Rel-15
(Release 15)
Rel-16
(Release 16)

	
	

	Reason for change:
	The SCP address may be locally configured in NF Service consumer, it is unclear how to handle the indirection communication and delegated discovery if the SCP identified by the address is not available any more.
If the SCP address is locally configured in NF Service consumer, it is hard to say the SCP is deployed redundant.

	
	

	Summary of change:
	The SCP address may be locally configured in NF Service consumer, if the SCP identified by the address is not available any more, the NF Service consumer shall use the direct discovery and direct communication.
Delete the description that the SCP is deployed redundant and scalable if the SCP address is locally configured in the NF Service consumer.

	
	

	Consequences if not approved:
	The communication can not continue if the local configured SCP is not available any more.

	
	

	Clauses affected:
	5.21.0, 7.1.1

	
	

	
	Y
	N
	
	

	Other specs
	
	x
	 Other core specifications

	TS/TR ... CR ... 

	affected:
	
	x
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	x
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	


1st CHANGE
5.21
Architectural support for virtualized deployments

5.21.0
General

5GC supports different virtualized deployment scenarios, including but not limited to the options below:

-
A Network Function instance can be deployed as distributed, redundant, stateless, and scalable NF instance that provides the services from several locations and several execution instances in each location.

-
This type of deployments would typically not require support for addition or removal of NF instances for redundancy and scalability. In the case of an AMF this deployment option may use enablers like, addition of TNLA, removal of TNLA, TNLA release and rebinding of NGAP UE association to a new TNLA to the same AMF.

-
A Network Function instance can also be deployed such that several network function instances are present within a NF set provide distributed, redundant, stateless and scalability together as a set of NF instances.

-
This type of deployments may support for addition or removal of NF instances for redundancy and scalability. In the case of an AMF this deployment option may use enablers like, addition of AMFs and TNLAs, removal of AMFs and TNLAs, TNLA release and rebinding of NGAP UE associations to a new TNLA to different AMFs in the same AMF set.

-
The SEPP, although not a Network Function instance, can also be deployed distributed, redundant, stateless, and scalable.

-
The SCP, although not a Network Function instance, can also be deployed distributed.

Also, deployments taking advantage of only some or any combination of concepts from each of the above options is possible.

2nd CHANGE
7.1
Network Function Service Framework

7.1.1
General

Service Framework functionalities include e.g. service registration/de-registration, consumer authorization, service discovery, and inter service communication, which include selection and message passing. Four communication options are listed in Annex E and can all co-exist within one and the same network.

An NF service is one type of capability exposed by an NF (NF Service Producer) to other authorized NF (NF Service Consumer) through a service-based interface. A Network Function may expose one or more NF services. Following are criteria for specifying NF services:

-
NF services are derived from the system procedures that describe end-to-end functionality, where applicable (see  TS 23.502 [3], Annex B drafting rules). Services may also be defined based on information flows from other 3GPP specifications.
-
System procedures can be described by a sequence of NF service invocations.

NF services may communicate directly between NF Service consumers and NF Service Producers, or indirectly via an SCP. Direct and Indirect Communication are illustrated in Figure 7.1.1-1. For more information, see Annex E and clauses 6.3.1 and 7.1.2. Whether a NF Service Consumer uses Direct Communication or Indirect Communication by using an SCP is based on configuration of the NF Service Consumer.

NOTE:
The SCP can be deployed in a distributed manner.

In Direct Communication, the NF Service consumer performs discovery of the target NF Service producer by local configuration or via NRF. The NF Service consumer communicates with the target NF Service producer directly.

In Indirect Communication, the NF Service consumer communicates with the target NF Service producer via a SCP. The NF Service consumer may be configured to perform discovery of the target NF Service producer directly, or delegate the discovery of the target NF Service Producer to the SCP used for Indirect Communication. In the latter case, the SCP uses the parameters provided by NF Service consumer to perform discovery and/or selection of the target NF Service producer. The SCP address may be locally configured in NF Service consumer, if the SCP identified by the address is not available any more, the NF Service consumer shall use the direct discovery and direct communication.
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Figure 7.1.1-1: NF/NF service inter communication
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