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Abstract of the contribution: This paper proposes the break-down of objectives of FS_UUI5 into a set of Work Tasks with granular TU estimate per Work Task.
1
Background
At SA2 #134, it was agreed to initiate an email discussion to breakdown objectives of FS_UUI5 into work tasks with granular TU estimates per work task (see S2-1908418).

The FS_UUI5 SID can be found in SP-190450.

Editor’s Note: This is living document.
2.
Discussion
Editor’s Note: Work Task Description should correspond to objectives in SID. One objective may be further broken into Work Tasks. 

Editor’s Note: Work Task may or may not directly translate into a Key Issue in a TR. 
Table 2-1: Work Tasks for FS_UUI5
	Work Task ID
	Work Task Title
	Work Task Description
	RAN Dependency 
	TU Estimate

	Fundamental Work Tasks (5.5 TU Total Estimate)

	WT#1.1
	Architectural Assumptions
	Define the architectural assumptions that enable the support of user identities, including authentication/authorization of user identities, and the related involvement of the mobile operator network.
	No
	1.0

	WT#1.2
	Linking
	Whether and how user identifiers are linked and unlinked with 3GPP subscriptions.
	No
	1.5

	WT#1.3
	Definition of a User Profile (where it is stored, what is in it)
	What information is stored as part of the user profile (e.g. a user identity, user identity specific settings, charging details and parameters), and how user profiles are stored.
	No
	0.5

	WT#1.4
	Traffic Segregation between users and subscriptions
	How and why traffic is segregated (e.g. traffic segregation between users of the same UE.

Whether and if there are enhancements needed to the 3GPP System to support delivering MO and MT Services to user(s) (e.g. impacts to mobility management procedures).

How the network takes the user identity into account when adapting network, service settings (e.g. policies), for example, when performing network slice selection.
	Don’t Know
	2.5

	Policy and Profile Related Work Tasks (4 TU Total Estimate)

	WT#2.1
	Issues related Policy Enforcement and Charging (which cannot be done unless traffic is segregated)
	How and why traffic is segregated for Policy Enforcement and Charging).

How appropriate charging can be enabled when there is a separation based on user, for users using the same UE and subscription.

What user identity specific settings and parameters need to be taken into account by the 3GPP system when delivering a service.
	No
	3

	WT#2.2
	Issues related to updating a user profile
	How user profiles are updated in the 5GC.
	No
	0.5

	WT#2.3
	Issues related to limiting the use of a user profile
	How the network controls, or limits, the usage of user identifiers (e.g. how the operator restricts the number of simultaneously active user identifiers per UE, restricts the usage a user identifier in roaming scenarios, and suspends usage of the user identifier based on operator policy or location).
	No
	0.5

	Service Exposure Related Work Tasks (1.5 TU Total Estimate)

	WT#3.1
	Issues related to exposure of a user profile
	How and what user profile information can be exposed to application functions (e.g. for edge computing or towards a 3rd party).
	No
	0.5

	WT#3.2
	Issues related to how a User Identity is used outside of the3GPP network.
	How the network takes the user identity into account when adapting operator-deployed and 3rd party service settings (e.g. N6 service chain).
	No
	1.0
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