
3GPP TSG-WG SA2 Meeting #134 
S2-1908385
Sapporo, Japan, 24th June - 28th June 2019
	CR-Form-v12.0

	CHANGE REQUEST

	

	
	23.502
	CR
	1642
	rev
	1
	Current version:
	16.1.1
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	


	Proposed change affects:
	UICC apps
	
	ME
	X
	Radio Access Network
	
	Core Network
	X


	

	Title:

	Procedures for 5GS Bridge information reporting and configuration

	
	

	Source to WG:
	Huawei, HiSilicon

	Source to TSG:
	SA2

	
	

	Work item code:
	Vertical_LAN
	
	Date:
	2019-06-18

	
	
	
	
	

	Category:
	B
	
	Release:
	Rel-16

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8
(Release 8)
Rel-9
(Release 9)
Rel-10
(Release 10)
Rel-11
(Release 11)
Rel-12
(Release 12)
Rel-13
(Release 13)
Rel-14
(Release 14)
Rel-15
(Release 15)
Rel-16
(Release 16)

	
	

	Reason for change:
	Add the procedure for Bridge based information reporting and TSN stream establishment.


	
	

	Summary of change:
	Add procedures for 5GS Bridge based information reporting and TSN stream establishment.

	
	

	Consequences if not approved:
	5GS Bridge management procedure is missing

	
	

	Clauses affected:
	2, Annex X (new)

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications

	TS/TR ... CR ... 

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	

	
	

	This CR's revision history:
	


* * * First Change * * *

2
References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TS 23.501: "System Architecture for the 5G System; Stage 2".

[3]
IETF RFC 7296: "Internet Key Exchange Protocol Version 2 (IKEv2)".
[4]
IETF RFC 5998: "An Extension for EAP-Only Authentication in IKEv2".

[5]
IETF RFC 4282: "The Network Access Identifier".
[6]
IETF RFC 4861: "Neighbor Discovery for IP version 6 (IPv6)".
[7]
3GPP TS 23.040: "Technical realization of the Short Message Service (SMS)".
[8]
IETF RFC 4862: "IPv6 Stateless Address Autoconfiguration".

[9]
3GPP TS 38.300: "NR and NG-RAN Overall Description; Stage 2".
[10]
3GPP TS 38.413: "NG-RAN; NG Application Protocol (NGAP)".
[11]
3GPP TS 23.335:"User Data Convergence (UDC); Technical realization and information flows;
Stage 2".
[12]
3GPP TS 38.331: "NR; Radio Resource Control (RRC); Protocol Specification".

[13]
3GPP TS 23.401: "General Packet Radio Service (GPRS) enhancements for Evolved Universal Terrestrial Radio Access Network (E-UTRAN) access".

[14]
3GPP TS 23.221: "Architectural requirements ".

[15]
3GPP TS 33.501: "Security Architecture and Procedures for 5G System".

[16]
3GPP TS 36.331: "Evolved Universal Terrestrial Radio Access (E-UTRA); Radio Resource Control (RRC); Protocol specification".

[17]
3GPP TS 29.500: "5G System; Technical Realization of Service Based Architecture; Stage 3".

[18]
3GPP TS 29.518: "5G System; Access and Mobility Management Services; Stage 3".

[19]
3GPP TS 29.519: "5G System; Usage of the Unified Data Repository service for Policy Control Data and Structured Data; Stage 3".

[20]
3GPP TS 23.503: "Policy and Charging Control Framework for the 5G System ".

[21]
IETF RFC 4191: "Default Router Preferences and More-Specific Routes".

[22]
3GPP TS 23.122: "Non-Access-Stratum (NAS) functions related to Mobile Station in idle mode".

[23]
3GPP TS 23.682: "Architecture enhancements to facilitate communications with packet data networks and applications".

[24]
3GPP TS 23.203: "Policy and charging control architecture".
[25]
3GPP TS 24.501: "Non-Access-Stratum (NAS) protocol for 5G System (5GS); Stage 3".

[26]
3GPP TS 23.402: "Architecture enhancements for non-3GPP accesses".

[27]
OMA-TS-ULP-V2_0_3: "UserPlane Location Protocol".

[28]
3GPP TS 23.167: "IP Multimedia Subsystem (IMS) emergency sessions".

[29]
3GPP TS 23.271: "Functional stage 2 description of Location Services (LCS)".

[30]
3GPP TS 36.355: "LTE Positioning Protocol (LPP)".

[31]
3GPP TS 38.455: "NR Positioning Protocol A (NRPPa)".
[32]
3GPP TS 29.507: "Access and Mobility Policy Control Service; Stage 3".

[33]
3GPP TS 23.003: "Numbering, Addressing and Identification".
[34]
3GPP TS 32.240: "Charging management; Charging architecture and principles".
[35]
3GPP TS 23.251: "Network sharing; Architecture and functional description".
[36]
3GPP TS 29.502: "5G System; Session Management Services; Stage 3".

[37]
3GPP TS 29.510: "5G System; Network function repository services; Stage 3".

[38]
3GPP TS 23.380: "IMS Restoration Procedures".

[39]
3GPP TS 32.421: "Telecommunication management; Subscriber and equipment trace; Trace concepts and requirements".

[40]
IETF RFC 4555: "IKEv2 Mobility and Multihoming Protocol (MOBIKE)".

[41]
3GPP TS 24.502: "Access to the 3GPP 5G Core Network (5GCN) via Non-3GPP Access Networks (N3AN); Stage 3".

[42]
3GPP TS 32.290: "Services, operations and procedures of charging using Service Based Interface (SBI)".

[43]
3GPP TS 36.304: "Evolved Universal Terrestrial Radio Access (E-UTRA); User Equipment (UE) procedures in idle mode".

[44]
3GPP TS 38.304: "NR; User Equipment (UE) procedures in idle mode".

[45]
3GPP TS 32.255: "5G system; 5G data connectivity domain charging; Stage 2".

[46]
3GPP TS 36.300: "Evolved Universal Terrestrial Radio Access (E-UTRA) and Evolved Universal Terrestrial Radio Access Network (E-UTRAN); Overall description; Stage 2".

[47]
3GPP TS 29.513: "5G System; Policy and Charging Control signalling flows and QoS parameter mapping; Stage 3".

[48]
IEEE Std 802.11-2016 (Revision of IEEE Std 802.11-2012): "IEEE Standard for Information technology - Telecommunications and information exchange between systems Local and metropolitan area networks - Specific requirements - Part 11: Wireless LAN Medium Access Control (MAC) and Physical Layer (PHY) Specifications".

[49]
IETF RFC 2410: "The NULL Encryption Algorithm and its use with IPsec".

[50]
3GPP TS 23.288: "Architecture enhancements for 5G System (5GS) to support network data analytics services; Stage 2".

[51]
3GPP TS 23.273: "5G System (5GS) Location Services (LCS); Stage 2".

[52]
3GPP TS 29.503: "5G System; Unified Data Management Services; Stage 3".

[53]
3GPP TS 23.316: "Wireless and wireline convergence access support for the 5G System (5GS)".

[54]
3GPP TS 23.222: "Functional architecture and information flows to support Common API Framework for 3GPP Northbound APIs; Stage 2".

[55]
3GPP TS 23.228: "IP Multimedia Subsystem (IMS); Stage 2".

[56]
3GPP TS 36.321: "Evolved Universal Terrestrial Radio Access (E-UTRA); Medium Access Control (MAC) protocol specification".

[57]
3GPP TS 29.512: "5G System; Session Management Policy Control Service; Stage 3".

[58]
3GPP TS 29.525: "5G System; UE Policy Control Service; Stage 3".

[59]
IETF RFC 6696: "EAP Extensions for the EAP Re-authentication Protocol (ERP)", July 2012.

[60]
IETF RFC 5295: "Specification for the Derivation of Root Keys from an Extended Master Session Key (EMSK)", Aug. 2008.

[61]
3GPP TS 23.272: "Circuit Switched (CS) fallback in Evolved Packet System (EPS); Stage 2".

[a]
IEEE P802.1Qcc: "Standard for Local and metropolitan area networks - Bridges and Bridged Networks - Amendment: Stream Reservation Protocol (SRP) Enhancements and Performance Improvements".

[b]
IEEE 802.1Q-2018: "IEEE Standard for Local and Metropolitan Area Networks-Bridges and Bridged Networks".

[c]
IEEE 802.1CB-2017: "IEEE Standard for Local and metropolitan area networks-Frame Replication and Elimination for Reliability".

[d]
IEEE 802.1Qbv-2015: "IEEE Standard for Local and metropolitan area networks -- Bridges and Bridged Networks - Amendment 25: Enhancements for Scheduled Traffic".

* * * Second Change * * *

Annex X (informative):
Information flows for 5GS integration with TSN
This annex defines the procedures for 5GS integration with TSN fully-centralized model as defined in 802.1Qcc[a], it includes 5GS Bridge information reporting and 5GS Bridge configuration.

X.1
5GS Bridge information reporting
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Figure X.1-1: 5GS Bridge information reporting
Identities of 5GS Bridge and UPF/NW-TT ports are pre-configured on the UPF based on deployment.

1.
PDU Session Establishment as defined in 23.502 clause 4.3.2.2.1-1 step 1-10b. The UE sends the DS-TT-UE residence time to the SMF within the PDU Session Establishment request.
The SMF selects a UPF in the requested DN according to UE subscribed traffic classes and subscribed VLANs.

The SMF sends traffic classes and VLANs within N4 Session Establishment Request to the UPF for allocating UE/DS-TT port ID for the PDU Session. The UPF allocates a port ID for the PDU Session and decides port IDs on NW-TT to serve the PDU session. Then the UPF sends the SMF an N4 Session Establishment Response with 5GS Bridge ID, allocated UE/DS-TT port ID and serving port ID on UPF/NW-TT.
2.
The SMF sends the 5GS Bridge information to the AF via PCF to establish/modify the 5GS Bridge. This the 5GS Bridge information includes 5GS Bridge ID, the UE/DS-TT port ID, UPF/NW-TT port ID, the MAC address used by the PDU Session, as well as the corresponding bridge delay. The AF stores the binding relationship between 5GS Bridge ID, the UE/DS-TT port ID, UPF/NW-TT port ID for the 5GS Bridge for future configuration.
3.
PDU Session Establishment as defined in 23.502 clause 4.3.2.2.1-1 step 11-20. The SMF sends the 5GS Bridge ID and UE/DS-TT port ID to the UE via PDU Session Establishment response message.
4.
The UE/DS-TT sends its port management information defined in 23.501 clause 5.28.3 to the SMF via message container in PDU Session Modification Request.

5.
The SMF transparently transmits the received UE/DS-TT port management information to the AF via PCF.
6.
The UPF/NW-TT sends its port management information defined in 23.501 clause 5.28.3 to the SMF via N4 Association Update Request as defined in clause 4.4.3.4.

7.
The SMF transparently transmits the received UPF/NW-TT port management information to the AF via PCF.
8.
The AF receives and maintains the 5GS Bridge information as defined in 23.501 clause 5.28.1 and sends them to the TSN CP to register a new TSN Bridge or update an existing TSN Bridge.
X.2
5GS Bridge configuration
For 5GS integrating with fully-centralized model TSN network, the TSN CP provides TSN stream forwarding rule via Static Filtering Entries (Refer to 802.1Q[b] clause 12.7) to the 5GS Bridge. Besides the TSN CP provides port management information like gate scheduling rule (.e.g. gate control list as defined in 802.1Qbv[d]) for 5GS Bridge port.
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Figure X.2-1: 5GS Bridge information configuration
1.
After the TSN CP calculate the traffic forwarding rule for a TSN stream, it sends the Static Entity Filter as traffic forwarding information to AF for generating traffic forwarding rule. The traffic forwarding information received by the AF includes the destination MAC address and VLAN ID of the TSN stream, ingress port ID and egress port ID on 5GS Bridge.
2.
The AF determines a PDU Session and 5QI, then triggers an AF request procedure as defined in 23.501 clause 5.6.7. The AF request includes the UE MAC address used by the PDU session, traffic class, stream destination MAC address, 5QI, ingress port ID or egress port ID on the UPF/NW-TT side and VLAN ID.
3.
The PCF notifies SMF with the PCC rules including destination MAC, ingress port ID, egress port ID and the VLAN ID via Npcf_SMPolicyConrol_UpdateNotify message.
4.
SMF initiates the required QoS flow by triggering PDU Session Modification procedure. During this procedure, the SMF provides the information received in PCC rules to the UPF via N4 Session Modification. The UPF sets the ingress or egress port ID, destination MAC address of the traffic, VLAN and traffic class to the NW-TT.

5.
If needed, the TSN CP provides port management information (e.g. the gate control list of 802.1Qbv[x]) to the TSN AF for port configuration.
6.
The AF determines the information of a PDU Session in order to deliver the port configuration to the correct SMF via PCF. The information of a PDU Session is determined based on the port that required configuration and the stored association between 5GS Bridge ID, UE/DS-TT port ID, NW-TT port ID, and the MAC address used by the PDU Session.
7.
The AF request as defined in 23.501 clause 5.6.7. The AF request includes the UE MAC address used by the determined PDU Session and the indication that indicates if the configuration is for the port on UE/DS-TT or not.
8.
The PCF determines the SMF based on the MAC address received in the AF request and transparently transports the port configuration and the indication to the SMF via Npcf_SMPolicyConrol_UpdateNotify message as defined in SM Policy Association Modification Step 4-5.
9.
If the indication indicates the configuration is for the UE/DS-TT, the SMF transports the configuration to the UE/DS-TT via a message container in NAS SM.

If the indication indicates the configuration is not for the NW-TT, the SMF transports the port configuration to the UPF/NW-TT via a message container in N4 Association Update Request.
* * * End Of Changes * * *
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