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* * * * First change * * * * 
[bookmark: _Toc11173689][bookmark: _Toc5029712][bookmark: _Toc4578464]4.26	Network Function/NF Service Context Transfer Procedures
[bookmark: _Toc11173690]4.26.1	General
Network Function/NF Service Context Transfer Procedures allow transfer of Service Context of a NF/NF Service from a Source NF/NF Service Instance to the Target NF/NF Service Instance, e.g. before the Source NF/NF Service can gracefully close its NF/NF Service. If SMF sets are deployed this applies from an SMF instance within an SMF set to an SMF instance of another SMF set. 
A request (push procedure, see 4.26.2) or response (pull procedure, see 4.26.3) from a Source NF/NF Service Instance to a Target NF/NF Service Instance contains either
- the context being transferred, e.g. SM context (direct mode) or 
- optionally, an endpoint from which Target NF/NF Service Instance can retrieve the context, e.g. an URL pointing to the context (indirect mode).
It assumes that access to a given context endpoint can be restricted to single Target NF/NF Service Instance.
Whether in Source NF the endpoint sending the request to Target NF/NF Service and the context endpoint are co-located is implementation-dependent.
[bookmark: _GoBack]Editor’s Note: Whether existing security mechanisms (e.g. authorization) can be reused is in SA3’s scope.

[bookmark: _Toc11173691]4.26.2	NF/NF Service Context Transfer Push Procedure


Figure 4.26.2-1: NF/NF Service Context Push procedure
1.	When triggered, the Source NF/NF Service acting as NF Service Consumer its Context (e.g. UE Context or SM context) to the Target NF/NF Service acting as NF Service producer. This may trigger several other procedures that ensure all necessary NF/NF Services are being updated and set up with necessary information about the new context location.
NOTE 1:	Which procedures need to be executed and what information needs to be updated is part of the specfic context transfer procedures as specified in clause 4.26.5.
2.	The NF Service Consumer receives the response indicating the result of the operation (successful or not successful. When all procedures have been executed successfully the Target NF/NF Service can continue to serve the original NF Service Consumer of the Source NF/NF Service, which e.g. can be shut down gracefully.
NOTE 2:	After resumption of a new service transaction, it may be necessary to contact the UE using existing procedures.

[bookmark: _Toc11173692]4.26.3	NF/NF Service Context Transfer Pull procedure


Figure 4.26.3-1: NF/NF Service Context Pull procedure
1.	When triggered, the Target NF/NF Service as an NF Service Consumer requests a Context (e.g. UE context or SM context) from the Source NF as a NF Service Producer. This may trigger several other procedures that ensure all necessary NF/NF services are being updated and set up with necessary information about the new context location.
NOTE 1:	Which procedures need to be executed and what information needs to be updated is part of the specfic context transfer procedures as specified in clause 4.26.5.
2.	The NF Service Consumer receives the Context and if the operation was a successful. When all procedures have been executed successfully the Target NF/NF Service can continue to serve the original NF Service Consumer of the Source NF/NF Service, which e.g. can be shut down gracefully.NOTE 2:	After resumption of a new service transaction, it may be necessary to contact the UE using existing procedures.
[bookmark: _Toc11173693]4.26.4	Context Transfer due to decommissioning
In the case of decommissioning, the Old NF may inform NRF that it is about to be decommissioned. NRF will in this case not include the NF profile of the Old NF in any discovery result from the NF/NF service discovery procedure. The NRF will also notify any consumers subscribed to changes to this resource.
[bookmark: _Toc11173694]4.26.5	SMF Service Context Transfer procedures
[bookmark: _Toc11173695]4.26.5.1	General
This clause lists the context-specific transfer procedures between different SMF Sets supporting the same DNN/S-NSSAI pair supported for SM Contexts (i.e. SMF contexts).
[bookmark: _Toc11173696]4.26.5.2	I-SMF Context Transfer procedure
Old I-SMF triggered from O&M procedure sends Nsmf_PDUSession_StatusNotify (I-SMF transfer indication, New SMF ID) to AMF.
Steps 2-25 in clause 4.23.4.3 follows, where in step 2 AMF selects the indicated I-SMF
[bookmark: _Toc11173697]4.26.5.3	SMF Context Transfer procedure, LBO or no Roaming, no I-SMF
In the case of dynamic IP address assignment (IPv4 address and/or IPv6 prefix), the procedure in figure 4.26.4.1.1-1 assumes that the control of the IP address(es) assigned by Old SMF is moved to New SMF by O&M procedures. New SMF is in full control of the conserned IP address(es) when the transfer is complete.
NOTE:	If UPF has the IP point of presence from the DNN, the same UPF is used.


Figure 4.26.4.1.1-1: Context transfer of a PDU session
1.	SM context transfer is triggered, e.g. by OAM including SUPI, PDU session ID and New SMF ID.
2.	From Old SMF to AMF Nsmf_PDUSession_StatusNotify (SMF transfer indication, New SMF ID
3.	The AMF waits until UE becomes IDLE or RRC inactive.
Editors note:	It is FFS if step 2-3 can be replaced with a subscribe notify of the UE status from SMF to AMF.
4.	AMF uses New SMF ID to select New SMF and sends Nsmf_PDU_Session_CreateSMContext request (PDU Session ID, SM Context ID, UE location info, Access Type, RAT Type, Operation Type, SMF transfer indication). The same PDU Session ID as received in step 1 is used.
5.	From New SMF to Old SMF SMF Nsmf_PDUSessionContextRequest request (SM Context type, SM Context ID, SMF transfer indication).
6.	The Old SMF releases the N4 session.
Editors note:	It is FFS if steps 6 and 9 can be optimised or changed to a modification of the N4 session.
7.	From Old SMF to New SMF Nsmf_PDUSessionContextRequest response (SM Context or endpoint where New SMF can retrieve SM Context). The SM Context includes the IP address(es) in case PDU session is of typ IPv4, IPv6 or IPv4v6, or the Ethernet MAC address(es) in case PDU session type Ethernet.
8.	[Condtitional] If dynamic PCC is used for the PDU Session, the new SMF sets up a new policy association towards PCF
9.	New SMF establishes N4 session. The parameters from step 7 and, if applis, step 8 are used.
10.	From New SMF to AMF: Nsmf_PDU_Session_CreateSMContext response
11.	New SMF registers to UDM,
12.	New SMF subscribes to subscription changes for the UE
13.	[Conditional] Old SMF removes its policy association with PCF (triggered by step 7) Any changes to the QoS rules need to be sent to the UE when it becomes active. After Step 13 (Step 7 if there is no policy assiciation) the old SMF can relase any internal resources for the PDU session.

* * * * Next change * * * * 
[bookmark: _Toc11173943]5.2.8.2.10	Nsmf_PDUSession_ContextRequest service operation
Service operation name: Nsmf_PDUSession_ContextRequest.
Description: This service operation is used by the NF Consumer to request for SM Context (e.g. during EPS IWK, HO), or during mobility procedure with I-SMF changes or may be triggered by OAM.
Input, Required: SM Context ID, SM context type.
Input, Optional: Target MME Capability, PDU Session ID (include PDU Session ID when available).
Output, Required: One of the following: 
-	SM Context Container
-	Endpoint where SM Context can be retrieved.
Output, Optional:Small Data Rate Control Status.
The SM context type indicates the type of SM context to be requrested, e.g. PDN Connection Context ,5G SM Context or both. If the SM context type is PDN Connection Context, the SM Context included in the SM Context container is the PDN Connection Context. If the SM context type is all, the SM Context included in the SM Context container includes both the PDN Connection Context and the 5G SM Context.
Table 5.2.8.2.10-1 illustrates the SM Context that may be transferred between I-SMF(s) or between V-SMF(s) in home-routed roaming case.
Table 5.2.8.2.10-1: SM Context that may be transferred between I-SMF(s) or between V-SMF(s)

	Field
	
	Description

	SUPI
	
	SUPI (Subscription Permanent Identifier) is the subscriber's permanent identity in 5GS.

	Trace reference
	
	Identifies a record or a collection of records for a particular trace.

	Trace type
	
	Indicates the type of trace

	OMC identity
	
	Identifies the OMC that shall receive the trace record(s).

	S-NSSAI
	
	The requested S-NSSAI for the serving PLMN to the PDU Session.

	HPLMN S-NSSAI
	
	Requested S-NSSAI for the HPLMN to the Home-Routed PDU Session

	Network Slice Instance id
	
	The network Slice Instance information for the PDU Session

	DNN
	
	The associated DNN for the PDU Session.

	AMF Information
	
	The associated AMF instance identifier and GUAMI.

	Access Type
	
	The current access type for this PDU Session.

	RAT Type
	
	RAT Type used by the UE.

	PDU Session ID
	
	The identifier of the PDU Session.

	H-SMF Information
	
	The associated H-SMF identifier and H-SMF address for the HR PDU Session.( applies only for a V-SMF)

	
	For each QoS Flow in the PDU Session:

	5G QoS Identifier (5QI)
	
	Identifier for the authorized QoS parameters for the service data flow.

	ARP
	
	The Allocation and Retention Priority for the service data flow consisting of the priority level, the pre-emption capability and the pre-emption vulnerability

	GFBR
	
	Guaranteed Flow Bit Rate (GFBR) - UL and DL

	MFBR
	
	Maximum Flow Bit Rate (MFBR) - UL and DL

	Priority Level
	
	Indicates a priority in scheduling resources among QoS Flows.

	Averaging Window 
	
	Represents the duration over which the guaranteed and maximum bitrate shall be calculated. 

	Maximum Data Burst Volume
	
	Denotes the largest amount of data that is required to be transferred within a period of 5G-AN PDB. 

	Reflective QoS Control 
	
	Indicates to apply reflective QoS for the SDF in the TFT.

	QoS Notification Control (QNC)
	
	Indicates whether notifications are requested from 3GPP RAN when the GFBR can no longer (or can again) be guaranteed for a QoS Flow during the lifetime of the QoS Flow.

	Maximum Packet Loss Rate
	
	Maximum Packet Loss Rate - UL and DL.

	
	Mapped EPS Bearer Context for Each QFI to support interworking with EPS:

	EPS Bearer Id
	
	An EPS bearer identity uniquely identifies an EPS bearer for one UE accessing via E-UTRAN

	Mapped EPS Bearer QoS
	
	ARP, GBR, MBR, QCI.

	PGW-U tunnel Information
	
	PGW-U S5/S8 GTP-U tunnel IP address and TEID information.

	TFT
	
	Traffic Flow Template



Editor's note:	This table is known to be incomplete and to require updates. Some items listed in the table may be removed. This table requires also updates to cover all kind of SM contexts not limited to I-SMF and V-SMF.

* * * * Next change * * * * 
[bookmark: _Toc11173944]5.2.8.2.11	Nsmf_PDUSession_ContextPush service operation
Service operation name: Nsmf_PDUSession_ContextPushRequest
Description: This service operation is used by the SMF as Service Consumer to push one SM Context to a another SMF as NF Service Producer. It may be triggered by OAM.
Input, Required: One of the following:
-	SM Context of identified PDU session
-	Endpoint where SM Context of identified PDU session can be retrieved.
The SM context includes SM context in I-SMF(or V-SMF) and SM context in SMF (or H-SMF) separately.
See Table 5.2.8.2.10-1 for single SM Context stored in I-SMF or V-SMF that may be transferred to another SMF instance.
Editor's note:	The SM context stored in SMF(or H-SMF) is to be defined.
Output, Required: Result Indication.
Output, Optional: Cause.
See clause 4.26.2 for an example usage of this service operation.

image1.emf
 

S ource     NF / N F Service      

1.  Push   Service   Context Request  

2.  Push   Service   Context Res ponse  

Target    NF / N F Service   


oleObject1.bin


Target 



NF/NF Service 







2. Push Service Context Response







1. Push Service Context Request







Source 



NF/NF Service  












image2.emf
 

Target   NF/ N F Service  

1.  Get  Service  Context Request  

2.  Get  Service  Context   Res ponse  

Source   NF/ N F Service  


oleObject2.bin


Source



NF/NF Service







2. Get Service Context Response







1. Get Service Context Request







Target



NF/NF Service












image3.emf
AMF Old SMF New SMF UPF UDM PCF

1. SM contex transfer 

trigger (e.g due to O&M)

2. Nsmf_PDUSession_StatusNotify

11. Nudm_UECM_Registration req./resp.

13. Npcf_SMPolicyControl_Delete req/resp

6. N4 session release req/resp

4. Nsmf_PDUSession_CreateSMContext req. 

5. Nsmf_PDUSession_ContextRequest req.

7. Nsmf_PDUSession_ContextRequest resp.

10. Nsmf_PDUSession_CreateSMContext resp. 

8. Npcf_SMPolicyControl_create req/resp

9. N4 session establishment req/resp

3. Wait for UE to 

become IDLE or 

RRC inactive

12. Nudm_SDM_Subscribe


Microsoft_Visio-Zeichnung1.vsdx
AMF
Old SMF
New SMF
UPF
UDM
PCF
1. SM contex transfer trigger (e.g due to O&M)
2. Nsmf_PDUSession_StatusNotify
11. Nudm_UECM_Registration req./resp.
13. Npcf_SMPolicyControl_Delete req/resp
6. N4 session release req/resp
4. Nsmf_PDUSession_CreateSMContext req.
5. Nsmf_PDUSession_ContextRequest req.
7. Nsmf_PDUSession_ContextRequest resp.
10. Nsmf_PDUSession_CreateSMContext resp.
8. Npcf_SMPolicyControl_create req/resp
9. N4 session establishment req/resp
3. Wait for UE to become IDLE or RRC inactive
12. Nudm_SDM_Subscribe



