6

3GPP TSG-SA WG2 Meeting #134 	S2- 1907478
Sapporo, Japan, 24 - 28 June, 2019	
	CR-Form-v11.4

	CHANGE REQUEST

	

	
	23.501
	CR
	 1604
	rev
	-
	Current version:
	16.1.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	



	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	Core Network
	X



	

	Title:	
	Exclusive Gating Mechanism  

	
	

	Source to WG:
	Ericsson

	Source to TSG:
	SA2

	
	

	Work item code:
	Vertical_LAN
	
	Date:
	2019-06-17

	
	
	
	
	

	Category:
	F
	
	Release:
	Rel-16

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)
Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	[bookmark: OLE_LINK1]Use one of the following releases:
Rel-8	(Release 8)
Rel-9	(Release 9)
Rel-10	(Release 10)
Rel-11	(Release 11)
Rel-12	(Release 12)
Rel-13	(Release 13)
Rel-14	(Release 14)
Rel-15	(Release 15)
Rel-16	(Release 16)

	
	

	Reason for change:
	The exclusive gating mechanism is a name given to the mechanism described in Annex Q.2 of the IEEE 802.1Q specifications. It corresponds to a simplified 802.1Qbv scheduling. Note that 802.1Qbv was recently incorporated to the main 802.1Q. 
In clause 5.28.2, a note already confirms the support for the mechanism in Annex Q.2 of IEEE 802.1Q. We call this mechanism Exclusive Gating as it allows no more than one gate to be open at the time, enforcing the fact that only one traffic class is transmitting its traffic flows in the gated slot. This simplification allows the Qbv information to be useful as configuration information in the 5GS. 
The aforementioned mechanism involves no extra changes to the 5GS entities or procedures other than what already has been specified for the general support of Qbv information.

	
	

	Summary of change:
	Remove the Editor’s Note on the support of Exclusive Gating mechanism.


	
	

	Consequences if not approved:
	[bookmark: _GoBack] Editor’s Note unresolved.


	
	

	Clauses affected:
	5.28.2


	
	

	
	Y
	N
	
	

	Other specs
	
	N
	 Other core specifications	
	TS/TR ... CR ... 

	affected:
	
	N
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	N
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	




Page 1






*** BEGIN CHANGES ***
[bookmark: _Toc5026426]5.28.2	QoS parameters mapping for 5GS Bridge configuration
In order to schedule TSN traffic over 5GS Bridge, the configuration information of 5GS Bridge is mapped to 5GS QoS within the corresponding PDU Session. The configuration information of 5GS Bridge as defined in 802.1Qbv [96], includes the following:
-	Bridge ID of 5GS Bridge.
-	Configuration information of scheduled traffic on ports of DS-TT and NW-TT:
-	Egress ports of 5GS Bridge, e.g., ports on DS-TT and NW-TT;
-	Traffic classes and their priorities;
-	Ingress ports of 5GS Bridge, if needed.
NOTE:	In this Release of the specification, only support simplified IEEE 802.1Qbv [96], Annex Q.2 for 5GS.
-	Traffic forwarding information:
-	Destination MAC address, Traffic class and VLAN ID of TSN stream;
-	The ingress port ID and egress port ID on 5GS Bridge.
Editor's note:	Support of "exclusive gating mechanism" is FFS.
The association between the MAC address used by the PDU Session, 5GS Bridge ID and port on UE side is maintained and further used to assist to bind the TSN traffic with the UE.
In the case of provisioning traffic forwarding information, the AF decides the MAC address used by the PDU Session for the TSN traffic, and requests to influence traffic routing as defined in clause 5.6.7 with the UE MAC address of the PDU Session, traffic class, stream destination MAC address, ingress port ID or egress port ID on the NW-TT side and VLAN ID.

*** END CHANGES ***
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