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***** Start of Changes *****
[bookmark: _Toc11137159]5.30.2.7	Access to PLMN services via stand-alone non-public networks
To access PLMN services, a UE in SNPN access mode that has successfully registered with an SNPN may perform another registration via the SNPN User Plane with a PLMN (using the credentials of that PLMN) following the same architectural principles as specified in clause 4.2.8 and the SNPN taking the role of "Untrusted non-3GPP access". Annex D.X provides additional details.
NOTE:	QoS differentiation in the SNPN can be provided on per-IPsec Child Security Association basis by using the UE or network requested PDU Session Modification procedure described in TS 23.502 [3] clause 4.3.3.2. In the PLMN, N3IWF determines the IPsec child SAs as defined in TS 23.502 [3] clause 4.12. The N3IWF is preconfigured by PLMN to allocate different IPsec child SAs for QoS Flows with different QoS profiles.
	To support QoS differentiation in the SNPN with network-initiated QoS, the mapping rules between the SNPN and the PLMN are assumed to be governed by an SLA including: 1) mapping between the DSCP markings for the IPsec child SAs on NWu and the corresponding QoS, which is the QoS requirement of the PLMN and is expected to be provided by the SNPN, and 2) N3IWF IP address(es) in the PLMN. The non-alteration of the DSCP field on NWu is also assumed to be governed by an SLA and by transport-level arrangements that are outside of 3GPP scope. The packet detection filters in the SNPN can be based on the N3IWF IP address and the DSCP markings on NWu.
	To support QoS differentiation in the SNPN with UE-requested QoS, the UE can request for an IPsec SA the same 5QI from the SNPN as the 5QI provided by the PLMN. It is assumed that UE-requested QoS is used only when the 5QIs used by the PLMN are from the range of standardized 5QIs. The packet filters in the requested QoS rule can be based on the N3IWF IP address and the SPI associated with the IPsec SA.
[bookmark: _Toc11137160]5.30.2.8	Access to stand-alone non-public network services via PLMN
To access SNPN services, a UE that has successfully registered with a PLMN may perform another registration via the PLMN User Plane with an SNPN (using the credentials of that SNPN) following the same architectural principles as specified in clause 4.2.8 and the PLMN taking the role of "Untrusted non-3GPP access". Annex D.X provides additional details.
NOTE:	QoS differentiation in the PLMN can be provided on per-IPsec Child Security Association basis by using the UE or network requested PDU Session Modification procedure described in TS 23.502 [3] clause 4.3.3.2. In the SNPN, N3IWF determines the IPsec child SAs as defined in TS 23.502 [3] clause 4.12. The N3IWF is preconfigured by SNPN to allocate different IPsec child SAs for QoS Flows with different QoS profiles.
	To support QoS differentiation in the PLMN with network-initiated QoS, the mapping rules between the PLMN and the SNPN are assumed to be governed by an SLA including: 1) mapping between the DSCP markings for the IPsec child SAs on NWu and the corresponding QoS, which is the QoS requirement of the SNPN and is expected to be provided by the PLMN, and 2) N3IWF IP address(es) in the SNPN. The non-alteration of the DSCP field on NWu is also assumed to be governed by an SLA and by transport-level arrangements that are outside of 3GPP scope. The packet detection filters in the PLMN can be based on the N3IWF IP address and the DSCP markings on NWu.
	To support QoS differentiation in the PLMN with UE-requested QoS, the UE can request for an IPsec SA the same 5QI from the PLMN as the 5QI provided by the SNPN. It is assumed that UE-requested QoS is used only when the 5QIs used by the SNPN are from the range of standardized 5QIs. The packet filters in the requested QoS rule can be based on the N3IWF IP address and the SPI associated with the IPsec SA.
****Next Change****
[bookmark: _Toc4683969]Annex D (informative):
5GS support for Non-Public Network deployment options
[bookmark: _Toc4683970]D.1	Introduction
This annex provides guidance on how 5GS features and capabilities can be used to support various Non-Public Network deployment options.
[bookmark: _Toc4683971]D.2	Support of Non-Public Network as a network slice of a PLMN
The PLMN operator can provide access to an NPN by using network slicing mechanisms. The following are some considerations in such a case:
1.	The UE has subscription and credentials for the PLMN;
2.	The PLMN and NPN service provider have an agreement of where the NPN Network Slice is to be deployed (i.e. in which TAs of the PLMN and optionally including support for roaming PLMNs);
3.	The PLMN subscription includes support for Subscribed S-NSSAI to be used for the NPN (see clause 5.15.3);
4.	The PLMN operator can offer possibilities for the NPN service provider to manage the NPN Network Slice according to TS 28.533 [79].
5.	When the UE registers the first time to the PLMN, the PLMN can configure the UE with URSP including NSSP associating Applications to the NPN S-NSSAI (in case the UE also is able to access other PLMN services);
6.	The PLMN can configure the UE with Configured NSSAI for the Serving PLMN (see clause 5.15.4);
7.	The PLMN and NPN can perform a Network Slice specific authentication and authorization using additional NPN credentials;
8.	The UE follows the logic as defined for Network Slicing, see clause 5.15;
9.	The network selection logic, access control etc are following the principles for PLMN selection; and
10.	The PLMN may indicate to the UE that the NPN S-NSSAI is rejected for the RA when the UE moves out of the coverage of the NPN Network Slice. However, limiting the availability of the NPN S-NSSAI would imply that the NPN is not available outside of the area agreed for the NPN S-NSSAI, e.g. resulting in the NPN PDU Sessions being terminated when the UE moves out of the coverage of the NPN Network Slice. Similarly access to NPN DNNs would not be available via non-NPN cells.

D.X	Support for access to PLMN services via Stand-alone Non-Public Network and access to Stand-alone Non Public Network services via PLMN



Figure D.x-1: Access to PLMN services via Stand-alone Non-Public Network

NOTE1:	The reference architecture in Figure D.x-1 and Figure D.x-2 only shows the network functions directly connected to the UPF or N3IWF and other parts of the architecture are same as defined in TS 23.501 clause 4.2.
For access to PLMN services via a Stand-alone Non-Public Network, the UE obtains IP connectivity via the Non-Public Network to discovers and establish connectivity to an N3IWF provided by the PLMN.
In the Figure D.x-1, the N1 (for NPN) represents the reference point between UE and the AMF in Stand-alone Non-Public Network. The Nwu (for PLMN) represents the reference point between the UE and the N3IWF in the PLMN for establishing secure tunnel between UE and the N3IWF over the Stand-alone Non-Public Network. N1 (for PLMN) represents the reference point between UE and the AMF in PLMN. 
The UE performs a PDU Session(s) handover to achieve service continuity between Stand-alone Non-Public Network and PLMN as described in clause 4.9.2 TS 23.502 [3].



Figure D.x-2: Access to Stand-alone Non-Public Network services via PLMN
For access to Stand-alone Non-Public Network services via PLMN, the UE obtains IP connectivity via the PLMN to discover and establish connectivity to an N3IWF provided by the Stand-alone Non-Public Network.
In Figure D.3-2, the N1 (for NPN) represents the reference point between UE and the AMF in the Stand-alone Non-Public Network. The Nwu (forNPN) represents the reference point between the UE and the N3IWF in the stand-alone Non-Public Netowrk for establishing a secure tunnel between UE and the N3IWF over the PLMN. The N1 (for PLMN) represents the reference point between UE and the AMF in PLMN. 




***** End Of Changes *****
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