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	Reason for change:
	S2-1905952 provides a BSF-based solution of PCF selection for PDU sessions, which have the same DNN and S-NSSAI. But the BSF based solution has the following problems:
1. In China Mobile’s 5G network, we have decided that the BSF is collocated with SMF. But current BSF-based solution cannot support the collocation of BSF and SMF，and  it requires the data of all BSFs to be synchronized.
 In the current BSF-based solution, the existing PCF selected by the first SMF stores its PCF id in BSF. The PCF selected by the subsequent SMF needs to retrive the information of existing PCF from BSF. The discovery of BSF is based on UE IP address which is assigned by the first SMF. However, the subsequent SMF didn’t know the UE IP address assignde by the first SMF,and it is difficult for finding the same BSF. Therefore the requirement for the current BSF-based solution is that:1) BSF must be deployed  with covering the first SMF and the subsequent SMF, or 2) the data of all the BSFs must be synchronized.

2. The BSF-based solution needs to define a new service operation. The current BSF service operations do not support the requirement that: PCF registers itself in BSF and BSF responds the previous PCF ID.

3. Subsequence SMFs may need to support PCF re-selection mechanism.

Based the above reasons, this paper provide a solution for the same PCF selection for PDU sessions with same UE ,DNN and S-NSSAI, and the solution will not involve of BSF.  


	
	

	Summary of change:
	The solution for the same PCF selection of same UE, DNN, S-NSSAI:
- For the first PDU session establishment of the UE,DNN and S-NSSAI ,the first SMF selects a PCF according to the normal procedure, and responds the selected PCF ID to AMF.
- For the subsequence PDU sessions, AMF sends the existing PCF ID selected by the first SMF to the subsequent SMF,  the subsequent SMF is enforced to use the PCF ID provided by AMF .

	
	

	Consequences if not approved:
	Different PCFs may be selected by different SMF serving multiple PDU session to the same S-NSSAI and DNN for a UE. The usage monitoring control can’t be used.
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<<< Start of changes >>>
[bookmark: _Toc11137280]6.3.7.1	PCF discovery and selection for a UE or a PDU Session
PCF discovery and selection functionality is implemented in AMF, SMF and SCP, and follows the principles in clause 6.3.1. The AMF uses the PCF services for a UE and the SMF uses the PCF services for a PDU Session.
When NF service consumer performs discovery and selection, the following applies:
-	The AMF may utilize the NRF to discover the candidate PCF instance(s) for a UE. In addition, PCF information may also be locally configured in the AMF. The AMF selects a PCF instance based on the available PCF instances obtained from the NRF or locally configured information in the AMF, depending on operator's policies.
-	PCF Group ID of the UE's SUPI.
NOTE:	The AMF can infer the PCF Group ID the UE's SUPI belongs to, based on the results of PCF discovery procedures with NRF. The AMF provides the PCF Group ID the SUPI belongs to other PCF NF consumers as described in TS 23.502 [3].
	In the non roaming case, the AMF selects a PCF instance for AM policy association and selects the same PCF instance for UE policy association. In the roaming case, the AMF selects a V-PCF instance for AM policy association and selects the same V-PCF instance for UE policy association.
	The following factors may be considered at PCF discovery and selection for Access and Mobility policies and UE policies:
-	SUPI; the AMF selects a PCF instance based on the SUPI range the UE's SUPI belongs to or based on the results of a discovery procedure with NRF using the UE's SUPI as input for PCF discovery.
-	S-NSSAI(s).
-	The SMF may utilize the NRF to discover the candidate PCF instance(s) for a PDU Session. In addition, PCF information may also be locally configured in the SMF. The SMF selects a PCF instance based on the available PCF instances obtained from the NRF or locally configured information in the SMF, depending on operator's policies. Then the SMF shall respond the PCF ID of the selected PCF instance to AMF. 
The following factors may be considered at PCF discovery and selection for a PDU session:
a)	Local operator policies.
b)	Selected Data Network Name (DNN).
c)	S-NSSAI of the PDU Session.
d)	SUPI; the SMF selects a PCF instance based on the SUPI range the UE's SUPI belongs to or based on the results of a discovery procedure with NRF using the UE's SUPI as input for PCF discovery.
e)	PCF selected by the AMF for the UE.
f)	MA PDU Session capability of the PCF, for an MA PDU session.
g)	The PCF Group ID provided by the AMF to the SMF.
h)  PCF selected by the previous PDU session of the same UE, DNN and S-NSSAI.
In the case of delegated discovery and selection in SCP, the SMF shall include the available factors in the first request.
Editor's note:	It still needs to be clarified which actual set of parameters the sentence above is referring to.
The selected PCF instance for serving the UE and the selected PCF instance for serving a PDU session of this UE may be the same or may be different.
In the following scenarios, information about the PCF instance that has been selected i.e. the PCF ID may be forwarded to another NF. If the NF service consumer performs discovery and selection, this NF may use this PCF instance. In the case of delegated discovery and selection, this NF may include PCF ID in the request and the SCP may use this information to select the associated PCF instance (discovery may still be needed depending on what level of information is sent by the AMF, e.g. the address of the PCF instance may not be present):
When NF service consumer performs discovery and selection, the following applies:
-	During AMF relocation, the target AMF may receive a PCF ID from the source AMF to enable the usage of the same PCF by the target AMF, and the target AMF may decide based on operator policy either to use the same PCF or select a new PCF.
-	The AMF may, based on operator policies, forward the selected PCF ID to SMF instance(s) during the PDU Session Establishment procedure(s) to enable the usage of the same PCF for the AMF and the SMF instance(s). The SMF may decide based on operator policy either to use the same PCF or select a new PCF.
-	In the roaming case, the AMF may, based on operator policies, e.g. roaming agreement, select the H-PCF in addition to the V-PCF for a UE by performing the PCF discovery and selection as described above. The AMF sends the H-PCF ID of the selected H-PCF instance to the V-PCF during the policy association establishment procedure.
When the SMF receives a a redirection indication with PCF ID from the PCF for the PDU session, the SMF shall terminate the current SM Policy Control association and reselects a PCF based on the received PCF ID. The SMF shall then establish an SM Policy Control association with the reselected PCF.
When AMF receives the PCF ID from SMF during Namf_Communication_N1N2Message Transfer service, AMF shall store the PCF ID, which is related with the S-NSSAI and DNN information. When the same UE initiates another PDU session for the same S-NSSAI and same DNN, the AMF shall send the stored PCF ID to the selected SMF, and the SMF is enforced to use this PCF ID to select the corresponding PCF instance.
NOTE：The feature above is only applicable for 3GPP access.
In the case of delegated discovery and selection in the SCP, the following applies:
-	During AMF relocation, the AMF may receive a PCF ID from the source AMF to enable the usage of the same PCF instance by the AMF. The AMF includes that information in the request. SCP may decide based on operator policy either to use the PCF instance or select another PCF instance that is not interchangeable to the used PCF instance.
-	The AMF may, based on operator policies, forward the selected PCF ID to the SMF during the PDU Session Establishment procedure to enable the usage of the same PCF instance for the AMF and the SMF. The SMF may include that information in the request. SCP may decide based on operator policy either to use the PCF instance or select another PCF instance that is not interchangeable to the used PCF instance.
-	In the roaming case, SCP may, based on operator policies, e.g. roaming agreement, select the H-PCF in addition to the V-PCF for a UE by performing the PCF discovery and selection as described above.
Editor's note:	If the sentence above applies, it is FFS how the AMF can send the selected H-PCF ID to the V-PCF during the policy association establishment procedure or it is FFS whether the sentence above means that the SCP needs to add an extra information H-PCF ID in the application part of the request; it is also FFS whether "SCP" means a SCP in VPLMN or SCP in HPLMN.

<<< End of changes >>>
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