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Abstract: This paper proposes to update the Candidate Solution #2.
1
Proposal
Several Key Issues identified under FS_5GSAT_ARCH deal with e.g. QoS and mobility related aspects where the solutions are expected to require CN awareness of satellite access. The same requirement arises also from charging and IMS connectivity reasons stated in TS 23.501, which also specifies that AMF may need to apply RAT based mobility restrictions. These requirements imply that CN awareness of the RAT Type is needed for correct system behaviour. 
The 5GC is designed to interface NG-RAN, which is defined as follows in TS 23.501: 
NG-RAN: A radio access network that supports one or more of the following options with the common characteristics that it connects to 5GC:

1)
Standalone New Radio.

2)
New Radio is the anchor with E-UTRA extensions.

3)
Standalone E-UTRA.

4)
E-UTRA is the anchor with New Radio extensions.

TS 23.501 specifies that the AMF to determine the RAT Type over which the UE is accessing based on the interface and the network configuration. 
The AMF can re-use the existing criteria to identify the RAT Type that is specified in TS 23.501 clause 5.3.2.3:

The AMF determines the RAT type the UE is camping on based on the Global RAN Node ID associated with the N2 interface and additionally the Tracking Area indicated by NG-RAN.

It is proposed to update the candidate solution #2 that re-uses this method for CN detection of the RAT Type the UE is accessing. 
***** The first change *****
6.2
Solution #2: Addition of new RAT type satellite
6.2.1
Description

This a solution for Key Issue #4: QoS with satellite access, and it provides a partial solution for the CN awareness of satellite access for several other use cases also, such as Mobility Restrictions. The solution proposes to add a new value to the CN RAT Type attribute. The AMF will re-use the procedure that is already specified in TS 23.501 clause 5.3.2.3 and determine the RAT Type from the Global RAN Node ID and possibly TA during the N2 setup. This RAT Type can be signalled towards the SMF to impose restriction on which QoS profiles can be used for PDU sessions going via the new RAT. This RAT Type is used by the AMF for any mobility procedures that need RAT Type awareness (such as Mobility Restrictions) and it can be passed to any NF that needs it for other reasons, such as Policy Control or charging. The SMF needs to be able to handle this new RAT Type to know which QoS values should be excluded.
Next to the already defined values in TS 23.502 [3]:

-
E-UTRA.

-
NR.

We propose to add:

-
NR Sat Access.

As a new RAT Type to accommodate this solution.

Editor's note:
Whether a new Global RAN Node ID needs to be defined TS 38.413 [4] is up to TSG RAN to decide.

6.2.2
Procedures

The AMF determines Access Type and RAT Type based on the Global RAN Node ID associated with the N2 interface.
During the UE requested PDU Session Establishment Procedure the AMF sends the RAT Type towards the SMF in a Nsmf_PDUSession_CreateSMContext Request in step 3 in figure 6.2.2-1.

In case of PCF deployment the PCF is notified via SM Policy Association Establishment procedure by the SMF. The SMF will invoke Npcf_SMPolicyControl_Create operation that carries the RAT Type information. The PCF will make a Policy decision and respond with a Npcf_SMPolicyControl_Create response which carries the policy information that contains the 5QI value that should be enforced by the SMF. For RAT Type: NR Sat Access, 5QI values that require low latency should not be considered in this response.

If the PCF is not deployed the SMF will according to local policy determine a QoS profile and 5QI value for this PDU session and communicate this in step 11. For RAT Type: NR Sat Access, 5QI values that require low latency should not be considered in this response.
In step 11 the SMF sends Namf_Communication_N1N2MessageTransfer which contains the N2 SM information that carries QoS profiles for the RAN.

In step 12 the AMF sends a N2 PDU Session Request towards the RAN over N2 and it contains the N2 SM information again.
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Figure 6.2.2-1: UE-requested PDU Session Establishment for non-roaming and roaming with local breakout. Figure from TS 23.502 [3] clause 4.3.2.2.1

6.2.3
Impacts on existing nodes and functionality

This new RAT type impacts the following functions:
-
AMF determines this new RAT type from the Global RAN Node ID during N2 setup and uses it in mobility procedures.

-
SMF should be able to handle this new RAT type to restrict certain 5QI values.

-
PCF should be able to handle this new RAT type to restrict certain 5QI values.

6.2.4
Solution evaluation

The benefits of the solution are:

-
The solution introduces a new RAT type - 'NR Sat Access' next to already existing RAT types ('E-UTRA', 'NR'). The solution enables distinction between NR types, namely terrestrial and satellite and may be extended beyond NR.

-
The solution allows the AMF to determine which RAT type is being used by re-using the procedure specified in TS 23.501 clause 5.3.2.3.

-
The AMF can use the 'NR Sat Access' RAT Type in the existing mobility management procedures, e.g. to enforce subscription-based Mobility Restrictions by RAT Type.
-
The solution enables the AMF to signal the identified RAT type to the SMF. The SMF (together with PCF when deployed) determines which QoS profile will be enforced. By recognizing 'NR Sat Access' as the RAT type the system should not consider the 5QI values that require low latency.
-
RAT Type is already considered for charging, so any charging that is specific to satellite access can operate based on this solution without needing new parameters at CN interfaces.
The drawbacks of the solution are:

-
'NR Sat Access' can make use of satellites deployed in different orbits (LEO, MEO, GEO). Accordingly, in 5G non-terrestrial networks (NTN) a much wider range of latencies is possible compared to 5G terrestrial networks. Using a single RAT type 'NR Sat Access' to denote NTN access irrespective of the satellite orbit might prevent the 5G system to use certain QoS profiles (5QIs) that do meet user requirements. For example, communication over a LEO satellite experiences a much smaller latency and a much higher latency variation compared to the case when a GEO satellite is used. However, even for LEO the 5G core would not consider the 5QI values that require low latency.
-
New RAT Type is only known in the CN. Any possible RAN needs for NR Satellite Access needs to be addressed by the RAN groups. 
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