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START OF CHANGES
5.2.2.3 Namf_EventExposure service

5.2.2.3.1
General

Service description: This service enables an NF to subscribe and get notified about an Event ID.

 Following UE access and mobility information event are considered (Event ID is defined in clause 4.15.1):

-
Location changes (TAI, Cell ID, N3IWF/TNGF node, UE local IP address and optionally UDP source port number, Area Of Interest);
-
UE moving in or out of a subscribed "Area Of Interest" as described in clause 5.6.11 in TS 23.501 [2];

-
Number of UEs served by the AMF and located in "Area Of Interest";

-
Time zone changes (UE Time zone);

-
Access Type changes (3GPP access or non-3GPP access);
-
Registration state changes (Registered or Deregistered);
-
Connectivity state changes (IDLE or CONNECTED);

-
UE loss of communication;

-
UE reachability status;

 -
UE indication of switching off SMS over NAS service; 
-
Subscription Correlation ID change (implicit subscription); and

-
Subscription Correlation ID addition (implicit subscription).
Event Filters are used to specify the conditions to match for notifying the event (i.e. "List of Parameter values to match"). If there are no conditions to match for a specific Event ID, then the Event Filter is not provided. The following table provides as an example how the conditions to match for event reporting can be specified for various Event IDs for AMF exposure.

NOTE: 
The conditions to match can be set based on AMF-associated expected UE Behaviour parameter(s) to only notify the event when the UE's behaviour deviates from its expected UE behaviour as described in TS 23.288 [50]. The details are left to the Stage 3.   
Table 5.2.2.3.1-1: Example of Event Filters for AMF exposure events

	Event ID
	Event Filter (List of Parameter Values to Match)

	Area of Interest
	<Parameter Type = TAI, Value = TA1>

<Parameter Type = PRA ID, Value = PRA ID value>

	Access Type
	<Parameter Type=AN Type, Value=3GPP Access">

	Location
	<Parameter Type=TAI, Value=wildcard> (to report any TAI change)


The following service operations are defined for the Namf_EventExposure service:
-
Namf_EventExposure_Subscribe.
-
Namf_EventExposure_UnSubscribe.
-
Namf_EventExposure_Notify.

SECOND CHANGE
5.2.2.3.4
Namf_EventExposure_Notify service operation

Service operation name: Namf_EventExposure_Notify.

Service operation description: Provides the previously subscribed event information to the NF Consumer which has subscribed to that event before.
Input, Required: AMF ID (GUAMI), Notification Correlation Information, Event ID, corresponding UE (SUPI and if available GPSI), time stamp.

Input, Optional: Event specific parameter list.
Output, Required: None.
Output, Optional: None.
When the AMF detects a UE access and mobility event corresponding to a Subscription, it invokes Namf_EventExposure_Notify service operation to the NF consumer(s) which has subscribed to the UE mobility event before. The event is notified towards the consumers for which the Event filters (which may include "AN type(s)") match. The Notification Target Address (+ Notification Correlation ID) indicates to the Event Receiving NF the specific event notification subscription. The event specific parameter indicates the type of mobility event and related information, e.g. Registration Area Update/new Registration Area.
The optional event specific parameter list provides the values that matched for generating the event notification. The parameter values to match are specified during the event subscription (see clause 5.2.2.3.2). For example if the event type reported is "AN change", the event specific parameter list contains the value of the new AN.
NOTE: 
The event specific parameter list (the type of mobility event and related information) is defined in a way that a consumer NF can distinguish filter conditions (per Event ID) satisfied at the AMF. The details are left to the Stage 3.
THIRD CHANGE
5.2.8.3 Nsmf_EventExposure Service

5.2.8.3.1
General

Service description: This service provides events related to PDU Sessions towards consumer NF. The service operations exposed by this service allow other NFs to subscribe and get notified of events happening on PDU Sessions. The following are the key functionalities of this NF service.

-
Allow consumer NFs to Subscribe and unsubscribe for an Event ID on PDU Session(s); and

-
Notifying events on the PDU Session to the subscribed NFs.
-
Allow consumer NFs to acknowledge or respond to an event notification.

The following events can be subscribed by a NF consumer (Event ID is defined in clause 4.15.1):

-
UE IP address / Prefix change: The event notification may contain a new UE IP address / Prefix or an indication of which UE IP address / Prefix has been released.

-
PDU Session Release.

-
UP path change: a notification corresponding to this event is sent when the UE IP address / Prefix and / or DNAI and /or the N6 traffic routing information has changed.


The event notification may contain following information:

-
the type of notification ("EARLY" or "LATE").
-
for both the source and target UP path between the UE and the DN, the corresponding information is provided when it has changed:

-
DNAI.

-
UE IP address / Prefix.

-
N6 traffic routing information.

NOTE 1:
UP path change notification, DNAI and N6 traffic routing information are further described in TS 23.501 [2] clause 5.6.7.
-
Change of Access Type; The event notification contains the new Access Type for the PDU Session.

-
PLMN change; The event notification contains the new PLMN Identifier for the PDU Session.

-
Downlink data delivery status. The event notification contains the status of downlink data packets in the core network including:

-
Downlink packet(s) in extended buffering and Estimated maximum wait time.

-
Downlink packet(s) discarded.

-
Downlink packet(s) transmitted.

Event Filters are used to specify the conditions to match for notifying the events (i.e. "List of Parameter values to match"). If there are no conditions to match for a specific Event ID, then the Event Filter is not provided. The following table provides as an example how the conditions to match for event reporting can be specified for various Event IDs for SMF exposure.
NOTE x: 
The conditions to match can be set based on SMF-associated expected UE Behaviour parameter(s) to only notify the event when the UE's behaviour deviates from its expected UE behaviour as described in TS 23.288 [50]. The details are left to the Stage 3.
Table 5.2.8.3.1-1: Example of Event Filters for SMF exposure events
	Event ID for SMF exposure
	Event Filter (List of Parameter Values to Match)

	DNAI Change
	None

	PDU Session Release
	


The target of SMF event reporting may correspond to a PDU Session ID, an UE ID (SUPI) an Internal Group Identifier or an indication that any UE is targeted (on a specific DNN).

The consumer NF can provide the following event-specific information when acknowledging an event notification:

-
For UP path change event:

-
N6 traffic routing information related to the target DNAI.

NOTE 2:
Acknowledgement to a UP path change event notification is further described in TS 23.501 [2] clause 5.6.7.
FORTH CHANGE
5.2.8.3.2 Nsmf_EventExposure_Notify service operation

Service operation name: Nsmf_EventExposure_Notify

Description: Report UE PDU Session related event(s) to the NF which has subscribed to the event report service.
Input Required: Event ID, Notification Correlation Information, UE ID (SUPI and if available GPSI), PDU Session ID, time stamp.
Input, Optional: Event specific parameter list as described in clause 5.2.8.3.1.

Output Required: Result Indication.
Output, Optional: Redirection information.
When the SMF detects the event subscribed by the NF consumer, the SMF reports the subscribed event together with the Notification Target Address (+ Notification Correlation ID) to the Event Receiving NF.
The optional event specific parameter list provides the values that matched for generating the event notification. The parameter values to match are specified during the event subscription (see clause 5.2.8.3.3).
NOTE: 
The event specific parameter list is defined in a way that a consumer NF can distinguish the filter conditions (per Event ID) satisfied at the SMF. The details are left to the Stage 3.
See clause 4.3.6.3 for details on usage of this service operation toward Application Function.

If the NF consumer is AMF and the result of the service operation fails, the AMF shall set corresponding cause value in result indication which can be used by the SMF for further action. In case the related UE is not served by the AMF and the AMF knows which AMF is serving the UE, the AMF provides redirection information which can be used by the SMF to resend UE related message to the AMF that serves the UE.

NOTE:
In the case of UP plane path, as described in clause 4.3.6.2, this notification can be the result of an implicit subscription of the NEF/AF by the PCF as part of setting PCC rule(s) via the Npcf_SMPolicyControl service (see clause 5.2.5.4).

END OF CHANGES
