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Abstract of the contribution: the paper discusses the handling of S-NSSAI for slice interworking in Rel. 16.
1.	Discussion
After several SA2 meetings and the SA decision to unapproved the R15 CRs for this issue, the discussion for R16 needs to take place.
1.1. Recap of scenarios
UE is roaming with home-routed (HR) PDN connection (in EPS) or HR PDU session (in 5GS)
	Scenario
	Source system / PLMN
	Target system / PLMN

	A
	EPS / VPLMN 1
· UE receives S-NSSAI of HPLMN (i.e. mapping info only) in PCO
	5GS / VPLMN 1
Two possible cases:
· Case 1: UE does not have NSSAI info for VPLMN 1
· Case 2: UE has NSSAI info for VPLMN 1

	B
	5GS / VPLMN 1
· UE gets (from AMF) the S-NSSAI of VPLMN 1 with the mapping info
	5GS / VPLMN 2
Two possible cases:
· Case 1: UE does not have NSSAI info for VPLMN 2
· Case 2: UE has NSSAI info for VPLMN 2



Note: Case 2) of having NSSAI info for the target PLMN was not directly discussed in SA2 but was raised in CT1.
The expected functionality modifications for these scenarios are:
1. 	The UE and network behavior for the identified scenarios wrt handling of the Requested NSSAI (R-NSSAI) and Allowed NSSAI (A-NSSAI) – discussed next
2.	The S-NSSAI associated with a PDU session should/can be updated during the lifetime of the PDU session
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1.2 Previously proposed solutions for handling of R-NSSAI and A-NSSAI 
	Scenario/ Case
	UE behavior
	AMF behavior

	A / Case 1
	Assume: UE received the S-NSSAI mapping info H1 in PCO
UE sets S-NSSAI (in the R-NSSAI IE) as follows:
a) S-NSSAI of VPLMN is set to zero (this is a mandatory field that cannot be empty)
b) The mapping info is set to the value received in the PCO
 UE sends the S-NSSAI as {0, H1}
	a) Value zero indicates that the UE does not have a valid S-NSSAI for this PLMN
b) The AMF provides an S-NSSAI (in the A-NSSAI IE) such that the S-NSSAI of this PLMN (say V1) is allowed and corresponds to the mapping info that is received from the UE 
 AMF sends {V1, H1} in the A-NSSAI
Note: requires defining a value of zero to mean “no valid S-NSSAI”

	A / Case 2
	Assume: mapping info is H1, UE has S-NSSAI for VPLMN 1: {V1, H1}
UE sets S-NSSAI (in the R-NSSAI IE) as follows:
a) The S-NSSAI value for the VPLMN associated with the same mapping info as that received in the PCO (i.e. V1)
b) The mapping info
 UE sends the S-NSSAI as {V1, H1}
	a) The AMF determines (from UE context) which S-NSSAI is associated with the PDU session that is being transferred to 5GS i.e. based on H1 and verifies if V1 is allowed for the UE 
 AMF sends {V1, H1} in the A-NSSAI (assuming V1 is still a valid S-NSSAI that maps to H1 i.e. it is possible that {V1a, H1} is now the valid/allowed slice)

	B / Case 1
	Assume: UE has {V1, H1} from VPLMN 1 (5GS)
UE sets S-NSSAI (in the R-NSSAI IE) as follows:
a) S-NSSAI of VPLMN 2 is set to zero (this is a mandatory field that cannot be empty)
b) The mapping info of the PDU session established in VPLMN 1
 UE sends the S-NSSAI as {0, H1}
	a) Value zero indicates that the UE does not have a valid S-NSSAI for this PLMN
b) The AMF provides an S-NSSAI (in the A-NSSAI IE) such that the S-NSSAI of this PLMN (say V2) is allowed and corresponds to the mapping info that is received from the UE 
 AMF sends {V2, H1} in the A-NSSAI
Note: requires defining a value of zero to mean “no valid S-NSSAI”

	B / Case 2
	Assume: mapping info is H1, UE has S-NSSAI for VPLMN 2: {V2, H1}
UE sets S-NSSAI (in the R-NSSAI IE) as follows:
a) The S-NSSAI value for the VPLMN 2 associated with the same mapping info as that received in the PCO (i.e. V2)
b) The S-NSSAI corresponding to the mapping info is set to the value received in the PCO 
 UE sends the S-NSSAI as {V2, H1}
	a) The AMF determines (from UE context) which S-NSSAI is associated with the PDU session that is being transferred to 5GS i.e. based on H1 and verifies if V2 is allowed for the UE 
 AMF sends {V2, H1} in the A-NSSAI (assuming V2 is still a valid S-NSSAI that maps to H1 i.e. it is possible that {V2a, H1} is now the valid/allowed slice)



The following observations apply:
- 	The UE behavior wrt setting the R-NSSAI is different depending on availability of a Configured NSSAI (C-NSSAI) for the target VPLMN
-	The UE sends zero in Case 1, the UE sends the available S-NSSAI in Case 2 
-	Not backward compatible: using a value of zero does not work for Rel15 networks where this may be a valid value
-	The UE does not know if it is moving into a Rel15 AMF or not
For the reasons above, alternatives should be considered to allow a more consistent and simpler UE behavior.
1.3 Alternative Solutions for Release 16
Two alternatives are proposed for discussion and agreement in SA2.
-	UE behavior in alternative 1:
-	UE sends a new IE containing {mapping info} only (i.e. the S-NSSAI of the HPLMN) 
-	It is the only relevant info to link with the existing session to be transferred
-	Even if the UE has slice info for the serving PLMN, this might have changed in the network e.g. UE has {V3, H1} but actual valid slice is now {V3a, H1}
-	UE behavior in alternative 2:
-	The UE sends a new IE containing a bitmap of PDU session identities only (indicates the sessions to be transferred)
-	The PDU session identity will not change when transferred to the target VPLMN
-	The mapped info can be determined in the network when the UE context is fetched from the source system/PLMN
-	AMF behavior for both alternatives:
-	AMF will determine the mapped info that is associated with the PDU session to be transferred – either directly from the UE, or from the retrieved UE context.
-	The AMF sends the valid S-NSSAI associated with the session being transferred (similar to previous solution)
-	The AMF sends a new IE (in the Registration Accept message) with PDU session ID and the associated valid S-NSSAI. This indicates the S-NSSAI that is now associated with each PDU session being transferred.
NOTE: both alternatives should trigger the AMF to provide the UE with all the relevant and up to date info i.e. Configured NSSAI and updated Allowed NSSAI. It is suggested to mandate this in the AMF.
NOTE: the solution used by the UE must be backward compatible, i.e. must consider that the UE may be interacting with a Rel. 15 AMF, thus re-using existing IEs may lead to incompatibility.
When comparing the alternatives with previous proposals, the following applies to both alternatives:
1.	No need to verify if the UE has valid NSSAI for the target PLMN and check the S-NSSAIs for a match with the mapping info
2.	The UE only needs to indicate the sessions that should be transferred
3.	Does not require defining and using a reserved value which may be valid in R15 AMFs
4.	More efficient since if the UE has both the mapped ST and mapped SD, the UE has to set the SD field for the VPLMN to Hex. FFFFFF (3 octets). Alternative 2 is the more efficient wrt signaling. 
Regarding the updating of the S-NSSAI of a PDU session, when the UE receives a new IE in the Registration Accept message, the UE updates the S-NSSAI info for each indicated PDU session identity in the new IE.
2.	Proposal
It is proposed to add consider one of the two alternative solutions discussed above. A CR is provided in S2-1907096. 
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