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Abstract of the contribution: This document elaborates on the issues of applicability of Small Data Rate Control to MO Exception Data for 5G CIoT.
1.  Introduction
As specified in TS 23.501, the rate control information of Small Data Rate Control is separate for uplink and downlink and in the form of:

-
an integer 'number of packets per time unit', and

-
an integer 'number of additional allowed exception report packets per time unit' once the rate control limit has been reached.

If the UE exceeds the uplink 'number of packets per time unit', the UE may still send uplink exception reports if allowed and the 'number of additional allowed exception reports per time unit' has not been exceeded.

In 5GC it is the UPF/NEF that handles Small Data Rate Control and therefore is responsible for maintaining and enforcing it for normal data and exception data.

Issue: The UPF/NEF are not provided with any information to be able to determine whether the data being transferred is exception data or normal data.
It is essential for the (H-)SMF/UPF/NEF to know if a certain PDU is MO Exception Data for the multiple PDU(s) scenario so it can maintain SDRC correctly.

In EPC the “MO Exception data counter” is maintained and incremented when an NB-IoT UE establishes an RRC connection with cause “MO Exception Data”. See the excerpt from subclause 7.2.7 of TS 29.274 [3]:

The MME shall increment the "MO Exception data counter" by one each time the MME has received the RRC cause "MO Exception data".
The RRC establishment cause “MO Exception Data” is only carried in the RRC messages for NB-IoT.

This paper proposes some solutions to the above mentioned issue.
2. Discussion

2.1 Indication per RRC Connection

The AMF can maintain an “MO exception data counter”, similar to EPC, which is incremented when the RRC establishment cause "MO Exception data" is received from NG-RAN and report the "MO Exception data counter" to the (H-)SMF and UPF/NEF for Small Data Rate Control. 

However this means that the MO Exception data counter is not indicating how many MO Exception Data PDUs have been sent, rather how many times the UE established an RRC connection for sending MO Exception Data and only for NB-IoT. Small Data Rate Control counting is then applied to every PDU sent, whether it is exception data or not, if the “MO exception data counter” is provided. The MO Exception data counter covers both cases using CP CIoT optimisation and UP CIoT optimisation.

If this approach is used in 5GC the (H-)SMF and UPF/NEF can receive a notification of incoming exception data from the AMF in the case of multiple incoming PDUs, it cannot know which one(s) are exception data or normal data, so will apply the rate control as if all were exception data.

This will bring parity with EPC for how exception data is handled, including the following issue:
Issue: During an RRC connection, one or more PDUs can be sent by the UE and the network does not count the MO Exception Data PDUs but only the MO Exception Data RRC connections. MO Exception Data RRC establishment is only supported on NB-IoT.
In order to handle a mixture of exception and normal data PDUs during an RRC Connection and to allow for RATs other than for NB-IoT potential solutions are discussed in the following sections.
2.2
Handling of MO Exception Data over CP
A solution to a mixture of exception and normal data during an RRC Connection and other RATs is based on an additional IE/flag in the NAS message for control plane data transfer: the NAS message sent from the UE indicates whether the embedded PDU is MO Exception Data or not.

If the AMF receives the new IE/flag, then the AMF inserts an optional flag in the Nsmf_PDUSession_MessageTransfer message indicating that a certain PDU is MO Exception Data.

If the (H-)SMF receives the new IE/flag from the AMF, the (H-)SMF sends the new IE/flag to the UPF/NEF for Small Data Rate Control on exception reports.

The end-to-end message flow as in Figure 2.2-1.


Figure 2.2-1: Small Data Rate control on MO Exception Data over CP

This approach allows the sending of exception data during an already established RRC Connection independent of RAT type as well as an RRC Connection established for “MO Exception data”, which may have otherwise been impacted by Small Data Rate Control for the PDU Session.
2.3
Handling of MO Exception Data over UP

The Small Data Rate Control can be also applied to UP CIoT 5GS Optimisations and hence the UE can also send MO Exception Data to the UPF over DRBs and N3. Therefore the same issues observed above exist for the UP case as well. 

However, the proposed solution in Section 2.2 cannot work well for the UP case due to it requires an extension in RAN between the UE and NG-RAN node and the extension of GTP-U between the NG-RAN node and the UPF over N3 interface. We believe the extension in RAN is not straightforward and would require RAN2 involvement.

Proposal: SA2 to discuss and decide whether the issues for the UP case need to be resolved or not.

3.
Conclusion and proposal

This paper highlighted the following issues / proposals which we propose to tackle separately.

Issue: The UPF/NEF are not provided with any information to be able to determine whether the data being transferred is exception data or normal data.
For which a similar solution to the EPC solution can be used to indicate to the UPF/NEF that an RRC Connection was established for “MO Exception data”. This solution has drawbacks as identified by the following issue:

Issue: During an RRC connection, one or more PDUs can be sent by the UE and the network does not count the MO Exception Data PDUs but only the MO Exception Data RRC connections. MO Exception Data RRC establishment is only supported on NB-IoT.

For which the following solution have been proposed for control data transfer:

· The UE adds a new IE/flag in the NAS message to indicate whether the embedded PDU is MO Exception Data or not for all RAT types.
· The AMF inserts an optional flag in the Nsmf_PDUSession_MessageTransfer message indicating that a certain PDU is MO Exception Data
CRs for the above solution for TS 23.501 and TS 23.502 are provided (see S2-1907717, S2-1907718).
Finally for UP data transfer it is proposed that:
Proposal: SA2 to discuss and decide whether the issues for the UP case need to be resolved or not.

This issues should be further discussed and, if SA2 agrees to address it, solutions can be proposed in future.
The above solutions allow 5GC to handle exception data for NB-IoT and other RATs when Control Plane data transfer us used and brings parity with EPC for handling if exception data sent over the User Plane with EPC.
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3. Nsmf_PDUSession_MessageTransfer (MO exception data, MO exception data indication)





2. Adds the indication to the Nsmf_PDUSession_MessageTransfer message header





 





 





NAS message (MO Exception Data, MO exception data indication)
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5. Transmit the MO exception data to the DN based on the indication (applies/does not apply to Small Data Rate Control)








4. MO exception data and MO exception data indication





0. Small Data Rate Control Initiated
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