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6
Solutions

6.1
Solution #1: Direct SBA UDM-HSS Interworking
6.1.1
Introduction

This solution applies to deployment scenario 1 and 2.

This solution proposes a new Service Based Interface between UDM and HSS.

6.1.2
High-level Description
This contribution proposes a service based interface between HSS and UDM. The architecture for this solution is outlined in the following figure:
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Figure 6.1.2-1: Architecture for Direct UDM-HSS Interworking with independent UDRs
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Figure 6.1.2-2: Architecture for Direct UDM-HSS Interworking with a common repository

A new reference point between UDM and HSS within the combined HSS/UDM (i.e. Nxx as depicted in Figures 6.1.2-1 and 6.1.2-2) is proposed. The new interface for interworking between HSS and UDM is proposed to be based on SBI principles.

NOTE:
The UDM and the HSS may be deployed in a stand-alone manner and could be from different vendors.

6.1.3
Services and Illustrated Procedures

The Procedures and protocols for the Nxx interface are documented in TS 23.632 [19] and TS 29.563 [20] respectively.

Editor's Note: the correct references need to be added when available. Nxx name may also need update.
6.1.4
Impacts on existing services and interfaces

Following impacts are identified:

a)
Impacts in HSS:


New SBA service as documented in TS 23.632 [19] and TS 29.563 [20] respectively.


This SBA service has to follow registration/discovery/selection procedures (by means of interaction with NRF or by configuration) as defined for Rel‑15 or its evolution/adaptation to Rel‑16.


No impacts to existing interfaces or procedures.

b)
Impacts in UDM


New SBA service as documented in documented in TS 23.632 [19] and TS 29.563 [20] respectively.

6.1.5
Evaluation

This solution identifies an approach that can work for both layered and not layered architectures of HSS.

In addition, it supports all the procedures that have been defined on EPS and 5GS without any impact on any other interface than the one between HSS and UDM this solution defines.

6.2
Solution #2: UDM/HSS FE interaction reusing legacy protocol
6.2.1
Introduction

This solution applies to deployment scenario 1 and 2.
The assumption of this solution is that 5GS UDR and EPS UDR are separate, between which there is no interface for direct interactions. The EPS and IMS profiles are stored in EPS UDR and the 5GS profile is stored in 5GS UDR.
UDM and HSS FE interacts to retrieve or update the required user data for the following procedures:
-
Authentication procedure, i.e. initial attach/registration.

-
Network Provided Location Information (NPLI).

-
Procedure on IP address continuity of interworking without N26 from 5GS to EPS.

-
T-ADS query for IMS voice.

-
IMS related procedures related to Cx/Dx and Sh interfaces.
-
SMS over NAS.
To avoid the impact on legacy HSS, the interactions for retrieving or updating user data are initiated by UDM through reusing existing HSS supported protocol and procedures, i.e. this solution only requires UDM to retrieve or update user data stored in EPS UDR via HSS FE. The interface between HSS FE and EPS UDR is also not impacted.
6.2.2
High-level Description

6.2.2.1
Authentication and Registration
A new interface, Shu, between UDM and HSS FE is introduced, by which UDM initiates interactions with HSS FE to retrieve or update user data stored in EPS UDR. Shu is a Point-to-Point reference point.

UDM is the only access point both to 5GC and EPC.
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Figure 6.2.2.1.1: Solution architecture
In some 5G deployment, when a 4G subscriber is updated to 5G subscriber, the 4G subscription profile keeps stored in EPS UDR while the new 5G subscription data is provisioned in 5GS UDR. In this case it is assumed that the authentication data is only stored in EPS UDR and is reused by 5GS authentication.
For new 5G subscriber, all the subscription data is stored in 5GS UDR. Therefore, the solution described in this clause does not apply.

In this scenario, when a UE with 5GS subscription registers on 5GS, the UDM needs to interact with HSS FE to retrieve authentication vector(s) generated in EPS UDR.
NOTE 1:
The UDM is a combo node which simultaneously supports UDM and HSS FE functionality.
NOTE 2:
The authentication vector(s) can be authentication vector(s) for SGSN, which is 5 tuple vector that UDM can convert it into 5GC authentication vector(s) by implementation to avoid impact on HSS.
In case of single registration in 5G, in order to cancel the registration in the other RAT, the UDM supports to perform a fake 4G registration in the HSS, as shown in Figure 6.2.3.1-2. This trigger the HSS to cancel the 4G registration. When the UE moves back to 4G, the HSS sends cancel location to UDM which trigger the UDM to deregister the UE in 5G.

6.2.2.2
IP address continuity of interworking without N26 from 5GS to EPS

Shu interface defined in clause 6.2.2.1 is reused.

UDM is the only access point both to 5GC and EPC.
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Figure 6.2.2.2-1: Solution architecture
When a UE initially registers in 5GC, the FQDN for the S5/S8 interface of the PGW-C+SMF is registered into UDM via Nudm as specified in clause 4.11.2 of TS 23.502 [2].

When UE attaches in EPS due to interworking without N26, the procedure specified in clause 4.11.2 of TS 23.502 [2] applies. When MME sends Update Location Request to UDM, after forwarding the request to HSS FE, UDM needs to retrieve the stored PGW-C+SMF FQDN and add it into the Update Location Ack message returned from HSS FE.

The MME use PGW-C+SMF FQDN received from the Update Location Ack message to determine the address of PGW-C+SMF.
6.2.2.3
T-ADS for IMS voice
Shu interface defined in clause 6.2.2.1 is reused.

UDM is the only access point both to 5GC, EPC and IMS, i.e. UDM supports S6a and Sh interfaces along with Nudm.
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Figure 6.2.2.3-1: Solution architecture
SCC AS initiates T-ADS query towards UDM via Sh interface as specified in TS 29.328 [11].
To handle T-ADS query, the UDM queries T-ADS information towards HSS FE to get T-ADS information related to EPS and UMTS. HSS FE may query MME and SGSN to get information as specified in TS 23.401 [16] and TS 23.060 [15].
After receiving response of T-ADS query from HSS FE, UDM responds T-ADS query to SCC AS based on the T-ADS information received from HSS FE and T-ADS information in UDM. UDM may query AMF to get necessary information as specified in TS 23.501 [6].
6.2.2.4
Supporting IMS related procedures

Shu interface defined in clause 6.2.2.1 is reused.

UDM, which is a combo node supporting UDM and HSS functionalities, is the only access point both to 5GC, EPC and IMS.
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Figure 6.2.2.4-1: Solution architecture
Since IMS profile is stored in EPS UDR, the UDM needs to forward all the requests received from IMS via Cx/Dx or Sh interfaces to HSS FE to handle, and further forwards all the responses from HSS FE to IMS.
For some scenarios that HSS FE and EPS UDR may generate requests to IMS, the UDM needs to forward all the requests received from HSS FE to IMS via Cx/Dx or Sh interfaces to handle, and further forwards all the responses from IMS to HSS FE.
6.2.2.5
SMS over NAS
Shu interface defined in clause 6.2.2.1 is reused.

UDM is the only access point both to SMSF, SMS router and SMSC/SM GMSC.
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Figure 6.2.2.5-1: Solution architecture
6.2.3
Services and Illustrated Procedures

6.2.3.1
Authentication and Registration
The procedure of the interaction between UDM and HSS FE for Authentication vector(s) Retrieval is shown in Figure 6.2.3.1-1.
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Figure 6.2.3.1-1: Authentication vectors Retrieval Procedure between UDM and HSS FE

1a.
When the UE attaches from EPS, MME sends Authentication-Information-Request to UDM to get authentication information for the UE. The MME message is sent to UDM by DRA routing (i.e., based on IMSI range).

1b.
When the UE registers from 5GS, AMF invokes Nausf_UEAuthentication_authenticate service operation to AUSF to get authentication information for the UE.

1b'. AUSF invokes Nudm_UEAuthentication_Get service operation.

2.
When UDM receives Nudm_UEAuthentication_Get, it determines to generate and send S6a Authentication-Information-Request message to HSS-FE based on local configuration, to retrieve UTRAN authentication vectors, if the authentication information is stored in EPS UDR due to operator's deployment.

3.
HSS FE interacts with EPS UDR to retrieve requested type of authentication information of the UE via legacy UDC architecture.

4.
HSS FE returns Authentication-Information-Answer with E-UTRAN authentication vectors or UTRAN authentication vectors to UDM.

5.
if MAP_SEND_AUTHENTICATION_INFO response is received, UDM converts CS or PS authentication vectors to 5GS authentication vectors.
5a.
UDM forwards Authentication-Information-Answer with E-UTRAN authentication vectors to MME.

5b'.
If UTRAN authentication vectors are received, UDM generates the respond to Nudm_UEAuthentication_Get service operation invocation with 5GS authentication vectors converted from UTRAN authentication vectors, and sends the respond to AUSF.

5b.
AUSF response the AMF invoked Nausf_UEAuthentication_authenticate service.
NOTE:
How UDM converts authentication vector is implementation specific.
The procedure of the interaction between UDM and HSS FE for single Registration is shown in Figure 6.2.3.1-1.
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Figure 6.2.3.1-2: Single Registration Procedure between UDM and HSS FE

1.
The UE is registered in 5G. The AMF perform UE registration in UDM. The AMF indicates whether it requires single registration or dual registration.

2.
If the AMF requires single registration then the following steps are performed. Otherwise the procedure stops.

3.
The UDM selects the HSS FE based on the SUPI and sends Update Location Request to HSS FE. In this message a dedicated MME Identity is included. This dedicated MME Identity is pointing to the UDM. From HSS FE point of view, the UDM is now acted as a MME. This message also includes an indication to indicate single registration and an indication to indicate the skip of subscription data so the HSS FE will not send the UE 4G subscription data.

4.
The HSS FE stores the dedicated MME Identity into EPS UDR via Ud interface.

5.
The HSS FE sends Update Location Response to UDM.

6.
If the UE has been registered in an old MME, the HSS FE sends Cancel Location Request towards this old MME. This message will be routed to MME directly based on the old MME Identity.

7.
The old MME deregisters the UE and sends Cancel Location Response to the HSS FE.

8.
After the UE reselects 4G and performs Tracking Area Update procedure in 4G, the new MME sends Update Location Request towards the HSS FE. As the UDM is the only access point both to 5GC and EPC, this message is sent to UDM and the UDM relays this message to HSS FE.

9.
The HSS stores the new MME information into EPS UDR via Ud interface.
10.
The HSS sends Update Location Response to new MME via UDM including the UE 4G subscription.

11.
Because the UE has been registered in 5G and a dedicated MME Identity pointing to the UDM is stored in the EPS UDR, the EPS UDR triggers the HSS FE to send Cancel Location Request towards the UDM. This message will be routed to UDM based on the dedicated MME Identity.

12.
UDM sends Cancel Location Response to HSS FE.

13.
Upon receiving Cancel Location Request from HSS FE targeting to deregister the UE in 5G, the UDM initiated Deregistration procedure to deregister the UE in 5G.

6.2.3.2
IP address continuity of interworking without N26 from 5GS to EPS

The procedure of the interaction between UDM and HSS FE is shown in Figure 6.2.3.2-1.
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Figure 6.2.3.2-1: IP continuity procedure for interworking without N26 from 5GS to EPS
0.
PGW-C+SMF registers its FQDN in UDM during registration procedure. UDM stores the FQDN in 5GS UDR.

1.
When the UE attaches in EPS due to interworking without N26 from 5GS to EPS, during the procedure, MME sends Update Location Request to UDM.

2.
UDM forwards Update Location Request to HSS FE for further handling.

3.
HSS FE interacts with EPS UDR to handle Update Location Request.

4.
HSS FE returns Update Location Ack to UDM.

5.
after receiving Update Location Ack, UDM retrieve PGW-C+SMF FQDN from 5GS UDR.

6.
UDM generates a new Update Location Ack to add PGW-C+SMF FQDN into the message and forwards the message to MME.

NOTE:
the other signalling interactions not related to the solution are not present in this figure for simplification.
6.2.3.3
T-ADS for IMS voice
The procedure of the interaction between UDM and HSS FE is shown in Figure 6.2.3.3-1.
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Figure 6.2.3.3-1: T-ADS Procedure between UDM and HSS FE
1.
SCC AS initiates T-ADS query towards UDM by sending a User-Data-Request message via Sh interface.

2.
UDM forwards this User-Data-Request message to get T-ADS information related to EPS and UMTS.

3.
HSS FE may query MME to get more T-ADS information as specified in TS 23.401 [16].

4.
HSS FE may query SGSN to get more T-ADS information as specified in TS 23.060 [15].

5.
HSS FE returns T-ADS information based on the information it derives by sending a User-Data-Answer message.

6.
after receiving T-ADS information from HSS FE, UDM may query AMF for more T-ADS information as specified in TS 23.501 [6].

7.
UDM determines T-ADS result based on T-ADS information received from HSS FE and AMF and responds to SCC AS with the T-ADS information by sending a User-Data-Answer message.

NOTE:
the other signalling interactions not related to the solution are not present in this figure for simplification.
For the single registration case the following message flow in figure 6.2.3.3-2 applies:
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Figure 6.2.3.3-2: T-ADS Procedure with Single registration and UE is 5GS registered

In Figure 6.2.3.3-2 it is clear that due to the fake registration concept, the HSS is the entity that is in charge of taking T-ADS decisions, and not the UDM, even when the UE is registered in the 5GS with the UDM.

6.2.3.4
Supporting IMS related procedures
The procedure of the interaction between UDM and HSS FE is shown in Figure 6.2.3.4-1.
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Figure 6.2.3.4-1: IMS procedures between UDM and HSS FE
1a or 1b.
UDM receives Cx/Dx requests or Sh requests from IMS.
2.
UDM identifies these requests are for IMS procedures, and forwards the requests to HSS FE.

3.
HSS FE interacts with EPS UDR to handle the requests.
4.
HSS FE sends responses to the requests to UDM.
5a or 5b.
UDM forwards the received responses to IMS accordingly.

6.
EPS UDR and HSS FE may generates requests to IMS, e.g. PNR to IMS AS or RTR to S-CSCF.
7.
HSS FE sends the requests to UDM.
8a or 8b.
UDM forwards the requests to IMS accordingly.
9a or 9b.
IMS sends responses to the requests to UDM.
10.
UDM forwards the responses to HSS FE.
NOTE:
the other signalling interactions not related to the solution are not present in this figure for simplification.
6.2.3.5
SMSF address storage and retrieval

The procedure of the interaction between UDM and HSS FE is shown in Figure 6.2.3.5-1.
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Figure 6.2.3.5-1: SMSF address storage and retrieval between UDM and HSS FE
1.
SMSF invokes Nudm_UECM_Registration service operation to register its address in UDM.
2.
UDM interacts with 5GS UDR to store the SMSF address.

3.
When SMS-SC or SMS GMSC initiates MT SMS delivery procedure, SMS-SC or SMS GMSC send MAP request i.e. Send Routing Information for SM request, to UDM.
4.
UDM interacts with 5GS UDR to retrieve stored SMSF address.
5.
UDM responds with SMSF address.
6.2.3.6
MT SMS domain selection
The procedure of the interaction between UDM and HSS FE for MT SMS domain selection is shown in Figure 6.2.3.6-1.
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Figure 6.2.3.6-1: MT SMS domain selection
1.
SMS SC/SMS-GMSC sends MAP Send Routing Info for SM request to UDM to query routing address for MT SMS.

2.
UDM retrieves SMSF address from 5GS UDR as specified in clause 6.3.3.5.

3.
UDM forwards MAP Send Routing Info for SM request to HSS FE to query more routing addresses for MT SMS.

4.
HSS FE retrieves SMS routing addresses stored in EPS UDR.

5.
HSS FE sends Send Routing Info for SM response with all addresses currently available, e.g. IP-SM-GW/ SMS Router address, MME address and MSC address.

6.
Based on configured policy, UDM selects the SMS routing address to be used for SMS SC/SMS-GMSC, e.g. IP-SM-GW/SMS Router address, and returns the address to SMS SC/SMS-GMSC.

7.
SMS SC/SMS-GMSC forwards SMS message to IP-SM-GW/SMS Router.

8.
IP-SM-GW/SMS Router fails to deliver the SMS message to the UE via IMS.

9.
IP-SM-GW/SMS Router may query UDM again to get other address for SMS delivery retry.

10.
Based on configured policy, UDM returns other available SMS routing address to IP-SM-GW/SMS Router.

11.
IP-SM-GW/SMS Router retries message delivery to the received address.

6.2.3.7
Messages-Waiting-Data handling
In this solution, the Messages-Waiting-Data as specified in TS 23.040 [21] are stored in HSS.

When SMS related entities, e.g. SMS SC/SMS-GMSC or IP-SM-GW, send corresponding requests to create or modify the Messages-Waiting-Data as specified in TS 23.040 [21] and TS 23.204 [22], the UDM forwards the requests with no change to HSS FE. The HSS FE interacts with EPS UDR to complete the handling of the Messages-Waiting-Data. The HSS FE sends responses to the UDM, which forwards the responses to the corresponding entities.

When the HSS detects or is informed that the MS/UE is reachable or is available again, the HSS clears corresponding flags and alerts SMS SC/SMS-GMSC as specified in TS 23.040 [21]. The UDM forwards the messages in these procedures.

When the UDM receives UE reachability notification, addition to the procedures defined in TS 23.502 [2], the UDM acts as a MME and generates request to HSS HE to notify the reachability of the UE as specified in TS 29.272 [23].

6.2.4
Impacts on existing services and interfaces

6.2.4.1
Authentication impacts

UDM supports:
-
generating Diameter S6a Authentication-Information-Request message based on Nudm_UEAuthentication_Get service operation;

-
forwarding Diameter S6a Authentication-Information-Request message to HSS-FE and Authentication-Information-Answer message with authentication vectors to MME;
-
converting UTRAN authentication vector into 5GS authentication vector;
-
generating the respond to Nudm_UEAuthentication_Get service operation invocation with 5GS authentication vectors, and sends the respond to AMF;

-
generating and sending Location Update Request message to perform fake 4G registration in HSS FE when the UE is registered in 5G;

-
de-registering the UE in 5G when it receives Cancel Location request with dedicated MME Identity from the HSS FE.

HSS FE: No impact.
5GS UDR: No impact.
EPS UDR: No impact.
6.2.4.2
IP address continuity impacts

UDM supports:
-
forwarding Diameter S6a Update Location Request message to HSS FE;

-
retrieving PGW-C+SMF FQDN from 5GS UDR after receiving Update Location Ack from HSS FE;
-
generating new Update Location Ack to add PGW-C+SMF FQDN into the message and forwarding the message to MME.
HSS FE: No impact.
5GS UDR: No impact.
EPS UDR: No impact.
6.2.4.3
T-ADS for voice impacts

UDM supports:
-
forwarding User-Data-Answer message to HSS FE;

-
determine T-ADS result based on T-ADS information received from HSS FE and AMF.

HSS FE: No impact.
5GS UDR: No impact.
EPS UDR: No impact.
6.2.4.4
Supporting IMS related procedures
UDM supports:
-
forwarding requests for IMS procedures received from IMS to HSS FE and further forwarding responses from HSS FE to IMS;

-
forwarding requests for IMS procedures received from HSS FE to IMS and further forwarding responses from IMS to HSS FE.

HSS FE: No impact.
5GS UDR: No impact.
EPS UDR: No impact.
6.2.5
Evaluation

This solution has no impact on entities other than UDM.
The Solution does not provide the possibility to deploy a pure UDM without HSS functionality.

The EPS and 5GS UDRs both need to keep up to date registration status for the UE, i.e. the EPS UDR has to know the registration status of the UE also when the UE is in the 5GS (due to the fake registration concept). This means that there is duplication of registration data in EPS and 5GS UDR, which is adding load and storage requirement to the system

Due to the fake registration concept, the T-ADS master node is always the legacy HSS, not the UDM, even when the UE is 5GS registered. So, the functional allocation between 5GS and EPS specific entities is blurred for as long as there are combined 4G/5G subscribers.

Implementation to convert UTRAN authentication vectors to 5GS authentication vectors is needed.

NOTE:
The above implementation should be evaluated by SA WG3.

6.3
Solution #3: Deployment and coexistence without interworking between UDM and existing HSS

6.3.1
Introduction

This solution applies to deployment scenario 1 and 2.

This solution proposes a deployment and coexistence alternative which avoids the need of specification of interworking procedures between UDM and the existing HSS.

6.3.2
High-level Description

This solution proposes an alternative for coexistence between UDM and HSS based on:

-
Deploying HSS and UDM in a single network entity, referred as Combined HSS/UDM, supporting interfaces and procedures specified for 5GC, EPC and IMS.

-
UDM and HSS deployed in the Combined network entity may interact with a 5GS UDR that stores 4G/IMS/5G subscription data for 5G enabled users (when using a common repository). The 5GS UDR may also store 2G/3G subscription profiles for 5G enabled users in case coexistence with 2G/3G networks is required. Alternatively, the Combined HSS/UDM may also use separate repositories for subscription data of 5G enabled users.

-
The functions of the Combined HSS/UDM are provided by a single network entity, so that the interactions between HSS and UDM within the Combined entity are performed internally and therefore it is not required to define such interworking.

-
The existing HSS and EPS UDR keep serving only 4G users. The existing EPS UDR may also store 2G/3G subscription profiles for non 5G enabled users in case coexistence with 2G/3G networks is required.
-
A routing solution routes Diameter EPC/IMS requests to either the Combined HSS/UDM for 5G enabled users or the existing HSS for 4G only users. This kind of solution can be achieved e.g. by using a network entity that provides SLF/DRA functionality and/or by local configuration in network entities interacting with HSS (e.g. configuring IMSI ranges in MME), and other alternatives may be possible. The routing solution includes redundancy mechanisms to prevent single point of failure issues.

-
Considering that HLR is an integral part of the HSS, both within the existing HSS and the HSS within the Combined HSS/UDM, the routing solution is also required to route MAP requests to either the Combined HSS/UDM for 5G enabled users or the existing HSS for non 5G enabled users. This enables the coexistence of 2G/3G domain in both HSS platforms including the support for MAP based SMS use cases.
-
There is no need of interworking between UDM and existing HSS out of the Combined network entity.

-
The different options regarding deployment of subscription data repository are described below, gathering the considerations described previously.

-
Option 1: A common repository is used for the Combined HSS/UDM. Subscription data of new 5G enabled users is directly provisioned in 5GS UDR. Subscription data of existing 4G users that becomes 5G enabled is relocated from existing EPS UDR to 5GS UDR. When and how the subscription data relocation is performed depends on the overall migration plan and the procedure designed for that purpose, and it is out of scope of the description of this solution.


This option may be considered the most appropriate for a multivendor deployment, while providing centralization of subscription data, allowing consolidation of user profiles for a given user in a single repository. This consolidation simplifies provisioning process, providing a single point of provisioning and ensuring data consistency.


It minimizes deployment impacts, providing a flexible network evolution to 5G while users become 5G enabled through subscription relocation according to plans and speed chosen by the operator.


Additionally, this option may be considered to follow a smooth evolution of the subscription data repository used for 5G enabled users to a cloud native deployment.


Figures 6.3.1-1 and 6.3.1-2 show the network architecture using a common repository for the Combined HSS/UDM:
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Figure 6.3.1-1: Coexistence of existing HSS and Combined HSS/UDM with common repository used by the Combined entity
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Figure 6.3.1-2: Coexistence of existing HSS and Combined HSS/UDM with common repository used by the Combined entity – Including MAP access

-
Option 2: Separate repositories are deployed for subscription data of 5G enabled users accessed by the Combined HSS/UDM. In this case, provisioning and/or subscription relocation to EPS UDR used by the Combined HSS/UDM is also needed.


This option allows multivendor deployment for 5G enabled users and legacy users, as well as keeping open the way for the evolution of the subscription data repository used for 5G enabled users to a cloud native deployment. However, subscription data centralization is not achieved, and deployment, management and provisioning of subscription repositories becomes not optimal and complex.


Figures 6.3.1-3, and 6.3.1-4 show the network architecture using separate repositories for the Combined HSS/UDM:
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Figure 6.3.1-3: Coexistence of existing HSS and Combined HSS/UDM with separate repositories deployed for the Combined entity
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Figure 6.3.1-4: Coexistence of existing HSS and Combined HSS/UDM with separate repositories deployed for the Combined entity - Including MAP access
-
Option 3: Separate repositories are used and the existing EPS UDR keeps storing 4G/IMS subscription data for 5G enabled users as well as 4G only users, as shown in figures 6.3.1-5, and figure 6.3.1-6. Subscription relocation is not required in this option.


Both the existing HSS and the HSS within the Combined entity interact with the EPS UDR using the same proprietary Ud interface, implying that a multivendor deployment will require integration of the non-standard Ud interface with the HSS in the Combined HSS/UDM.


This option does not allow centralization of user profiles for a given user in a single repository, making provisioning more complex as multiple subscription repositories are required to be populated for the same user.


It enables evolution of subscription repository to cloud native technology only for the 5G profiles. EPC and IMS profiles are assumed to be kept in the existing EPS UDR using legacy repository technology.

[image: image20.emf]Combined HSS/UDM

4G/IMS subs data for 

5G enabled users

IMS EPC

Cx/Sh

Ud Nudr

N26

N8/N10/N21 

5GC

S6a

HSS

4G/IMS subs data

EPS UDR (4G/IMS) 

Ud

Routing 

function

S6a/Cx/Sh S6a/Cx/Sh

5G subs data

5GS UDR (5G)


Figure 6.3.1-5: Coexistence of existing HSS and Combined HSS/UDM with separate repositories using existing EPS UDR for 4G/IMS subscription data


[image: image21.emf]Combined HSS/UDM

2G/3G/EPC/IMS subs data 

for 5G enabled users

IMS EPC

Cx/Sh

Ud Nudr

N26

N8/N10/N21 

5GC

S6a

HSS

2G/3G/EPC/IMS 

subs data

EPS UDR (2G/3G/EPC/IMS) 

Ud

Routing 

function

5GC subs data

5GS UDR (5GC)

S6a/Cx/Sh

MAP

S6a/Cx/Sh

MAP

2G/3G

MAP


Figure 6.3.1-6: Coexistence of existing HSS and Combined HSS/UDM with separate repositories using existing EPS UDR for 4G/IMS subscription data - Including MAP access

-
Option 4: Another option is to deploy a single repository to store subscription data for all domains used by the Combined HSS/UDM and the existing HSS, as depicted in figures 6.3.1-7, and 6.3.1-8. This option may not require subscription relocation either.


This alternative allows user profiles centralization, although in a multivendor deployment it will require integration of the non-standard Ud interface with the HSS in the Combined HSS/UDM.
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Figure 6.3.1-7: Coexistence of existing HSS and Combined HSS/UDM using a common repository
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Figure 6.3.1-8: Coexistence of existing HSS and Combined HSS/UDM using a common repository - Including MAP access
6.3.3
Services and Illustrated Procedures

The interactions between UDM and HSS within the Combined network entity are internal, so it is not required to define such interworking.

6.3.4
Impacts on existing services and interfaces

This solution has no impact on existing services and interfaces.
6.3.5
Evaluation

Solution 3 proposes a coexistence scenario where a Combined HSS/UDM network entity serving 5G enabled users can coexist without interaction with any existing HSS supporting EPC and IMS for 4G only users. Since there is no interaction needed between UDM and the existing HSS out of the Combined entity, this solution does not require any standardization effort. Additionally, this solution avoids any impact on existing nodes (HSS, EPS UDR), services, protocols and interfaces. Some options require migration of subscriber data.

For IMS and EPC services, the solution requires the use of a routing solution which can be based on standard functions (e.g. DRA/SLF) and it is normally deployed in the operator's network for different purposes.
In case of coexistence with 2G/3G networks (including support for MAP based SMS use cases) is required, the routing solution is also required to route MAP requests to either the Combined HSS/UDM for 5G enabled users or the existing HSS for non 5G enabled users.
Impacts are limited to provisioning/configuration updates for the routing function to route Diameter EPC/IMS requests and/or MAP requests to either the Combined HSS/UDM for 5G enabled users or the existing HSS for non 5G enabled users.
This solution offers different UDR deployment alternatives, from which option 1 as described previously is considered the option providing the most future proof benefits in terms of centralization/consolidation of subscription data for 5G enabled users, management of subscription data, multivendor support and network evolution.

However, an operator may find among the different alternatives proposed the option that fits better its network evolution plans, based on the current deployment and evaluation of the aspects the operator considers as most relevant.

7
Conclusions

It is concluded that normative work, as specified in TS 23.973 [19] and TS 29.yyy [20], proceeds based on solution defined in clause 6.1 as normative optional feature, both stage 2 and stage 3 for deployments in which upgrading legacy systems to service based architectures is a feasible/acceptable option for the network operator.

Solutions defined in clauses 6.2 and 6.3 are concluded as implementation/deployment options with no need of normative work for scenarios where migration of subscription data or upgrades of legacy systems are not possible/feasible.

***** End of Changes *****
