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[Extract] Incoming LS from CT1 in [1], ask SA2 whether in using UAC for congestion control in SNPNs, if MPS, MCS and Delay tolerant are applicable when UAC is used in SNPNs. This paper discusses applicability of such features/services for UAC in SNPNs and propose a way forward.
1.
Introduction

In incoming LS [1], CT1 accepts that UAC (unified access control) will be used for network congestion/control for SNPNs, but asked the following questions:-
· Question 1: Is MPS (Multimedia Priority Service) applicable to SNPNs?

· Question 2: Is MCS (Mission Critical Service) applicable to SNPNs?

· Question 3: Is delay tolerant applicable to SNPNs?

One meaning of the question of "applicable" is whether SNPNs as a feature, will be able to supports and provide services to MPS, MCS and Delay tolerant users/subscribers.

Another meaning of the question of "applicable" is whether for SNPNs, one can exclude access categorisation of MPS users, MCS users and Delay tolerant users, such that these users will never be subject to UAC for network congestion control.

In following sections, we aim to discuss both these meanings of "applicability".
2.
Discussion

2.1
Support of MPS, MCS and delay tolerant services
Whilst SNPNs are private networks, they are still in essence connected to the 5GS. Whilst the radio systems/side that make up these SNPNs are not under the specification control of 3GPP, the core network is much "box standard" 3GPP 5G CN. On the UE side, the same can be side that above the access stratum, what makes up the SNPN capable UE is very much the NAS whose variations/tweaks for NPN are in 3GPP TS 23.122 and 3GPP TS 24.501.
It is true to say that there will be specifics which are SNPN's only, for instance, NPN_IDs are identities specific to SNPNs use. But apart from those specifics, what the NAS on the UE side and 5G CN on the network side can do for 5GS services, it does just as well for SNPNs.

So in that respect, we do not see why SNPNs as a feature will not be able to support and provide services for MPS, MCS and delay tolerant users/subscribers and as such be subject to access control in much the same way using UAC.

Observation 1:
SNPNs as a feature is able to support and provide services for MPS, MCS and delay tolerant users/subscribers.
2.2
Service requirements for MPS, MCS and delay tolerant services in private networks and in vertical domains

Looking into [2], one would see that the vertical domains that SNPN feature are targeting are industries and private networks for enterprises, factories, process automation, monitoring and maintenance. Many if not all of these "verticals" in particular those that will use non-real-time critical devices, like devices monitoring and reporting data, those ideally fit to the delay tolerant services that 3GPP have defined. At least in our mind, there is no doubt that service requirements for support of delay tolerant services in SNPNs exist.
Observation 2:
Due to the market verticals that SNPNs are due to serve, service requirements for SNPNs to support delay tolerant services implicitly exists.
On the other hand, for MPS and MCS, service requirements for these in SNPNs are admittedly not clear. However, one can argue that if such requirements are not clear does not mean that SNPN operators cannot deploy MPS or MCS services over their networks. Indeed, why can a SNPN operator not issue to a group of private subscribers SIM/USIM that have Access Identities of 1 or 2 (corresponding to MPS users and MCS users respectively). Certainly technical and maintenance personnel's of such SNPNs could be assigned Access Class 11 / Access Identity 11 and while that does not relate to MPS or MCS service, what it does show is that assignment of special access identities is the responsibility of the SNPN operator and the SNPN operator can make such assignment if priority is to be given for certain users/services.
Observation 3:
Whilst no explicit mention of support of MPS and MCS can be found in [2] and [3], SNPN operators are entirely free to allocate special access identities to SNPN users inside their SNPNs.
2.3
Exclusion of MPS, MCS and delay tolerant from unified access control categorization and checking for SNPNs
Given that the mentioned "verticals" in [2] will make use of delay tolerant services, it is wrong to exclude delay tolerant from the UAC framework for SNPNs.
For MPS and MCS, again it is a matter of no such support for MPS and MCS are explicitly mentioned does not mean the exclusion of such services from UAC for SNPNs is the right thing to do. Even if it is right, is it a good thing to do so as making exceptions of these access categories (and access identities) for SNPNs will only add implementation efforts as exceptions will have to be made to the UE software?
We consider it less disruptive, if for SNPNs, we use UAC access categorization as we have today for normal 5GS as then no exceptions need to be made to exclude categorization of MPS and MCS. And as the last section shows, leaving MPS and MCS categorization in for SNPNs allows the SNPN operators to decide if they wish to utilize and issue SNPN users with Access Identities 1 or 2.
Observation 4:
Given that certain "vertical" markets of SNPNs will need delay tolerant services, excluding the access categorization of delay tolerant services from SNPN such that there will no longer be subject to UAC, is wrong.
Observation 5:
Excluding MPS and MCS from UAC framework when used in SNPNs is counter-productive and will increase implementation and deployment efforts.
3.
Conclusion and proposed way forward

In conclusion we propose that SA2 should answer CT1's LS in [1] as follows:-
· indicate the two ways "applicability" is taken to mean

· for each of the two ways, MPS, MCS and delay tolerant are applicable for SNPNs

In addition, SA2 can (optionally) in the reply LS to CT1, request for SA1's view of service requirements for MPS and MCS in SNPNs, indicating to SA1 if they feel the need to clarify on that in their Stage 1 TS.
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