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***** Start of the first Change *****
7.7.1
IPTV

7.7.1.1
FWA scenario

The 5G-RG is a L3 device and support IP PDU Session Type in this Release.

This clause describes the procedures that support IPTV in 5G system over 3GPP access including the procedures below:

-
Registration and PDU Session Establishment procedure for IPTV is shown in clause 7.7.1.1.1. The Registration Procedure is used to register to 5GS and the PDU Session Establishment Procedure is used to establish the PDU Session used for IPTV Service.

-
IPTV Access procedure shown in clause 7.7.1.1.2. The IPTV Access Procedure is used to access the IPTV network, e.g. completing the IPTV Authentication and IP allocation function.

-
Unicast/Multicast Packets transmission procedure shown in clause 7.7.1.1.3. The procedure specify how to transmit unicast/multicast packets over 5GS.

7.7.1.1.1
Registration and PDU Session Establishment procedure for IPTV

5G-RG perform Registration procedure described in clause 4.2.2.2.2 of TS 23.502 [3] with the following differences:

-
UE is replaced by 5G-RG.

5G-RG perform PDU Session establishment procedure described in clause 4.3.2.2.1 of TS 23.502 [3] applies with the following differences and clarifications:

-
UE is replaced by 5G-RG.

-
In step 1 of clause 4.3.2.2.1, 5G-RG may indicate within the Protocol Configuration Options element that the UE requests to obtain the IPv4 address with DHCPv4.

-
5G-RG shall establish the IP-based PDU Session with a specific DNN for IPTV network.

-
In step 7b and 9 of clause 4.3.2.2.1, PCF provides PCC Rules including QoS Profile(s) related to IPTV Service.

NOTE:
The interactions between STB and 5G-RG is going to be specified in TR-124 [5] in BBF and not shown in this clause.

7.7.1.1.2
IPTV Access procedure

In case of IPTV network access control based on the DHCP procedure, 5G-RG is configured to retrieve the IP address for IPTV service via DHCP. The DHCP procedure described in TS 23.501 [2] clause 5.8.2.2 is carried out with the difference shown below:

-
When the SMF receives the Uplink DHCP message, the SMF may be configured to insert the IPTV access information as received in subscription data from UDM to the uplink DHCP message, e.g. Line ID.

NOTE 1:
Line ID is defined in RFC 3046 [20]. SMF copies from subscription data to DHCP signalling. 
NOTE 2:
The interactions between STB and 5G-RG is going to be specified in TR-124 [5] in BBF and not described in this procedure.

NOTE 3:
The interactions among the IPTV network is out of 3GPP scope and not described in this procedure.

7.7.1.1.3
Unicast/Multicast Packets transmission procedure

5GS can support Unicast Service from IPTV network directly.

In order to obtain the multicast service from IPTV network, the Multicast Packets transmission procedure should be performed.
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Figure 7.7.1.1-3: Multicast Packets transmission procedure

1.
The 5G-RG send the IGMP Join via the user plane.

2.
When UPF detects the IGMP Join, the UPF may identify the IGMP Join packets based on PDR received over N4 as described in clause 4.6.3 and send the IGMP Join to SMF accordingly based on FAR as described in clause 4.6.4. 

UPF retrieve the PDU Session(s) which transmit the multicast packets via perform IGMP handling as specified in 7.7.1.1.5.1.


 

The UPF acts as a Multicast Router as defined in IETF RFC 3376 [28]: "Internet Group Management Protocol, Version 3". This may include following actions:

-
if the IGMP Join message is the first IGMP request the UPF has received about the target IP multicast traffic: the UPF exchanges N6 signalling such as PIM (Protocol-Independent Multicast) in order to connect to the N6 multicast distribution tree related with this IP multicast traffic; This ensures that the UPF receives the DL multicast traffic.

-
The IP multicast related signalling protocol used on N6 (e.g. Sparse Mode PIM-SM) to be supported over N6 is defined by local policies on the UPF.

3-5.
When the UPF receives multicast packets from multicast server in IPTV network, the UPF perform multicast packets handling as specified in clause 7.7.1.1.5.2 to transmit the multicast packets to respective PDU Session(s) retrieved in step 2. 
More details on IGMP handling and multicast packets handing is described in clause 7.7.1.1.5.
NOTE:
The interactions between STB and 5G-RG is specified in TR-124 [5] in BBF and are not shown in figure 7.7.1.1-3.

7.7.1.1.4
AF request to provision Multicast Access Control List information into UDR
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Figure 7.7.1.1.4: AF request to provision Multicast Access Control List information into UDR

NOTE 1:
The 5GC NFs used in this scenario are assumed to all belong to the same PLMN (HPLMN in non-roaming case).

1.
To create a new request, the AF invokes an Nnef_IPTV_configuration service operation. The request contains the Multicast Access Control List and a GPSI, or External Group Id, DNN, S-NNSAI, AF Transaction Id. To update or remove an existing request, the AF invokes Nnef_IPTV_configuration_Update or Nnef_IPTV_configuration_Delete service operation providing the corresponding AF Transaction Id.

2.
The AF sends its request to the NEF. The NEF ensures the necessary authorization control, including throttling of AF requests and, as described in clause 4.3.6.1, mapping from the information provided by the AF into information needed by the 5GC.

3.
(in the case of Nnef_IPTV_configuration_Create or Update): The NEF stores the AF request information in the UDR (Data Set = Application Data; Data Subset = IPTV_configuration, Data Key = AF Transaction Internal ID, S-NSSAI and DNN and/or SUPI/Internal-Group-Id).


(in the case of Nnef_IPTV_configuration_Delete): The NEF deletes the AF requirements in the UDR (Data Set = Application Data; Data Subset = IPTV_configuration, Data Key = AF Transaction Internal ID).


The NEF responds to the AF.

4.
When PCF is deployed, the PCF(s) that have subscribed to modifications of AF requests (Data Set = Application Data; Data Subset = IPTV_configuration, Data Key = SUPI/Internal-Group-Id, a Nudr_DM_Notify notification of data change from the UDR.

5.
The PCF determines if existing PDU Sessions are potentially impacted by the AF request. For each of these PDU Sessions, the PCF updates the SMF with corresponding new PCC rule(s) by invoking Npcf_SMPolicyControl_UpdateNotify service operation as described in steps 5 and 6 in TS23.502 [2] clause 4.16.5.

Table 7.7.1.1.4-1 shows an example of a Multicast Access Control list provided by the AF in the IPTV domain to the NEF. The Multicast Access Control List defines the access right status (i.e. fully allowed, preview allowed, not allowed) of each of the Multicast channels per subscriber identified by a GPSI.

Table 7.7.1.1.4-1: Example of a Multicast Access Control list provided by the AF in the IPTV domain

	
	IP addressing information related to Multicast address 1 (Channel 1)
	IP addressing information related to Multicast address 2 (Channel 2)
	IP addressing information related to Multicast address 3 (Channel 3)

	GPSI 1
	Fully allowed
	Not allowed
	Preview allowed

	GPSI 2
	Fully allowed
	Fully allowed
	Not allowed

	GPSI 3
	Fully allowed
	Preview allowed
	Preview allowed


The NEF maps the GPSI into the SUPI, assigned to a 5G-RG, as described in step 2 in Figure 7.7.1.1.4-1. and stores the Multicast Access Control List in the UDR as shown in Table 7.7.1.1.4-2.

Table 7.7.1.1.4-2: Example of a Multicast Access Control list stored in UDR within the Application Data Set
	DataKey
	IP addressing information related to Multicast address 1 (Channel 1)
	IP addressing information related to Multicast address 2 (Channel 2)
	IP addressing information related to Multicast address 3 (Channel 3)

	SUPI for 5G-RG 1
	Fully allowed
	Not allowed
	Preview allowed

	SUPI for 5G-RG 2
	Fully allowed
	Fully allowed
	Not allowed

	SUPI for 5G-RG 3
	Fully allowed
	Preview allowed
	Preview allowed


7.7.1.1.5
Support for IPTV multicast service  
This clause give the details of how to support IPTV multicast service in UPF.
In order to support IPTV multicast service, it shall support both uplink IGMP message handling and downlink multicast packets handling.
7.7.1.1.5.1 IGMP handling 

When the UPF detect IGMP message, including IGMP join or IGMP leave, UPF shall send the IGMP message to SMF based on PDR/FAR for IGMP message received over N4 as described in clause 4.6.3 and clause 4.6.4. 
When SMF receive IGMP message, it identify whether the corresponding received multicast packets should be transmitted over the PDU Session based on the IGMP message and the PCC rule described in clause 9.3 received from PCF. SMF may update the corresponding PDR/FAR for multicast packets via the N4 Session Modification procedure as specified in 23.502[] clause 4.4.1.3 to enforce the UPF to handle the received multicast packets. Details are given as below:
· In case the IGMP message is IGMP join and the PCC rule allow the corresponding multicast packets to be transmitted over the PDU Session, the corresponding multicast packets should be transmitted over the PDU Session when received by UPF;

· In case the IGMP message is IGMP join, whereas the PCC rule doesn’t allow the corresponding multicast packets to be transmitted over the PDU Session, the corresponding multicast packets should not be transmitted over the PDU Session when received by UPF;
· In case the IGMP message is IGMP leave, the corresponding multicast packets should not be transmitted over the PDU Session when received by UPF.
· In case the IGMP message is IGMP join and the PCC rule temporarily allow the corresponding multicast packets to be transmitted over the PDU Session (e.g. 10 seconds for preview), the corresponding multicast packets should be temporarily transmitted over the PDU Session when received by UPF. SMF firstly allow the UPF to transmit the multicast packets over the PDU Session via corresponding PDR/FAR and configure the “Reporting triggers” and “Time measurement threshold” in Usage Reporting Rule based on the preview condition, e.g. 10 seconds for preview, as specified in clause 5.8.2.11.5 by SMF. When SMF receive Usage Report from UPF, i.e. time expired for preview, SMF update the corresponding PDR/FAR for multicast packets to stop the UPF to transmit the multicast packets over the PDU Session.
7.7.1.1.5.2 Multicast packets handling

When the UPF receives IPTV multicast packets from N6 interface, it shall route the multicast packets to selected PDU Sessions.
Using the similar mechanism for multicast handling in TS23.501[2] clause 5.8.2.13, multicast traffic forwarding in UPF is realized by using a UPF internal interface ("5G VN internal") and a two-step detection and forwarding process. In the first step, the packets received from N6 interface are forwarded to the UPF internal interface (i.e. Destination Interface set to "5G VN internal"). In the second step, corresponding N4 session PDRs detect the packets from the internal interface (i.e. Source Interface set to "5G VN internal") detect the packet and forward it to the respective PDU Session. 
The SMF configures the group-level N4 Session for processing multicast packets received from N6 interface with the following N4 rules.

-
in order to detect the traffic, a PDR containing Source Interface set to "core side", and Destination Address set to the multicast address; and

-
in order to forward the traffic, a FAR containing Destination Interface set to "5G VN internal”.
The SMF provides for N4 Session (i.e. N4 session corresponding to PDU Session) the following N4 rules that enable the processing of multicast packets towards this 5G-RG.

-
in order to detect the traffic, a PDR containing Source Interface set to "5G VN internal", Destination Address set to the multicast address, and the indication to carry on matching. 
· In case the multicast packets should be transmitted over the PDU Session when received, PDR shall indicate to duplicate the multicast packets and send it to corresponding FAR for forwarding. 
· In case the multicast packets should not be transmitted over the PDU Session, the PDR shall indicate to skip the processing of the multicast packets via set the “skip information” in PDR as the corresponding multicast address. As a result, the multicast packets are not sent to FAR and will not be transmitted over the PDU Session.
-
in order to forward the traffic, a FAR containing Outer Header Creation indicating the PDU Session tunnel information, and Destination Interface set "access side".

***** Second Change *****
9.3
Policy and charging control rule

Policy and charging control rule for 5G-RG PDU Session is described in TS 23.503 [4] clause 6.3 with the clarification and difference shown as below:
-
PCF shall take Multicast Access Control list described in clause 9.8 as input to policy decision in case of PDU Session used for IPTV service. PCC rules sent to SMF may indicate allowed IP Multicast traffic as defined in Table 9.3-1.
-
The "Gate status" is not applicable to IGMP message transmitted over PDU Session used for IPTV service.
Comparing to Table 6.3.1 in TS 23.503 [4], additional PCC rule information for PDU Session for IPTV service is described in Table 9.3-1.

Table 9.3-1: The additional PCC rule information for PDU Session for IPTV service

	Information name
	Description
	Category
	PCF permitted to modify for a dynamic PCC rule in the SMF
	Differences compared with table 6.3. in TS 23.203 [31]

	IPTV
	This part defines the additional PCC rule information for PDU Session for IPTV service.
	
	
	

	IP Multicast traffic control information
	indicates whether the service data flow, corresponding to the service data flow template, may be allowed or not allowed.
	Optional
	Yes
	Added



***** Third Change *****
4.6.3
Packet Detection Rule

PDR for 5G-RG PDU Session is described in TS 23.501 [2] clause 5.8.2.11.3 with the clarification and the difference shown as below:
About PDU Session used for IPTV service, comparing to the PDR specified in TS 23.501[] clause 5.8.2.11.3, the additional items are shown as below, based on the description in clause 7.7.1.1.5:
Table 4.6.3-1: Additional item of Attributes within Packet Detection Rule for IPTV
	Attribute
	Description
	Comment

	Packet Detection Information
	Packet Filter Set
	In case of PDU Session used for IPTV, Packet Filter Set include multicast address contained in IGMP message.
	

	Skip information
	Multicast address
	Skip information indicate the UPF to skip handling the traffic.
In case the IPTV multicast packets contains the configured multicast address, PDR shall skip handling the multicast packets.
	The multicast packets with the corresponding multicast address are not allowed to transmit over this PDU Session.

	Packet replication and detection carry on information
	Multicast address
	In case the IPTV multicast packets contains the configured multicast address, PDR shall perform replication for the packets. Furthermore, it instructs the UP function to continue the packet detection process from other PDR(s).
	










**** End of the Change *****
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