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**** First Change ****
[bookmark: _Toc10097000][bookmark: _Toc10097010]6.3	Slice load level related network data analytics
[bookmark: _Toc10097001]6.3.1	General
The NWDAF provides load level information to an NF on a network slice instance level. The NWDAF is not required to be aware of the current subscribers using the slice. The NWDAF notifies slice specific network status analytics information to the NFs that are subscribed to it. An NF may collect directly slice specific network status analytics information from NWDAF. This information is not subscriber specific.
NOTE:	This analytics report is maintained here for Release 15 backward compatibility. But it has been superceeded by the Network Performances Analytics (see clause 6.6).

[bookmark: _Toc10097002]6.3.2	Data collection
There is no definition for information for support of load level analytics in this release of the specification.
[bookmark: _Toc10097003]6.3.3	Analytics exposure
The NWDAF services as defined in the clause 7.2 and clause 7.3 are used to expose load level analytics from the NWDAF to the consumer NF (e.g. PCF or NSSF).
Following Analytics ID is used for the slice load level related network data analytics:
-	Load level information
Following Analytics Filters can be included in the related Nnwdaf_AnalyticsSubscription_Subscribe and Nnwdaf_AnalyticsInfo_Request service operation:
-	Network Slice Instance.
-	Load Level Threshold value: the NWDAF reports when the load level crosses the threshold provided in the analytics subscription; if no threshold is provided in the subscription, the reporting (Notify operation) is assumed to be periodic.

**** Next Change ****


6.5	VoidNF load analytics
[bookmark: _Toc10097011]6.5.1	General
The clause 6.5 describes how NWDAF can provide NF load analytics, in the form of statistics or predictions or both, to another NF.
The service consumer may be an NF, or the OAM.
The consumer of these analytics shall indicate in the request:
-	Analytics Id set to "NF load information";
-	The Target of Analytics Reporting;
-	Analytics Filter Information: an optional list of Instance IDs;
-	An Observation period indicates the time when the statistics or predictions are requested;
-	In a subscription, the Notification Correlation Id and the Notification Target Address are included.
The NWDAF shall notify the result of the analytics to the consumer as indicated in clause 6.5.3.
If the NF Instance IDs are provided, the NWDAF shall provide the analytics for each designated NF instance. In such case the Target of Analytics Reporting should be ignored. Otherwise, the NWDAF shall use the specific UE ID to determine which instances (AMF, N3IWF, SMF and PCF) are serving this specific UE.
NOTE:	The list of possible instances is limited to AMF, N3IWF, SMF and PCF.
[bookmark: _Toc10097012]6.5.2	Input data
For the purpose of NF load analytics, the NWDAF may collect the information as listed in Table 6.5.2-1.
Table 6.5.2-1: Data collected by NWDAF for NF load analytics
	Information
	Source
	Description

	NF load
	NRF
	The load of a specific NF instance in the NF profile as defined per TS.29.510 [18].

	NF status
	NRF
	The status of a specific NF instance as defined per TS 29.510 [18].

	NF resource usage
	OAM
	The usage of assigned virtual resources currently in use for a specific NF instance (mean usage of virtual CPU, memory, disk) as defined in TS 28.552 [8] clause 5.7.



Editor's note:	It is FFS whether the number of registered instances of an NF is needed input data for NWDAF to perform predictions on NF instance load and resource usage.
NOTE:	The OAM information can be used as a complement to NRF information on resources, or as a way to correlate NRF information or as an alternative if NRF information on load is not available.
If target NF type is UPF, the NWDAF may collect the information as listed in Table 6.5.2-2, in addition with Table 6.5.2-1.
Table 6.5.2-2: Collecting Data for analysing UPF load analytics
	Information
	Source
	Description

	Traffic usage report
	UPF
	Report of user plane traffic in the UPF for the accumulated usage of network resources (see TS 29.244 [17])



[bookmark: _Toc10097013]6.5.3	Output analytics
The NWDAF services as defined in the clause 7.2 and 7.3 are used to expose the analytics.
-	Load statistics information is defined in Table 6.5.3-1.
Table 6.5.3-1: NF load statistics 
	Information
	Description

	List of resource status (1..n)
	List of observed load information for each NF instance

	> Instance ID
	Identification of the NF instance

	> NF status
	The availability status of the NF on the Observation period, expressed as a percentage of time

	> NF resource usage
	The average usage of assigned resources (CPU, memory, disk)

	> NF load
	The average load of the  NF instance over the observation period 

	> NF peak load (optional)
	The maximum load of the NF instance over the observation period



-	Load predictions information is defined in Table 6.5.3-2.
Table 6.5.3-2: NF load predictions
	Information
	Description

	List of resource status (1..n)
	List of predicted load information for each NF  instance

	> Instance ID
	Identification of the NF instance

	> NF status
	The availability status of the NF on the Observation period, expressed as a percentage of time

	> NF resource usage
	The average usage of assigned resources (CPU, memory, disk) 

	> NF load
	The average load of the  NF instance over the observation period 

	> NF peak load (optional)
	The maximum load of the NF instance over the observation period

	> Confidence
	Confidence of this prediction



NOTE:	The variations on per-instance NF load and resource usage could be influenced by the number of running NF instances in addition to the load itself.
[bookmark: _Toc10097014]6.5.4	Procedures
The procedure depicted in Figure 6.5.4-1 allows a consumer NF to request analytics to NWDAF for NF load of various NF instances as defined in 6.5.1.


Figure 6.5.4-1: NF load analytics provided by NWDAF
1.	The NF sends a request to the NWDAF for analytics for NF load for a specific NF, using either the Nnwdaf_AnalyticsInfo or Nnwdaf_AnalyticsSubscription service. The Analytics ID is set to NF load information, the target for analytics is set to NF id. The NF can request statistics or predictions or both and can provide a time window.
2-5.	If the request is authorized, and in order to provide the requested analytics, the NWDAF may need for each NF targeted instance to subscribe to OAM services to retrieve the target NF resource usage following steps captured in clause 6.2.3.2 for data collection from OAM. Steps 2-5 may be skipped when e.g. the NWDAF already has the requested analytics.
Editor's note:	The exact SA WG5 service used is FFS.
NOTE:	The call flow only shows a subscription/notification model for the simplicity, however both request-response and subscription-notification models should be supported.
6.	The NWDAF retrieves the NF load and NF status information from NRF using Nnrf_NFManagement_NFStatusSubscribe service operation for each NF instance.
7.	The NWDAF derives requested analytics.
8.	The NWDAF provide requested NF load analytics to the NF, using either the Nnwdaf_AnalyticsInfo_Response or Nnwdaf_AnalyticsSubscription_Subscribe response, depending on the service used in step 1.
9-11. If at step 1 the NF has subscribed to receive continuous reporting of NF load analytics, the NWDAF may generate new analytics and provide them to the NF upon reception of notification of new NF load information from OAM.
[bookmark: _Toc10097015]
**** Next Change ****

6.6	Network Performance Analytics
[bookmark: _Toc10097016]6.6.1	General
Network Performance Analytics provides either statistics or predictions on the load in an Area of Interest, including NF load; in addition, it may provide statistics or predictions on the number of UEs that are located in that Area of Interest.
The service consumer may be an NF (e.g. PCF, NEF, AF), or the OAM.
The consumer of these analytics may indicate in the request:
-	Analytics ID set to "Network Performance".
-	Target of Analytics Reporting containing either 
-	a UE, or Internal Group Identifier that refers to the group for which the analytics on the number of UEs that are located in the Area of Interest at the time indicated in the Observation period is requested.
- 	a list of NF instance IDs;
- 	a Network Slice Instance ID for requesting overall network slice instance load level information;
-	Analytics Filter Information containing: 
-	Optional maximum number of results, 
-	Area of Interest (list of TA or Cells) which restricts the area in focus (mandatory if Target Of Event Reporting is set to "any UE", optional otherwise), 
-	Load Level Threshold value: the NWDAF reports when the load level crosses the threshold provided in the analytics subscription; if no threshold is provided in the subscription, the reporting (Notify operation) is assumed to be periodic.
-	An Observation period indicates the time when the statistics or prediction are requested; and
-	In a subscription, the Notification Correlation Id and the Notification Target Address are included.
If the NF Instance IDs are provided, the NWDAF shall provide the analytics for each designated NF instance. In such case the Target of Analytics Reporting should be ignored. Otherwise, the NWDAF shall use the specific UE ID to determine which instances (AMF, N3IWF, SMF and PCF) are serving this specific UE.
NOTE:	The list of possible instances is limited to AMF, N3IWF, SMF, PCF, and UPF.
The NWDAF notifies the result of the analytics to the consumer as indicated in clause 6.6.3.
[bookmark: _Toc10097017]6.6.2	Input Data
The NWDAF collects Load and Performance information in an Area of Interest from the sources listed in Table 6.6.2-1 and number of UEs within Area of Interest from the sources listed in Table 6.6.2-2.
NOTE:	The tables below shows the information provided to the NWDAF, in other words the information provided by NWDAF is not shown here but in the procedures in clause 6.6.4.
Table 6.6.2-1:  Load and Performance information collected by NWDAF
	Load information
	Source
	Description

	 Load and performance information
	OAM
	Statistics on RAN load and performance per Cell Id in the Area of Interest.

	NF Load information
	NRF
	The load of a specific NF instance in the NF profile as defined per TS.29.510 [18].Load per NF

	NF status
	NRF
	The status of a specific NF instance as defined per TS 29.510 [18].

	NF resource usage
	OAM
	The usage of assigned virtual resources currently in use for a specific NF instance (mean usage of virtual CPU, memory, disk) as defined in TS 28.552 [8] clause 5.7



Editor's note:	It is FFS whether the number of registered instances of an NF is needed input data for NWDAF to perform predictions on NF instance load and resource usage.
NOTE:	The OAM information can be used as a complement to NRF information on resources, or as a way to correlate NRF information or as an alternative if NRF information on load is not available.

Table 6.6.2-2:  Number of UEs in Area of Interest information collected by NWDAF
	Number of UEs information
	Source
	Description

	Number of UEs
	AMF
	Number of UEs in an Area of Interest



If target NF type is UPF, the NWDAF may collect the information as listed in Table 6.5.2-2, in addition with Table 6.6.2-3.
Table 6.6.2-3: Collecting Data for analysing UPF load analytics
	Information
	Source
	Description

	Traffic usage report
	UPF
	Report of user plane traffic in the UPF for the accumulated usage of network resources (see TS 29.244 [17])



There is no definition for information for support of load level analytics in this release of the specification.

[bookmark: _Toc10097018]6.6.3	Output Analytics
The NWDAF shall be able to provide both statistics and predictions on Network Performance.
Network performance statistics are defined in Table 6.6.3-1.
Table 6.6.3-1: Network performance statistics
	Information
	Description

	List of performance information (1..max)
	Observed statistics during the observation period

	> Area subset
	TA or Cell ID within the requested area of interest

	> List of resource status (1..n)
	List of observed load information for each NF instance

	   >> NF type
	Type of NF (e.g, AMF, N3IWF, SMF, PCF, UPF)

	   >> NF status
	Availability status of the NF on the Observation period, expressed as a percentage of time

	   >> NF resource usage
	Average usage of assigned resources (CPU, memory, disk)

	   >> NF load
	Aaverage load of the NF instance over the observation period 

	   >> NF peak load (optional)
	Amaximum load of the NF instance over the observation period



Network performance predictions are defined in Table 6.6.3-2.
Table 6.6.3-2: Network performance predictions
	Information
	Description

	List of performance information (1..max)
	Predicted analytics during the observation period

	> Area subset
	TA or Cell ID within the requested area

	> gNB resource usage
	Usage of assigned resources (CPU, memory, disk) (average, peak)

	> Number of UEs
	Number of UEs predicted in the area

	> Communication performance
	Ratio of successful setup of PDU Sessions

	> Mobility performance
	Ratio of successful handover

	> Confidence
	Confidence of this prediction

	> List of resource status (1..n)
	List of observed load information for each NF instance

	   >> NF type
	Type of NF (e.g, AMF, N3IWF, SMF, PCF, UPF)

	   >> NF status
	Availability status of the NF on the Observation period, expressed as a percentage of time

	   >> NF resource usage
	Average usage of assigned resources (CPU, memory, disk)

	   >> NF load
	Aaverage load of the NF instance over the observation period 

	   >> NF peak load (optional)
	Amaximum load of the NF instance over the observation period



NOTE:	The variations on per-instance NF load and resource usage could be influenced by the number of running NF instances in addition to the load itself.
The NWDAF provides Network Performance Analytics to a consumer that includes the load in the area of interest and the number of UEs located in the area of interest or both at the time requested by the consumer in the Observation Period:
-	Analytics ID set to "Network Performance".
-	Notification Target Address including the address of the consumer.
-	Notification Correlation Id, for the consumer to correlate notifications from NWDAF if subscription applies.
-	Analytics specific parameters including the load in the Area of Interest and the number of UEs in the Area of Interest, at the time indicated in the Observation period.
[bookmark: _Toc10097019]6.6.4	Procedures




Figure 6.6.4-1: Procedure for subscription to network performance analytics
1.	The NF sends Nnwdaf_AnalyticsSubscription_Subscribe or Nnwdaf_AnalyticsInfo_Request (Analytics ID="Network Performance", Analytics Filter="Area of interest",  or "Area of interest" and "Internal Group Identifier", or list of NF instance IDs, Observation Period(s)) to the NWDAF.
2a-2d.	The NWDAF discovers from NRF the NFs related to the UE that can supply data (e.g., AMF(s) belonging to the AMF Region(s) that include(s) the Area of Interest, SMF, N3IWF, etc.) and subscribes to NF load information from NRF about these AMF(s).NFs.
3a-3b.	The NWDAF subscribes to OAM services to get the load information on the Area of Interest, following the procedure captured in Clause 6.2.3.2.
Editor's note:	The exact SA WG5 service, granularity (NF, eNB) and measurement or KPI that are used for load.
4a-4b.	The NWDAF collects the number of UEs located in the Area of Interest from AMF using Namf_EventExposure_Subscribe service, including the Target Event Reporting provided as an input parameter (i.e. any UE or Internal Group Identifier).
Editor's note:	An Event ID such as "Number of UEs present in a geographical area" needs to be added to TS 23.502 [3] clause 5.2.2.3.1, as currently this Event ID is only specified for NEF.
5.	The NWDAF derives the requested analytics.
6.	The NWDAF sends Nnwdaf_AnalyticsSubscription_Notify or Nnwdaf_AnalyticsInfo_Request response (one or more instances of the n-tuple (Load in Area of Interest and number of UEs, timestamp) SubscriptionCorrelationId, Probability of assertion).
7-8. A change of network performance information, i.e. change in the load in the area of interest at the observed period, is detected by OAM, or a change in the NF load information is reported by NRF, and is notified to NWDAF.
9.	The NWDAF derives new analytics based on the most recent data collected.
10.	The NWDAF provides a notification using Nnwdaf_AnalyticsSubscription_Notify (one or more instances of the n-tuple (Load in Area of Interest and number of UEs, timestamp) SubscriptionCorrelationId, Probability of assertion.





*************** End of changes ***************
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