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Abstract of the contribution: This contribution proposes to extend the PDU session related policy information provided to the PCF with the Authorized Session-TMBR, how the SMF uses it and where it is enforced.

Discussion

The TR 23.716 concluded to move Solution#26 on QoS handling in 5WWC, and the introduction of the Session-TMBR to limit the overall bandwidth per PDU session, including both GBR and non-GBR traffic flows. The Session-TMBR is:

· a subscription parameter for an RG defined in UDR

· provided to SMF as part of the subscription information for a DNN, S-NSSAI

· possibly updated by the PCF, by providing the Authorized Session-TMBR for the PDU session,

· Enforced at the UPF in both cases: a) for a single access PDU session over wireline non 3GPP access or b) for a multiaccess PDU session over both 3GPP access and wireline non 3GPP access.

In this document, a discussion on how the Authorized Session-TMBR may be set by the PCF, whether the UPF enforces this value in a multiaccess PDU session or in a single access PDU session or both and possible options are listed.

How the Authorized Session-TMBR is set?

The PCF may change the Subscribed Session-TMBR, provided by the SMF, if the RG has a subscription over wireline access either to increase it or to decrease the value, typically reaching a monthly quota decreases the Authorized Session-TMBR. The Authorized Session-TMBR may also be set taking into account that there may be a number of PCC Rules with GBR 5Qis and the PCF may check that the Authorized Session-TMBR is, at any time, at least equal or larger than the SUM (Authorized Session-AMBR, MBR for each PCC Rule including GBR 5Qis). Then, this will try to ensure that the Authorized Session-TMBR is large enough for the ongoing GBR services, since there is no separate MBR for these QoS flows in wireline access.
Proposal 1: Define that Authorized Session-TMBR is set using operator policies, and that these values should consider both the installed GBR PCC Rules and the Authorized Session-AMBR.

Enforcement of the Authorized Session-TMBR and Authorized Session-AMBR
The policing and charging are enforced in the same place, i.e. the UPF allows to perform charging of the traffic, that otherwise may be charged or counted first and then dropped by the policing function, then the UPF is the place to enforce the Authorized Session-TMBR for PDU session over wireline non 3GPP access and Authorized Session-AMBR for a PDU session over 3GPP access.
For a multiaccess PDU session the Authorized Session AMBR is enforced for the PDU session taking into account the max value (Authorized Session-TMBR and Authorized Session-AMBR) and then in 3GPP access GBR flows have their own MBR.

Proposal 2: Define that Authorized Session-AMBR is enforced for a multiaccess PDU session in the UPF.

Another option is to enforce the Session-TMBR in the AGF only and the Session AMBR in the UPF, in this case the Session AMBR will also have to take the Session TMBR into account, otherwise it may drop packets in the UPF that are sent over wireline access.
Proposal

Tdoc S2-1907056 describes how the PDU session policy control information for wireline access and the enforcement of the Session-TMBR.
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