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Abstract of the contribution: This paper proposes to move the text related to UEs connected to the PGW-C+SMF into a separate clause, and this paper also proposes that PGW-C+SMF allocate PDU Session ID with a different value range than the UE assigned ones. 
1 Introduction

In SA2#133, 23.502 CR1328 (S2-1906779) addressing the 4G only UEs connected to PGW-C+SMF was agreed.
2 Discussion
2.1 UEs not supporting 5GC NAS

Per TS 24.501 v15.3.0, for a UE capable of 5GC NAS, its N1 mode capability can be disabled or re-enabled. 
4.3.3
Change of UE's usage setting

If the UE operates in single-registration mode, whenever the UE's usage setting changes, the UE shall execute procedures according to table 4.3.3.1:

Table 4.3.3.1: Change of UE's usage setting for a UE in single-registration mode
	UE's usage setting change
	Procedure to execute

	From "data centric" to "voice centric" and "IMS voice not available" over 3GPP access only
	Disable the N1 mode capability for 3GPP access (see subclause 4.9.2), if the UE is only registered over 3GPP access


	From "data centric" to "voice centric", and "IMS voice not available" over both 3GPP access and non-3GPP access
	Disable the N1 mode capability for 3GPP access (see subclause 4.9.2) and non-3GPP access (see subclause 4.9.3), if the UE is registered over both 3GPP access and non-3GPP access
Disable the N1 mode capability for 3GPP access (see subclause 4.9.2), if the UE is registered over 3GPP access only.

Disable the N1 mode capability for non-3GPP access (see subclause 4.9.3), if the UE is registered over non-3GPP access only.

	From "voice centric" to "data centric" and the N1 mode capability for 3GPP access is  disabled at the UE due to "IMS voice not available"
	Re-enable the N1 mode capability for 3GPP access (see subclause 4.9.2)

	From "data centric" to "voice centric" and "IMS voice not available" over non-3GPP access only
	Disable the N1 mode capability for non-3GPP access (see subclause 4.9.3), if the UE is only registered over non-3GPP access



	From "voice centric" to "data centric", and the N1 mode capability for non-3GPP access is disabled at the UE due to "IMS voice not available"
	Re-enable the N1 mode capability for non-3GPP access (see subclause 4.9.3)


[Observation-1] In addition to UEs without 5GC NAS capability (i.e. legacy 4G UEs) connected to the PGW-C+SMF, the UEs capable of 5GC NAS with its N1 mode capability disabled temporarily (e.g. due to UE usage setting) can also be connected to the PGW-C+SMF.
2.2 Update from 23.502CR1328 (S2-1906779)
4.11 System interworking procedures with EPC

4.11.0 General
4.11.0a
Impacts to EPS Procedures
…

4.11.0a.5
PDN Connection Establishment

During PDN connection establishment in the EPC, the UE and the PGW-C+SMF exchange information via PCO as described in TS 23.501 [2] clause 5.15.7. In case the PGW-C+SMF supports more than one S-NSSAI and the APN is valid for more than one S-NSSAI, before the PGW-C+SMF provides an S-NSSAI to the UE, the PGW-C+SMF should check such that the selected S-NSSAI is among the UE's subscribed S-NSSAIs by retrieving the Subscribed S-NSSAI from UDM using the Nudm_SDM_Get service operation (the PGW-C+SMF discovers and selects a UDM as described in TS 23.501 [2] clause 6.3.8). If the PGW-C+SMF is in a VPLMN, the PGW-C+SMF uses the Nnssf_NSSelection_Get service operation to retrieve a mapping of the Subscribed S-NSSAIs to Serving PLMN S-NSSAI values.
If PGW-C+SMF is selected and interaction with UDM, PCF and UPF is required for a UE that has 5GS subscription but does not support 5GC NAS and is accessing via EPC/E-UTRAN or ePDG, the PGW-C+SMF creates unique PDU Session ID for each PDN connection of the UE. The PGW-C+SMF shall not provide any 5GS related parameters to the UE.
NOTE: 
The unique PDU Session ID can be created from the EPS Bearer IDs assigned by the MME or the ePDG for the PDN Connections associated with the UE.
[Observation-2] Clause 4.11.0a is intended for EPS, therefore ePDG is not supposed to be captured in clause 4.11.0a.5. 
[Observation-3] Clause 4.11.0a is intended for interworking between 5GC and EPC, and it may be confusing to capture a scenario that does not support EPC-5GC interworking.

[Proposal-1] Considering [Observations-1, 2 &3], it’s proposed to describe the scenario for UEs not supporting 5GC NAS connected to the PGW-C+SMF in a separate (sub-)clause.
[Observation-4] UPF does not require PDU Session ID, therefore interaction with UPF is not a requirement for PGW-C+SMF to create a PDU Session ID. 

[Proposal-2] It’s proposed to remove “interaction with UPF”.
[Observation-5] If a UE not supporting 5GC NAS is connected to the PGW-C+SMF, when UE moves to GERAN/UTRAN later, the IP address preservation is not supported. 
[Proposal-3] It’s proposed to add a note to clarify that.
2.3 PDU Session ID definition
TS 24.007 v16.0.0 specifies that PDU Session ID ranges from 1 to 15.
11.2.3.1b
PDU session identity

Table 11.2.3.1c.1: PDU session identity
	PDU session identity value (octet 1, bit 1 to bit 8)

	Bits

	8
	7
	6
	5
	4
	3
	2
	1
	

	0
	0
	0
	0
	0
	0
	0
	0
	No PDU session identity assigned

	0
	0
	0
	0
	0
	0
	0
	1
	PDU session identity value 1

	0
	0
	0
	0
	0
	0
	1
	0
	PDU session identity value 2

	0
	0
	0
	0
	0
	0
	1
	1
	PDU session identity value 3

	0
	0
	0
	0
	0
	1
	0
	0
	PDU session identity value 4

	0
	0
	0
	0
	0
	1
	0
	1
	PDU session identity value 5

	0
	0
	0
	0
	0
	1
	1
	0
	PDU session identity value 6

	0
	0
	0
	0
	0
	1
	1
	1
	PDU session identity value 7

	0
	0
	0
	0
	1
	0
	0
	0
	PDU session identity value 8

	0
	0
	0
	0
	1
	0
	0
	1
	PDU session identity value 9

	0
	0
	0
	0
	1
	0
	1
	0
	PDU session identity value 10

	0
	0
	0
	0
	1
	0
	1
	1
	PDU session identity value 11

	0
	0
	0
	0
	1
	1
	0
	0
	PDU session identity value 12

	0
	0
	0
	0
	1
	1
	0
	1
	PDU session identity value 13

	0
	0
	0
	0
	1
	1
	1
	0
	PDU session identity value 14

	0
	0
	0
	0
	1
	1
	1
	1
	PDU session identity value 15

	All other values are reserved.


TS 29.571v15.3.0 has the following:
5.4.2
Simple Data Types

This subclause specifies common simple data types.

Table 5.4.2-1: Simple Data Types

	Type Name
	Type Definition
	Description

	ApplicationId
	string
	String providing an application identifier. 

	ApplicationIdRm
	string
	This data type is defined in the same way as the "ApplicationId" data type, but with the OpenAPI "nullable: true" property.

	PduSessionId
	integer
	Unsigned integer identifying a PDU session, within the range 0 to 255, as specified in subclause 11.2.3.1b, bits 1 to 8, of 3GPP TS 24.007 [13]. 


[Observation-6] Currently the allowed value of PDU Session is 1-15, which means that PGW-C+SMF may not be able to ensure the uniqueness of PDU Session ID created for PDN connections via MME and via ePDG even if the PDU Session ID creation is based on EPS bearer ID.
2.4 UEs capable of 5GC NAS with N1 mode capability disabled and then enabled
Per TS 24.301 v16.0.0 specifies the following:
6.5.1.2 UE requested PDN connectivity procedure initiation
…
If the UE supports N1 mode and the request type is:

a)
"initial request" or "emergency", the UE shall generate a PDU session ID, associate the PDU session ID with the PDN connection that is being established, and include the PDU session ID in the protocol configuration options IE or the extended protocol configuration options IE;

b)
"handover" or "handover of emergency bearer services", and the UE requests:

1)
transfer of an existing PDU session in 5GS, the UE shall associate the PDU session ID of the PDU session with the PDN connection that is being established for the existing PDU session and include the PDU session ID in the protocol configuration options IE or the extended protocol configuration options IE; or

2)
transfer of an existing PDN connection in a non-3GPP access connected to the EPC and a PDU session ID is associated with the existing PDN connection, the UE shall include the PDU session ID in the protocol configuration options IE or the extended protocol configuration options IE.

[Observation-7] UE generates PDU Session ID if the UE supports 5GC NAS (N1 mode) but does not generate PDU Session ID if N1 mode capability is disabled.
[Observation-8] If a UE with N1 mode capability disabled establish the first PDN connection, the PGW-C+SMF will create (i.e. fake) a PDU Session ID. If the UE’s N1 mode capability is re-enabled later and the UE establish additional PDN connection, the UE will assign PDU Session ID. Obviously, the PDU Session ID assigned by the UE and by the PGW-C+SMF are not coordinated, as a result, the PDU Session ID for different PDN connections of a UE may be duplicated.
[Proposal-4] To ensure uniqueness of PDU Session ID and to avoid UE impact, it’s proposed that PGW-C+SMF use an extended range for PDU Session ID and this extended range is only applicable in the CN. 

3 Proposal
[Observation-1] In addition to UEs without 5GC NAS capability (i.e. legacy 4G UEs) connected to the PGW-C+SMF, the UEs capable of 5GC NAS with its N1 mode capability disabled temporarily (e.g. due to UE usage setting) can also be connected to the PGW-C+SMF.
[Observation-2] Clause 4.11.0a is intended for EPS, therefore ePDG is not supposed to be captured in clause 4.11.0a.5. 
[Observation-3] Clause 4.11.0a is intended for interworking between 5GC and EPC, and it may be confusing to capture a scenario that does not support EPC-5GC interworking.

[Proposal-1] Considering [Observations-1, 2 &3], it’s proposed to describe the scenario for UEs not supporting 5GC NAS connected to the PGW-C+SMF in a separate (sub-)clause.

[Observation-4] UPF does not require PDU Session ID, therefore interaction with UPF is not a requirement for PGW-C+SMF to create a PDU Session ID. 

[Proposal-2] It’s proposed to remove “interaction with UPF”.
[Observation-5] If a UE not supporting 5GC NAS is connected to the PGW-C+SMF, when UE moves to GERAN/UTRAN later, the IP address preservation is not supported. 

[Proposal-3] It’s proposed to add a note to clarify that.
[Observation-6] Currently the allowed value of PDU Session is 1-15, which means that PGW-C+SMF may not be able to ensure the uniqueness of PDU Session ID created for PDN connections via MME and via ePDG even if the PDU Session ID creation is based on EPS bearer ID.
[Observation-7] UE generates PDU Session ID if the UE supports 5GC NAS (N1 mode) but does not generate PDU Session ID if N1 mode capability is disabled.
[Observation-8] If a UE with N1 mode capability disabled establish the first PDN connection, the PGW-C+SMF will create (i.e. fake) a PDU Session ID. If the UE’s N1 mode capability is re-enabled later and the UE establish additional PDN connection, the UE will assign PDU Session ID. Obviously, the PDU Session ID assigned by the UE and by the PGW-C+SMF are not coordinated, as a result, the PDU Session ID for different PDN connections of a UE may be duplicated.

[Proposal-4] To ensure uniqueness of PDU Session ID and to avoid UE impact, it’s proposed that PGW-C+SMF use an extended range for PDU Session ID and this extended range is only applicable in the CN. 

See 23.502 CR1486 (S2-1907029)
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