SA WG2 Meeting #134
S2-1906933
24 - 28 June 2019, Sapporo, Japan
 









(revision of S2-1904891)
	CR-Form-v12.0

	CHANGE REQUEST

	

	
	23.501
	CR
	1293
	rev
	1
	Current version:
	16.1.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	


	Proposed change affects:
	UICC apps
	
	ME
	X
	Radio Access Network
	X
	Core Network
	X


	 

	Title:

	Correction on accessing to PLMN services via non-public networks and vice versa

	
	

	Source to WG:
	vivo

	Source to TSG:
	SA WG2

	
	

	Work item code:
	Vertical_LAN
	
	Date:
	2019-06-18

	
	
	
	
	

	Category:
	F
	
	Release:
	Rel-16

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8
(Release 8)
Rel-9
(Release 9)
Rel-10
(Release 10)
Rel-11
(Release 11)
Rel-12
(Release 12)
Rel-13
(Release 13)
Rel-14
(Release 14)
Rel-15
(Release 15)
Rel-16
(Release 16)

	
	

	Reason for change:
	 -  For the Note of QoS differentiation, some typo need to be  fixed.Furthermore, for DSCP based method, the SLA was introduced, but no clue how to invoke it, in order to reuse the existing mechanisms, a DNN for accessing PLMN(SNPN) can be configured to the UE. During PDU session established with this DNN, the SNPN(PLMN) can associate the SLA with the DNN and trigger traffic detection.

For UE based method, 5QI used for signaling is missing.
- The N3IWF is reused, but the protocol stack is defined for N3GPP and is not applicable for accessing to PLMN services via non-public networks and vice versa

	
	

	Summary of change:
	- Fix the typo. 

- A DNN for accessing to the PLMN (SNPN) is configured to the UE. The SNPN (PLMN) identifies the PLMN (SNPN) related SLA based on this DNN during the PDU session establishment procedure.

- The UE can also request QoS for the signaling IPsec SA with the 5QI used for signaling.
- Correct CP and UP protocol stacks to applicable for both N3GPP and accessing to PLMN services via NPN and vice versa.

	
	

	Consequences if not approved:
	Incorrect description on accessing to PLMN services via non-public networks and vice versa.

	
	

	Clauses affected:
	5.30.2.7; 5.30.2.8, 8.2.4, 8.3.2

	
	

	
	Y
	N
	
	

	Other specs
	
	x
	 Other core specifications

	TS/TR ... CR ... 

	affected:
	
	x
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	x
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	

	
	

	This CR's revision history:
	


* * * * Start of Change * * * *
5.30.2.7
Access to PLMN services via stand-alone non-public networks

To access PLMN services, a UE in SNPN access mode that has successfully registered with an SNPN may perform another registration via the SNPN with a PLMN (using the credentials of that PLMN) following the same architectural principles as specified in clause 4.2.8 and the SNPN taking the role of "Untrusted non-3GPP access".

NOTE:
QoS differentiation in the SNPN can be provided on per-IPsec Child Security Association basis by using the UE or network requested PDU Session Modification procedure described in TS 23.502 [3] clause 4.3.3.2. In the PLMN, N3IWF determines the IPsec child SAs as defined in TS 23.502 [3] clause 4.12. The N3IWF is preconfigured by PLMN to allocate different IPsec child SAs for QoS Flows with different QoS profiles.


To support QoS differentiation in the SNPN with network-initiated QoS, the mapping rules between the SNPN and the PLMN are assumed to be governed by an SLA including: 1) mapping between the DSCP markings for the IPsec child SAs on NWu and the corresponding QoS, which is the QoS requirement of the PLMN and is expected to be provided by the SNPN, and 2) N3IWF IP address(es) in the PLMN. The non-alteration of the DSCP field on NWu is also assumed to be governed by an SLA and by transport-level arrangements that are outside of 3GPP scope. The packet detection filters in the SNPN can be based on the N3IWF IP address and the DSCP markings on NWu. A DNN for accessing the PLMN is configured to the UE. The SNPN identifies the PLMN related SLA based on this DNN during the PDU session establishment procedure.

To support QoS differentiation in the SNPN with UE-requested QoS, the UE can request for an IPsec SA with the same 5QI from the SNPN as the 5QI provided by the PLMN. The UE can also request QoS for the signaling IPsec SA with the 5QI used for signaling. It is assumed that UE-requested QoS is used only when the 5QIs used by the PLMN are from the range of standardized 5QIs. The packet filters in the requested QoS rule can be based on the N3IWF IP address and the SPI associated with the IPsec SA. 
* * * * Next Change * * * *
5.30.2.8
Access to stand-alone non-public network services via PLMN

To access SNPN services, a UE that has successfully registered with a PLMN may perform another registration via the PLMN with an SNPN (using the credentials of that SNPN) following the same architectural principles as specified in clause 4.2.8 and the PLMN taking the role of "Untrusted non-3GPP access".

NOTE:
QoS differentiation in the PLMN can be provided on per-IPsec Child Security Association basis by using the UE or network requested PDU Session Modification procedure described in TS 23.502 [3] clause 4.3.3.2. In the SNPN, N3IWF determines the IPsec child SAs as defined in TS 23.502 [3] clause 4.12. The N3IWF is preconfigured by SNPN to allocate different IPsec child SAs for QoS Flows with different QoS profiles.


To support QoS differentiation in the PLMN with network-initiated QoS, the mapping rules between the PLMN and the SNPN are assumed to be governed by an SLA including: 1) mapping between the DSCP markings for the IPsec child SAs on NWu and the corresponding QoS, which is the QoS requirement of the SNPN and is expected to be provided by the PLMN, and 2) N3IWF IP address(es) in the SNPN. The non-alteration of the DSCP field on NWu is also assumed to be governed by an SLA and by transport-level arrangements that are outside of 3GPP scope. The packet detection filters in the PLMN can be based on the N3IWF IP address and the DSCP markings on NWu. A DNN for accessing the SNPN is configured to the UE. The PLMN identifies the SNPN related SLA based on this DNN during the PDU session establishment procedure.

To support QoS differentiation in the PLMN with UE-requested QoS, the UE can request for an IPsec SA with the same 5QI from the PLMN as the 5QI provided by the SNPN. The UE can also request QoS for the signaling IPsec SA with the 5QI used for signaling. It is assumed that UE-requested QoS is used only when the 5QIs used by the SNPN are from the range of standardized 5QIs. The packet filters in the requested QoS rule can be based on the N3IWF IP address and the SPI associated with the IPsec SA.
* * * * Next Change * * * *
8.2.4
Control Plane for accessing 5G networkvia N3IWF
Clause 8.2.4 defines the control plane protocol for accessing 5G network via N3IWF. The control plane information between the UE and the N3IWF are carried over N3GPP or another 5G netowork PDU layer. 
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Figure 8.2.4-1: Control Plane before the signalling IPsec SA is established between UE and N3IWF over N3GPP
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Figure 8.2.4-2: Control Plane after the signalling IPsec SA is established between UE and N3IWF over N3GPP
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Figure 8.2.4-3: Control Plane for establishment of user-plane via N3IWF over N3GPP
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Figure 8.2.4-X1: Control Plane before the signalling IPsec SA is established between UE and N3IWF over another 5G network
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Figure 8.2.4-X2: Control Plane after the signalling IPsec SA is established between UE and N3IWF over another 5G network
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Figure 8.2.4-X3: Control Plane for establishment of user-plane via N3IWF over another 5G network
In the above figures 8.2.4-2 and 8.2.4-X2, large NAS messages are fragmented by the "inner IP" layer. If there is a protocol between the NAS layer and the "inner IP" in the UE, is defined in stage-3 specifications.

In the above figures 8.2.4-1, 8.2.4-2 8.2.4-3, 8.2.4-X1, 8.2.4-X2 and 8.2.4-X3, the UDP protocol may be used between the UE and N3IWF to enable NAT traversal for IKEv2 and IPsec traffic.
In the above figures 8.2.4-X1, 8.2.4-X2 and 8.2.4-X3, the 1st 5G network is a PLMN and the 2nd 5G network is a SNPN; or the 1st 5G network is a SNPN and the 2nd 5G network is a PLMN. 
The "signalling IPsec SA" is defined in TS 23.502 [3], clause 4.12.2.

NEXT CHANGE
* * * * Next Change * * * *
8.3.2
User Plane for accessing 5G network via N3IWF
Clause 8.3.2 defines the user plane protocol for accessing 5G network via N3IWF. The user plane information between the UE and the N3IWF are carried over N3GPP or another 5G netowork PDU layer.
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Figure 8.3.2-1: User Plane via N3IWF over N3GPP
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Figure 8.3.2-Y: User Plane via N3IWF over another 5G netwok
In the above figures 8.3.2-1 and 8.3.2-Y, large GRE packets are fragmented by the "inner IP" layer.

Details about the PDU Layer, the N3 stack and the N9 stack are included in clause 8.3.1. The UDP protocol may be used below the IPsec layer to enable NAT traversal.
* * * * End of Change * * * *
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