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	Reason for change:
	Except clause 7.1.1 , the clause 6.3.1 and 6.3.1.1 also provides a lot of description of delegated discovery.

Clause 6.3 provides detailed parameters to delegated discovery on UDM, AUSF, UDR, PCF, these parameters includes SUPI,SUCI or GPSI and other parametes. 

Description of various service framework models not fully accurate. 

In case of Option C, it is stated that selection is delegated to SCP. In fact, selection is not fully delegated rather partially delegated i.e. consumer selects the target set, SCP selects the instance within the set. 

Revision 2 (highlighted in blue colour):
As discussed in the S2-1901977 and in the approved CR SP-190215, the SCP have the ability to discover and select one or more UDM(s), AUSF(s), UDR(s), and PCF(s) with access to subscription data stored in the UDR based on UE’s SUPI. This requires the SCP to be configured with the mapping information of user identity to UDM/AUSF/UDR/PCF resolution.
However, how the SCP performs the subscription data related NF discovery and selection is not clearly described in existing specification, it is proposed to clarify that the SCP can support the resolution of UE identities towards NF Group ID for subscription data related NF instances, in the case of delegated discovery and selection.
Besides, PCF Group ID is introduced, similar as UDM/AUSF/UDR Group ID, since the PCF is also related to access the subscription data stored in a specific UDR.
Furthermore, in the case of delegated discovery and selection via SCP, the NF consumer does not interact with NRF directly and the Group ID is not available to be provided to the SCP for the NF discovery and selection.

	
	

	Summary of change:
	Update the SCP functionality description with delete the repeat descripiton on UDM/UDR/AUSF/UDR/PCF delegated discovery.

Change Option -> Model (Option is a term that is used only when it is being evaluated however when specified, the term option is misleading)

Revision 2:
SCP is configured with the mapping between NF Group ID(s) and SUPI(s), in the case delegated discovery in Model D is adopted.
PCF Group ID is introduced in a similar way as UDM/UDR/AUSF Group ID.
It is clarified that the UDM/UDR/AUSF/PCF Group ID is not applicable to the corresponding NF consumer in the case of delegated discovery and selection via SCP.
Revision 3:
Removes changes to clause 3.1, 6.2.6.
Removes the texts “based on configured mapping information…” in 6.2.19 regarding user identity to NF Group ID mapping and add reference to clause 6.3.1.

Revision 4:
Rephrase the wording related to resolution of NF Group ID.

Remove the NOTEs newly added to 6.3.4, 6.3.7, 6.3.8, 6.3.9.
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The PCF has to register all ranges of SUPI it serves to the NRF which in some cases might not be possible.


	
	

	Clauses affected:
	6.2.19, 6.3.4, 6.3.7, 6.3.8, 6.3.9, Annex E, E.1

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications

	TS/TR ... CR ... 

	affected:
	
	x
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	x
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	


***** Start of Change # 1 *****
6.2.19
SCP

The Service Communication Proxy (SCP) includes one or more of the following functionalities. Some or all of the SCP functionalities may be supported in a single instance of an SCP:

-
Indirect Communication (see clause 7.1.1 for details).

-
Delegated Discovery (see clause 7.1.1 and 6.3.1 for details).

-
Message forwarding and routing to destination NF/NF service.

-
Communication security (e.g. authorization of the NF Service Consumer to access the NF Service Producer API), load balancing, monitoring, overload control, etc.

-
Optionally interact with other entity, e.g. UDR, to resolve the UDM Group ID/UDR Group ID/AUSF Group ID/PCF Group ID based on UE identity, e.g. SUPI (see clause 6.3.1 for details).
NOTE 1:
Communication security, e.g. authorization of the NF Service Consumer to access the NF Service Producer's API is specified in TS 33.501 [29].

NOTE 2:
Load balancing, monitoring, overload control functionality provided by the SCP is left up to implementation.

The SCP may be deployed in a distributed manner.

NOTE 3:
More than one SCP can be present in the communication path between NF Services.
***** Start of Change # 2 *****
Annex E (informative):
Communication models for NF/NF services interaction

E.1
General

This annex provides a high level description of the different communication models that NF and NF services can use to interact which each other. Table E.1-1 summarizes the communication models, their usage and how they relate to the usage of an SCP.

Table E.1-1: Communication models for NF/NF services interaction summary

	Communication between consumer and producer
	Service discovery and request routing
	Communication model

	Direct communication
	No NRF or SCP; direct routing
	A

	
	Discovery using NRF services; no SCP; direct routing
	B

	Indirect communication
	Discovery using NRF services; selection for specific instance from the Set can be delegated to SCP. Routing via SCP
	C

	
	Discovery and associated selection delegated to an SCP using discovery and selection parameters in service request; routing via SCP
	D


Model A - Direct communication without NRF interaction: Neither NRF nor SCP are used. Consumers are configured with producers' "NF profiles" and directly communicate with a producer of their choice.

Model B - Direct communication with NRF interaction: Consumers do discovery by querying the NRF. Based on the discovery result, the consumer does the selection. The consumer sends the request to the selected producer.

Model C - Indirect communication without delegated discovery: Consumers do discovery by querying the NRF. Based on discovery result, the consumer does the selection of an NF Set or a specific NF instance of NF instance set. The consumer sends the request to the SCP containing the address of the selected service producer pointing to a NF service instance or a set of NF service instances. In the latter case, the SCP selects an NF Service instance. If possible, the SCP interacts with NRF to get selection parameters such as location, capacity, etc. The SCP routes the request to the selected NF service producer instance.

Model D - Indirect communication with delegated discovery: Consumers do not do any discovery or selection. The consumer adds any necessary discovery and selection parameters required to find a suitable producer to the service request. The SCP uses the request address and the discovery and selection parameters in the request message to route the request to a suitable producer instance. The SCP can perform discovery with an NRF and obtain a discovery result.

Figure E.1-1 depicts the different communication models.
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Figure E.1-1: Communication models for NF/NF services interaction
***** End of Changes *****
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