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***** Start of Change # 1 *****
6.2.19
SCP

The Service Communication Proxy (SCP) includes one or more of the following functionalities. Some or all of the SCP functionalities may be supported in a single instance of an SCP:

-
Indirect Communication (see clause 7.1.1 for details).

-
Delegated Discovery (see clause 7.1.1 and 6.3.1 for details).

-
Message forwarding and routing to destination NF/NF service.

-
Communication security (e.g. authorization of the NF Service Consumer to access the NF Service Producer API), load balancing, monitoring, overload control, etc.

-
Resolution of UDM Group ID/UDR Group ID/AUSF Group ID/PCF Group ID based on UE identity, e.g. SUPI (see clause 6.3.1 for details).
NOTE 1:
Communication security, e.g. authorization of the NF Service Consumer to access the NF Service Producer's API is specified in TS 33.501 [29].

NOTE 2:
Load balancing, monitoring, overload control functionality provided by the SCP is left up to implementation.

The SCP may be deployed in a distributed manner.

NOTE 3:
More than one SCP can be present in the communication path between NF Services.
***** Start of Change # 4 *****
6.3.4
AUSF discovery and selection

In the case of NF consumer based discovery and selection, the following applies:

-
The AMF performs AUSF selection to allocate an AUSF Instance that performs authentication between the UE and 5G CN in the HPLMN. The AMF shall utilize the NRF to discover the AUSF instance(s) unless AUSF information is available by other means, e.g. locally configured on AMF. The AUSF selection function in the AMF selects an AUSF instance based on the available AUSF instances (obtained from the NRF or locally configured in the AMF).
-
The UDM shall utilize the NRF to discover the AUSF instance(s) unless AUSF information is available by other means, e.g. locally configured on UDM. The UDM selects an AUSF instance based on the available AUSF instance(s) obtained from the NRF or based on locally configured information, and information stored (by the UDM) from a previously successful authentication.

AUSF selection is applicable to both 3GPP access and non-3GPP access.

The AUSF selection function in AUSF NF consumers or in SCP should consider one of the following factors when available:

1.
Home network identifier (e.g., MNC and MCC) of SUCI/SUPI (by an NF consumer in a VPLMN) and Routing Indicator.

NOTE 1:
The UE provides the Routing Indicator to the AMF as part of the SUCI as defined in TS 23.003 [19] during initial registration. The AMF can provide the UE's Routing Indicator to other AMFs as described in TS 23.502 [3].

When the UE's Routing Indicator is set to its default value as defined in TS 23.003 [19], the AUSF NF consumer can select any AUSF instance within the home network for the UE.

2.
AUSF Group ID the UE's SUPI belongs to.

NOTE 2:
The AMF can infer the AUSF Group ID the UE's SUPI belongs to, based on the results of AUSF discovery procedures with NRF. The AMF provides the AUSF Group ID the SUPI belongs to other AMFs as described in TS 23.502 [3].
3.
SUPI; e.g. the AMF selects an AUSF instance based on the SUPI range the UE's SUPI belongs to or based on the results of a discovery procedure with NRF using the UE's SUPI as input for AUSF discovery.
In the case of delegated discovery and selection in SCP, the AUSF NF consumer shall send all available factors to the SCP.
NOTE X: The AUSF Group ID is not applicable to the AUSF NF consumer in the case of delegated discovery and selection.
***** Start of Change # 5 *****
6.3.7
PCF discovery and selection

6.3.7.0
General principles

Clause 6.3.7.0 describes the underlying principles for PCF selection and discovery:

-
There may be multiple and separately addressable PCFs in a PLMN.

-
The PCF must be able to correlate the AF service session established over N5 or Rx with the associated PDU Session (Session binding) handled over N7.

-
It shall be possible to deploy a network so that the PCF may serve only specific DN(s). For example, Policy Control may be enabled on a per DNN basis.

-
Unique identification of a PDU Session in the PCF shall be possible based on the (UE ID, DNN)-tuple, the (UE IP Address(es), DNN)-tuple and the (UE ID, UE IP Address(es), DNN).

6.3.7.1
PCF discovery and selection for a UE or a PDU Session

PCF discovery and selection functionality is implemented in AMF, SMF and SCP, and follows the principles in clause 6.3.1. The AMF uses the PCF services for a UE and the SMF uses the PCF services for a PDU Session.
When NF service consumer performs discovery and selection, the following applies:

-
The AMF may utilize the NRF to discover the candidate PCF instance(s) for a UE. In addition, PCF information may also be locally configured in the AMF. The AMF selects a PCF instance based on the available PCF instances obtained from the NRF or locally configured information in the AMF, depending on operator's policies.

-
The SMF may utilize the NRF to discover the candidate PCF instance(s) for a PDU Session. In addition, PCF information may also be locally configured in the SMF. The SMF selects a PCF instance based on the available PCF instances obtained from the NRF or locally configured information in the SMF, depending on operator's policies. In the non roaming case, the AMF selects a PCF instance for AM policy association and selects the same PCF instance for UE policy association. In the roaming case, the AMF selects a V-PCF instance for AM policy association and selects the same V-PCF instance for UE policy association.
The following factors may be considered during the PCF selection for a PDU session:

a)
Local operator policies.

b)
Selected Data Network Name (DNN).

c)
S-NSSAI of the PDU Session.

d)
SUPI range.

e)
PCF selected by the AMF for the UE.
f)
PCF Group ID of the UE’s SUPI.
In the case of delegated discovery and selection in SCP, the SMF shall include the available factors in the first request.
NOTE X2: The PCF Group ID is not applicable to the PCF NF consumer in the case of delegated discovery and selection.
Editor's note:
It still needs to be clarified which actual set of parameters the sentence above is referring to.

The selected PCF instance for serving the UE and the selected PCF instance for serving a PDU session of this UE may be the same or may be different.

In the following scenarios, information about the PCF instance that has been selected i.e. the PCF ID may be forwarded to another NF. If the NF service consumer performs discovery and selection, this NF may use this PCF instance. In the case of delegated discovery and selection, this NF may include PCF ID in the request and the SCP may use this information to select the associated PCF instance (discovery may still be needed depending on what level of information is sent by the AMF, e.g. the address of the PCF instance may not be present):

When NF service consumer performs discovery and selection, the following applies:

-
During AMF relocation, the target AMF may receive a PCF ID from the source AMF to enable the usage of the same PCF by the target AMF, and the target AMF may decide based on operator policy either to use the same PCF or select a new PCF.

-
The AMF may, based on operator policies, forward the selected PCF ID to SMF instance(s) during the PDU Session Establishment procedure(s) to enable the usage of the same PCF for the AMF and the SMF instance(s). The SMF may decide based on operator policy either to use the same PCF or select a new PCF.

-
In the roaming case, the AMF may, based on operator policies, e.g. roaming agreement, select the H-PCF in addition to the V-PCF for a UE by performing the PCF discovery and selection as described above. The AMF sends the H-PCF ID of the selected H-PCF instance to the V-PCF during the policy association establishment procedure.

In the case of delegated discovery and selection in the SCP, the following applies:

-
During AMF relocation, the AMF may receive a PCF ID from the source AMF to enable the usage of the same PCF instance by the AMF. The AMF includes that information in the request. SCP may decide based on operator policy either to use the PCF instance or select another PCF instance that is not interchangeable to the used PCF instance.

-
The AMF may, based on operator policies, forward the selected PCF ID to the SMF during the PDU Session Establishment procedure to enable the usage of the same PCF instance for the AMF and the SMF. The SMF may include that information in the request. SCP may decide based on operator policy either to use the PCF instance or select another PCF instance that is not interchangeable to the used PCF instance.

-
In the roaming case, SCP may, based on operator policies, e.g. roaming agreement, select the H-PCF in addition to the V-PCF for a UE by performing the PCF discovery and selection as described above.

Editor's note:
If the sentence above applies, it is FFS how the AMF can send the selected H-PCF ID to the V-PCF during the policy association establishment procedure or it is FFS whether the sentence above means that the SCP needs to add an extra information H-PCF ID in the application part of the request; it is also FFS whether "SCP" means a SCP in VPLMN or SCP in HPLMN.

6.3.7.2
Providing policy requirements that apply to multiple UE and hence to multiple PCF

An authorized Application Function may, via the NEF, provide policy requirements that apply to multiple UE(s) (which, for example, belong to group of UE(s) defined by subscription or to any UE). Such policy requirements shall apply to any existing or future PDU Sessions that match the parameters in the AF request, and they may apply to multiple PCF instance(s).

NOTE:
Application Function influence on traffic routing described in clause 5.6.7 is an example of such requirement.

After relevant validation of the AF request (and possible parameter mapping), the NEF stores this request received from the AF into the selected UDR instance as the Data Subset of the Application data. The possible parameter mapping includes mapping UE (group) identifiers provided by the AF to identifiers used within the 5GC, e.g. from GPSI to SUPI and/or from External Group Identifier to Internal-Group Identifier. Parameter mapping may also include mapping from the identifier of the Application Function towards internal identifiers such as the DNN and/or the S-NSSAI.

PCF(s) that need to receive AF requests that targets a DNN (and slice), and/or a group of UEs subscribe to receive notifications from the UDR about such AF request information. The PCF(s) can be configured (e.g. by OAM) to subscribe to receive notification of such AF request information from the UDR(s). The PCF(s) take(s) the received AF request information into account when making policy decisions for existing and future relevant PDU Sessions. In the case of existing PDU Sessions, the policy decision of the PCF instance(s) may trigger a PCC rule(s) change from the PCF to the SMF.

The PCF subscription to notifications of AF requests described above may take place during PDU Session Establishment or PDU Session Modification, when the PCF(s) receive request(s) from the SMF for policy information related to the DNN (and slice), and/or the Internal-Group Identifier of UEs. For the PCF(s) that have subscribed to such notifications, the UDR(s) notify the PCF(s) of any AF request update.

The NEF associates the AF request with information allowing to later modify or delete the AF request in the UDR; it associates the AF request with:

-
When the AF request targets PDU Sessions established by "any UE": the DNN, the slicing information target of the AF request,

-
When the request targets PDU Sessions established by UE(s) belonging to an Internal-Group: the DNN, the slicing information and the Internal-Group Identifier target of the application request.

-
The AF transaction identifier in the AF request.

6.3.7.3
Binding an AF request targeting an IP address to the relevant PCF

Binding an AF request to the relevant PCF instance is described in TS 23.503 [45].
***** Start of Change # 6 *****
6.3.8
UDM discovery and selection
The NF consumer or the SCP performs UDM discovery to discover a UDM instance that manages the user subscriptions.

If the NF consumer performs discovery and selection, the NF consumers shall utilize the NRF to discover the UDM instance(s) unless UDM information is available by other means, e.g. locally configured on NF consumers. The UDM selection function in NF consumers selects a UDM instance based on the available UDM instances (obtained from the NRF or locally configured).
The UDM selection functionality is applicable to both 3GPP access and non-3GPP access.

The UDM selection functionality in NF consumer or in SCP should consider one of the following factors:

1.
Home network identifier (e.g. MNC and MCC) of SUCI/SUPI and UE's Routing Indicator.

NOTE 1:
The UE provides the Routing Indicator to the AMF as part of the SUCI as defined in TS 23.003 [19] during initial registration. The AMF provides the UE's Routing Indicator to other NF consumers (of UDM) as described in TS 23.502 [3].

When the UE's Routing Indicator is set to its default value as defined in TS 23.003 [19], the UDM NF consumer can select any UDM instance within the home network of the SUCI/SUPI.

2.
UDM Group ID of the UE's SUPI.
NOTE 2:
The AMF can infer the UDM Group ID the UE's SUPI belongs to, based on the results of UDM discovery procedures with NRF. The AMF provides the UDM Group ID the SUPI belongs to other UDM NF consumers as described in TS 23.502 [3].
3.
SUPI; the UDM NF consumer selects a UDM instance based on the SUPI range the UE's SUPI belongs to or based on the results of a discovery procedure with NRF using the UE's SUPI as input for UDM discovery.

4.
GPSI or External Group ID; UDM NF consumers which manage network signalling not based on SUPI/SUCI (e.g. the NEF) select a UDM instance based on the GPSI or External Group ID range the UE's GPSI or External Group ID belongs to or based on the results of a discovery procedure with NRF using the UE's GPSI or External Group ID as input for UDM discovery.

In the case of delegated discovery and selection in SCP, NF consumer shall include one of these factors in the request towards SCP.
NOTE X: The UDM Group ID is not applicable to the UDM NF consumer in the case of delegated discovery and selection.
***** Start of Change # 7 *****
6.3.9
UDR discovery and selection

Multiple instances of UDR may be deployed, each one storing specific data or providing service to a specific set of NF consumers as described in clause 4.2.5.

If the NF service consumer performs discovery and selection, the NF consumer shall utilize the NRF to discover the appropriate UDR instance(s) unless UDR instance information is available by other means, e.g. locally configured on NF consumer. The UDR selection function in NF consumers is applicable to both 3GPP access and non-3GPP access. The NF consumer or the SCP shall select a UDR instance that contains relevant information for the NF consumer, e.g. UDM/SCP selects a UDR instance that contains subscription data, while NEF/SCP (when used to access data for exposure) selects a UDR that contains data for exposure; or PCF/SCP selects a UDR that contains Policy Data and/or Application Data.

The UDR selection function in UDR NF consumers considers the Data Set Identifier of the data to be managed in UDR (see UDR service definition in TS 23.502 [3] clause 5.2.12). Additionally, the UDR selection function in UDR NF consumers should consider one of the following factors when available to the UDR NF consumer:

1.
UDR Group ID the UE's SUPI belongs to.

2.
SUPI; e.g. the UDR NF consumer selects a UDR instance based on the SUPI range the UE's SUPI belongs to or based on the results of a discovery procedure with NRF using the UE's SUPI as input for UDR discovery.

3.
GPSI or External Group ID; e.g. UDR NF consumers select a UDR instance based on the GPSI or External Group ID range the UE's GPSI or External Group ID belongs to or based on the results of a discovery procedure with NRF using the UE's GPSI or External Group ID as input for UDR discovery.

In the case of delegated discovery and selection, the NF consumer shall include the available factors in the request towards SCP.
NOTE X: The UDR Group ID is not applicable to the UDR NF consumer in the case of delegated discovery and selection.
***** Start of Change # 8 *****
Annex E (informative):
Communication models for NF/NF services interaction

E.1
General

This annex provides a high level description of the different communication models that NF and NF services can use to interact which each other. Table E.1-1 summarizes the communication models, their usage and how they relate to the usage of an SCP.

Table E.1-1: Communication models for NF/NF services interaction summary

	Communication between consumer and producer
	Service discovery and request routing
	Communication model

	Direct communication
	No NRF or SCP; direct routing
	A

	
	Discovery using NRF services; no SCP; direct routing
	B

	Indirect communication
	Discovery using NRF services; selection for specific instance from the Set can be delegated to SCP. Routing via SCP
	C

	
	Discovery and associated selection delegated to an SCP using discovery and selection parameters in service request; routing via SCP
	D


Model A - Direct communication without NRF interaction: Neither NRF nor SCP are used. Consumers are configured with producers' "NF profiles" and directly communicate with a producer of their choice.

Model B - Direct communication with NRF interaction: Consumers do discovery by querying the NRF. Based on the discovery result, the consumer does the selection. The consumer sends the request to the selected producer.

Model C - Indirect communication without delegated discovery: Consumers do discovery by querying the NRF. Based on discovery result, the consumer does the selection of an NF Set or a specific NF instance of NF instance set. The consumer sends the request to the SCP containing the address of the selected service producer pointing to a NF service instance or a set of NF service instances. In the latter case, the SCP selects an NF Service instance. If possible, the SCP interacts with NRF to get selection parameters such as location, capacity, etc. The SCP routes the request to the selected NF service producer instance.

Model D - Indirect communication with delegated discovery: Consumers do not do any discovery or selection. The consumer adds any necessary discovery and selection parameters required to find a suitable producer to the service request. The SCP uses the request address and the discovery and selection parameters in the request message to route the request to a suitable producer instance. The SCP can perform discovery with an NRF and obtain a discovery result.

Figure E.1-1 depicts the different communication models.
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Figure E.1-1: Communication models for NF/NF services interaction
***** End of Changes *****
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