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	Reason for change:
	For public network integrated NPN as a Network Slice of PLMN, there is a limitation. Network slicing does not enable the possibility to prevent UEs from trying to access the network in areas which the UE is not allowed to use the Network Slice allocated for the NPN. To solve this, in 23.501 5.30.3.1, Closed Access Groups (CAG) may optionally be used in addition to network slicing to apply access control. But it is not clear whether CAG could be used as input to determine the network slice selection.

	
	

	Summary of change:
	Add a NOTE to clarify that CAG and network slice selection are separated from each other. CAG is only used at network/cell selection and S-NSSAI is used for Network Slice Instance selection e.g. AMF selection.

	
	

	Consequences if not approved:
	If CAG is not separated from network slice selection, it will mix network/cell selection with slice selection.
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[bookmark: _Toc5026444]**** First Change *****
5.30.3.1	General
Public network integrated NPNs are NPNs made available via PLMNs e.g. by means of dedicated DNNs, or by one (or more) Network Slice instances allocated for the NPN. The existing network slicing functionalities apply as described in clause 5.15. When an NPN is made available via a PLMN, then the UE has a subscription for the PLMN.
NOTE 1:	Annex D provides additional consideration to consider when supporting Non-Public Network as a Network Slice of a PLMN.
As network slicing does not enable the possibility to prevent UEs from trying to access the network in areas which the UE is not allowed to use the Network Slice allocated for the NPN, Closed Access Groups may optionally be used in addition to network slicing to apply access control.
A Closed Access Group identifies a group of subscribers who are permitted to access one or more CAG cells associated to the CAG.
CAG is used for the Public network integrated NPNs to prevent UE(s), which are not allowed to access the NPN via the associated cell(s), from automatically selecting and accessing the associated cell(s).
[bookmark: _GoBack]NOTE 2:	CAG is used for authorization at network/cell selection and configured in the subscription as part of the Mobility Restrictions i.e. independent from any S-NSSAI. CAG is not used as input to AMF selection nor Network Slice selection and there is no need to associate between a CAG and an S-NSSAI in the UE or NG-RAN.
The following clauses describes the functionality needed for supporting CAGs.
Editor's note:	It is FFS whether Emergency services are to be supported in a CAG cell.
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