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Abstract of the contribution: This contribution proposes to introduce a description for serving bridged RGs and associated support for allocating multiple IPv4 addresses per PDU Session.
Introduction

This proposal implements the proposal described in the Discussion Paper in S2-1905005, for how to support bridged RGs using Ethernet or IP PDU Session types. 
Proposal

It is proposed to update TS 23.316 as follows:
**** First Change ****
4.X 
Support for bridged RG

PDU Sessions serving an RG working in bridge mode follows the general description in this TS, with further clarifications described below in this clause.

A PDU Session serving an RG operating in bridged mode may use Ethernet PDU Session type or IP-based PDU Session type (i.e. IPv4, IPv6 or IPv4v6), based on operator configuration.

In case of IP based PDU Session type, the PDU Session may be associated with multiple IP addresses, if supported by SMF/UPF. In this case IP addresses are requested by the RG or devices behind the RG using DHCPv4 or DHCPv6. Allocation of multiple IPv4 addresses using DHCPv4 is described in clause 4.6.2.X and allocation of multiple IPv6 addresses using DHCPv6 as described in clause 4.6.2.2. The W-AGF supports DHCP relay functionality to relay DHCP requests from devices behind the RG toward the SMF/UPF via the PDU Session user plane.
NOTE: 
In this release of the specification, in case of bridged 5G-RG using NG-RAN access, the 5G-RG would need to support similar functionality as the W-AGF (DHCP relay, ARP/ND). Alternatively, routed RG is used for FWA.   

In case of Ethernet PDU Session type, the description in TS 23.501 [2] clause 5.6.10.2 applies. 
**** Next Change ****
4.6.2
IP address allocation

4.6.2.1
General

IP address allocation is performed as described in TS 23.501 [2] clause 5.8.2.2.

In addition to the IP address management features described in TS 23.501 [2] clause 5.8.2.2 the 5GC elements and RG support the following mechanisms:
a.
IPv6 address allocation using DHCPv6 may be supported for allocating individual /128 IPv6 address(es) for a PDU Session. The details of IPv6 address allocation using DHCPv6 are described in clause 4.6.2.2.

b.
IPv6 Prefix Delegation using DHCPv6 may be supported for allocating additional IPv6 prefixes for a PDU Session. The details of Prefix Delegation are described in clause 4.6.2.3.
c.
When IPv4 address allocation using DHCPv4 is supported (as described in TS 23.501 [2] clause 5.8.2.2), the SMF/UPF may in addition support allocating of multiple IPv4 addresses per PDU Session. This option is further described in clause 4.6.2.X.
The mechanisms in a. and b. above are only applicable for IPv6 and IPv4v6 PDU Session types. The mechanisms in c. above is only applicable for IPv4 and IPv4v6 PDU Session types.
**** Next Change ****
4.6.2.X
IPv4 Address Allocation using DHCPv4

If DHCPv4 is used to allocate IPv4 address(es), after the PDU Session is established, the RG initiates a DHCPv4 procedure to request IPv4 address. 

For scenarios where a IP-based PDU Session is established for an RG, the SMF may receive multiple DHCPv4 requests from for a single PDU Session. In such case the SMF may be able to allocate multiple IPv4 addresses for the PDU Session. If the SMF is only capable of allocating a single IPv4 address per PDU Session, only the first DHCPv4 request for a PDU Session will result in an IPv4 address allocation. 

NOTE: 
Multiple DHCPv4 requests for a single PDU Session could be received by SMF if the RG or W-AGF acts as a DHCP relay for devices behind the RG.

When allocation of multiple IPv4 addresses using DHCPv4 is supported for a PDU Session, the SMF allocates an IPv4 subnet for the PDU Session at PDU Session Establishment. The individual IPv4 addresses provided to as part of DHCPv4 procedure are then allocated from that subnet, and the corresponding subnet mask is provided in the DHCP message to the UE. The SMF determines the maximum size of the subnet for a PDU Session to a specific DNN and S-NSSAI based on subscription data and local configuration. For statically assigned subnets, the subscription data in UDM for a DNN and S-NSSAI includes a subnet prefix and a subnet mask. When a subnet is allocated for the PDU Session, the SMF provides the subnet description (IP address and subnet mask) to the PCF instead of individual address(es).
**** Next Change ****
5.1.1
W-AGF

The functionality of W-AGF in the case of Wireline 5G Access network includes the following:

-
Termination of N2 and N3 interfaces to 5G Core Network for control - plane and user-plane respectively.

-
Handling of N2 signalling from SMF (relayed by AMF) related to PDU Sessions and QoS.

-
Relaying uplink and downlink user-plane packets between the 5G-RG and UPF and between FN-RG and UPF. This involves:

-
Enforcing QoS corresponding to N3 packet marking, taking into account QoS requirements associated to such marking received over N2

-
N3 user-plane packet marking in the uplink.

-
Supporting AMF selection.

-
Termination of wireline access protocol on Y4 and Y5 .

-
In case of FN-RG the W-AGF acts as end point of N1 on behalf of the FN-RG.
-
In case of bridged RG, the W-AGF supports DHCP relay functionality as well as ARP/ND functionality. 
In case of Wireline 5G Broadband Access network the definition of W-AGF functionalities is specified in WT-456 [9] and WT-457 [10] .

Editor's note:
the references to BBF WT-456 and WT-457 will be revised when finalized by BBF.

In case of Wireline 5G Cable Access network the definition of W-AGF functionalities is specified by Cablelabs.

**** Next Change ****
6.3.X
User Plane Protocol Stack between the 5G-RG and the 5GC in case of bridged RG 
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Legend:

· DHCP/ARP/ND: Corresponds to DHCP relay, ARP/ND handling. General IP PDUs are transparently bridged by RG and W-AGF.
· Ethernet L2: Ethernet layer possibly including one or multiple level of VLAN headers. The actions that the RG and the W-5GAN may carry out on the Ethernet L2 (to e.g. add a VLAN header UL and remove it DL) is defined in BBF specifications (WT-456 [9]).

· W-UP: This set of protocols/layers is defined by BBF WT-456 [9].

· GTP-U: this protocol is defined in TS 29.281 [xx].
Figure 6.3.X-1: User Plane stack for W-5GAN for bridged RG and IP-based PDU Session type for W-5GAN access
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Legend:

· DHCP/ARP/ND: Corresponds to DHCP relay, ARP/ND handling. General IP PDUs are transparently bridged by RG and W-AGF.
· Ethernet L2: Ethernet layer possibly including one or multiple level of VLAN headers. The actions that the RG and the W-5GAN may carry out on the Ethernet L2 (to e.g. add a VLAN header UL and remove it DL) is defined in BBF specifications (WT-456 [9]).

· RAN protocols: This set of protocols/layers refers to the protocols used to carry PDUs between 5G-RG and RAN.

· GTP-U: this protocol is defined in TS 29.281 [xx].

Figure 6.3.X-2: User Plane stack for W-5GAN for bridged RG and IP-based PDU Session type for RAN access
The user plane protocol stack between 5G-RG and UPF for bridged RG with IP-based PDU Session type is defined in Figure 6.3.X-1 and Figure 6.3.X-2.

The W-UP protocol stack between 5G-BRG and W-AGF for W-5GBAN is defined in BBF WT-456 [x].

Editor's note: The protocol stack between 5G-RG and W-AGF for the layers below PDU layer need to be aligned to relevant specifications, when available.
**** Next Change ****
8.1.1
Nudm_SubscriberDataManagement (SDM) Service

8.1.1.1
General

In addition to the Subscription data types used in the Nudm_SubscriberDataManagement Service, as defined in Table 5.2.3.3.1-1 of TS 23.502 [3], the additional data types defined in Table 8.1.1.1-1 below are applicable for RGs connected to 5GC via W-5GAN.

Table 8.1.1.1-1: Wireline access specific UE Subscription data types

	Subscription data type
	Field
	Description

	Access and Mobility Subscription data (data needed for UE Registration and Mobility Management)
	RG Level Wireline Access Characteristics
	The RG level Wireline Access Characteristics parameter provides QoS information for the W-AGF, as defined in clause 4.5.1.2. This parameter is handled by the UDM as a transparent container.

	Session Management Subscription data (data needed for PDU Session Establishment)
	Subscribed-Session-TMBR
	The maximum aggregated uplink and downlink MBRs to be shared across all GBR and Non-GBR QoS Flows in each PDU Session, which are established for the DNN, S-NSSAI. Applicable only for the wireline access network for a 5G-RG or FN-RG, as defined in clause 4.4.x.1.

	
	Maximum size of delegated IPv6 prefix 
	The maximum IPv6 prefix size to be allocated for a PDU Session. Only applicable in case IPv6 prefix delegation is supported for a PDU Session, as described in clause 4.6.2.3.

	
	Maximum size of IPv4 subnet
	The maximum IPv4 subnet size to be allocated for a PDU Session for bridged RGs. Only applicable when allocation of multiple IPv4 addresses using DHCPv4 is supported for a PDU Session, as described in clause 4.6.2.X.


**** End of Changes ****
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