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	Reason for change:
	Based on existing description for GBR QoS flows:

If the PCC rule allows a GBR QoS Flow in both accesses, the SMF decides to which access network to provide the QoS profile for the GBR QoS Flow based on its local policy.
Therefore, when the selected access network becomes unavailable (e.g. based on access network performance measurement report), the SMF needs to send the QoS profile to the other access in order to guarantee the QoS requirement for this QoS flow.



	
	

	Summary of change:
	Clarify that when the current access becomes unavailable, the SMF shall decide to use the other access, provide the QoS profile to the other access and delete the QoS profile in the current access.
Add Access Unavailability report subscription in the Multi-Access Rule and add Access Unavailability report in the Usage Report generated by UPF.

	
	

	Consequences if not approved:
	When the current access becomes unavailable for a GBR QoS flow, no description of how the network handles it.
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	Other comments:
	The revisions in clause 5.32.4 needs to be implemented after the approved version of S2-1904087.
Changes wrt rev2 highlighted in yellow in the CR itself
· Removed references to “the Notification Control parameter is not included in the PCC rule for the GBR QoS Flow”
Considering rev2, it would make little sense for PCF to issue a PCC rule to allow the GBR flow on both access without Notification Control set: per rev2 this would ask to consider the PCC rule as not fulfilled when the access on which the GBR flow is unavailble while the other access is both allowed and available
The switching between 3GPP and N3GPP access should not take more time than a Hand-Over especially as the UE is Dual Radio in this case. 
Asking the SMF to notify the PCF before and after the switch would cause un-necessary signaling and confuse the application (that would take corrective actions upon the first notication and then a (few) 100ms later to cancel this corrective action) 

· Removed following text in MAR: The SMF shall set this indication in the MAR if the Notification Control parameter is set in the PCC rule for the GBR QoS Flow. 


* * * First Change * * *

5.32.4
QoS Support 

The 5G QoS model for the Single-Access PDU Session is also applied to the Multi-Access PDU Session, i.e. the QoS Flow is the finest granularity of QoS differentiation in the Multi-Access PDU Session. One difference compared to the Single-Access PDU Session, is that in a MA PDU Session there can be separate user-plane tunnels between the AN and the PSA, each one associated with a different access. However, the QoS Flow is not associated with specific access, i.e. it is access agnostic, so the same QoS is supported when the traffic is distributed over 3GPP and non-3GPP accesses. The SMF shall provide the same QFI in 3GPP and non-3GPP accesses so that the same QoS is supported in both accesses.

A QoS Flow of the MA PDU Session may be either Non-GBR or GBR depending on its QoS profile. For a Non-GBR QoS Flow, the SMF provides a QoS profile to both access networks, if the UE is in CM-CONNECTED state in both accesses. For a GBR QoS Flow, the SMF shall provide a QoS profile to a single access network as follows:

-
If the PCC rule allows a GBR QoS Flow in a single access, the SMF provides the QoS profile for the GBR QoS Flow to the access network allowed by the PCC rule.

-
If the PCC rule allows a GBR QoS Flow in both accesses, the SMF decides to which access network to provide the QoS profile for the GBR QoS Flow based on its local policy. 
For a GBR QoS Flow, traffic splitting is not supported because the QoS profile is provided to a single access network at a given time.

For a GBR QoS flow, upon receiving the Access Unavailability report from the UPF indicating that current access is unavailable, 

-
if a corresponding PCC rule allows  a GBR QoS Flow only on this access , the SMF shall release the resources for the GBR QoS Flow and report to the PCF about the removal of the PCC rule.
-
if a corresponding PCC rule allows the GBR QoS Flow on both accesses and the other access is not available, the SMF shall release the resources for the GBR QoS Flow and report to the PCF about the removal of the PCC rule.
-
if a corresponding PCC rule allows the GBR QoS Flow on both accesses and the other access is available , the SMF shall try to move the GBR QoS Flow to the other access. The SMF may first trigger a PDU session modification procedure to provide the QoS profile to the other access and then release the resources for the GBR QoS Flow in the current access .. If the other access does not accept the QoS profile, the SMF shall delete the GBR QoS Flow and report to the PCF about the removal of the PCC rule.

When the MA PDU Session is established, the SMF provides QoS rule(s) to the UE, which are applied by the UE as specified in clause 5.7.1.4. The QoS rule(s) are commonly used for both 3GPP access and non-3GPP access, so the QoS classification is independent of ATSSS rules.

The derived QoS rule generated by Reflective QoS is applied independently of the access on which the RQI was received.
NEXT CHANGE
5.8.2.11.7
Usage Report generated by UPF

The UPF sends the usage report to inform the SMF about the measurement of an active URR or about the detection of application traffic of an active Packet Detection Rule. For each URR, the usage report may be generated repeatedly, i.e. as long as any one of the valid event triggers applies. A final usage report is sent for a URR when it is no longer active, i.e. either the URR is removed or all the references to this URR in any of the Packet Detection Rules belonging to the N4 session.

Following attributes can be included in the usage report:

Table 5.8.2.11.7-1: Attributes within Usage Report
	Attribute
	Description
	Comment

	N4 Session ID
	Uniquely identifies a session.
	Identifies the N4 session associated to this Usage Report

	Rule ID
	Uniquely identifies the Packet Detection Rule or Usage Reporting Rule within a session which triggered the report.
	Packet Detection Rule is only indicated when Reporting trigger is Detection of 1st DL packet for a QoS Flow or Start/stop of traffic detection.

Usage Reporting Rule is indicated for all other Reporting triggers.

	Reporting trigger
	Identifies the trigger for the usage report.
	Applicable values are:

Detection of 1st DL packet for a QoS Flow; Start/stop of traffic detection with/without application instance identifier and deduced SDF filter reporting; Deletion of last PDR for a URR; Periodic measurement threshold reached; Volume/Time/Event measurement threshold reached; Immediate report requested; Measurement of incoming UL traffic; Measurement of discarded DL traffic; MAC address reporting in the UL traffic; reporting of unknown destination MAC/IP address.

	Start time
	Provides the timestamp, in terms of absolute time, when the collection of the information provided within Usage-Information is started.
	Not sent when Reporting trigger is Start/stop of traffic detection.

	End time
	Provides the timestamp, in terms of absolute time, when the information provided within Usage-Information is generated.
	Not sent when Reporting trigger is Start/stop of traffic detection.

	Measurement information
	Defines the measured volume/time/events for this URR.
	Details refer to TS 29.244 [65].

	Access Unavailability report
	Reports to the SMF that the current ongoing access becomes unavailable to send GBR traffic.
	


NEXT CHANGE
5.8.2.11.8
Multi-Access Rule

The following table describes the Multi-Access Rule (MAR) that includes the association to the two FARs for both 3GPP access and N3GPP access in case of supporting ATSSS.
Table 5.8.2.11.8-1: Attributes within Multi-Access Rule

	Attribute
	Description
	Comment

	N4 Session ID
	Identifies the N4 session associated to this PDR.
	

	Rule ID
	Unique identifier to identify this rule.
	

	Steering functionality
	Indicates the applicable traffic steering functionality:

Values “MPTCP functionality”, “ATSSS-LL functionality”, etc
	

	Steering mode
	Values “Active-Standby”, “Smallest Delay”, “Load Balancing” or “Priority-based”.


	

	Access Unavailability report Indication
	Indicates that the UPF shall report access unavailability to the SMF.
	

	Per-Access Forwarding 
Action information (NOTE 1)
	Forwarding Action Rule ID
	The Forwarding Action Rule ID identifies a forwarding action that has to be applied.
	

	
	Weight
	Identifies the weight for the FAR in case steering mode is "Load Balancing"
	The weights for the 2 FARs need to sum up to 100

	
	Priority
	Values “Active or Standby” or “High or Low” for the FAR
	“Active or Standby” for “Active-Standby” steering mode and

“High or Low” for “Priority-based” steering mode

	
	List of Usage Reporting Rule ID(s)
	Every Usage Reporting Rule ID identifies a measurement action that has to be applied.
	This enables the SMF to request separate usage reports for different FARs (i.e. different accesses)

	NOTE 1:
The Per-Access Forwarding Action information is provided per access type (i.e. 3GPP access or Non-3GPP access) 


END OF CHANGES
