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	Reason for change:
	Some of the SMF related descriptions are not described in TS 23.503 but only referred to TS 23.203.  
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	Summary of change:
	It is proposed to delete the reference to TS 23.203 in TS 23.503 and move the context from TS 23.203 to TS 23.503 as following: 
· Clause 6.2.2.1 of TS 23.203 maps to clause 6.2.2.1 in TS 23.503. (General description on PCEF is missing)

· Clause 6.2.2.2 of TS 23.203 maps to clause 6.2.2.2 in TS 23.503. (Service data flow detection)

· Clause 6.2.2.3 of TS 23.203 maps to clause 6.2.2.3 in TS 23.503. (measurement)
Most of the context are similar with which is described in 203 but need to map the terms, i.e.:

· The IP-CAN session of TS 23.203 maps to the PDU Session in 5GC.

· The OCS of TS 23.203 maps to CHF in 5GC.

· The IP-CAN bearer of TS 23.203 maps to the QoS Flow in 5GC.

· The PCRF of TS 23.203 maps to the PCF in 5GC.

· The PCEF of TS 23.203 maps to the SMF in 5GC, but the SMF will instruct UPF to enforce the measurement.

· The event trigger of TS 23.203 maps to the Policy Control Request Trigger in 5GC.

· The default bearer of TS 23.203 maps to the QoS Flow associated with the default QoS rule in 5GC.
The mapping terms are shown in the words with a different editor.

Some of the context need to be removed:

· TDF and BBERF are not existing in 5GS.

· The UE Mode and UE/NW Mode policy control are not existing in 5GC.
Some other rewordings and corrections:

· The PCF selection has been defined in clause 6.3.7.1 of TS 23.501, so no need to copy it from 203 in clause 6.2.2.1.
· SMF does not contact with UDR directly but via NEF(PFDF) in clause 6.2.2.2.
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* * * First change* * * * 
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]
3GPP TS 23.501: "Technical Specification Group Services and System Aspects; System Architecture for the 5G System".
[3]
3GPP TS 23.502: "Procedures for the 5G System; Stage 2".
[4]
3GPP TS 23.203: "Policies and Charging control architecture; Stage 2".

[5]
3GPP TS 23.228: "IP Multimedia Subsystem (IMS); Stage 2".

[6]
3GPP TS 23.179: "Functional architecture and information flows to support mission-critical communication service; Stage 2".

[7]
3GPP TS 23.335: "User Data Convergence (UDC); Technical realization and information flows; Stage 2".

[8]
3GPP TS 32.240: "Charging management; Charging architecture and principles".

[9]
3GPP TS 23.402: "Architecture enhancements for non-3GPP accesses".

[10]
3GPP TS 23.161: "Network-Based IP Flow Mobility (NBIFOM); Stage 2".

[11]
3GPP TS 23.261: "IP flow mobility and seamless Wireless Local Area Network (WLAN) offload; Stage 2".

[12]
3GPP TS 23.167: "3rd Generation Partnership Project; Technical Specification Group Services and Systems Aspects; IP Multimedia Subsystem (IMS) emergency sessions".

[13]
3GPP TS 29.507: "Access and Mobility Policy Control Service; Stage 3".

[14]
Void.
[15]
3GPP TS 22.011: "Service Accessibility".
[16]
3GPP TS 23.221: "Architectural requirements".
[17]
3GPP TS 29.551: "5G System; Packet Flow Description Management Service; Stage 3".
[18]
3GPP TS 32.421: "Telecommunication management; Subscriber and equipment trace; Trace concepts and requirements".
[19]
3GPP TS 24.526: "UE Equipment (UE) policies for 5G System (5GS); Stage 3".
[20]
3GPP TS 32.291: "Charging management; 5G system, Charging service; stage 3".
[21]
3GPP TS 32.255: "Telecommunication management; Charging management; 5G Data connectivity domain charging; Stage 2".
[22]
3GPP TS 24.501: "Non-Access-Stratum (NAS) protocol for 5G System (5GS); Stage 3".
[23]
3GPP TS 23.280: "Common functional architecture to support mission critical services; Stage 2".
[24]
3GPP TS 23.288: "Architecture enhancements for 5G System (5GS) to support network data analytics services".
[xx]
3GPP TS 23.216: “ Single Radio Voice Call Continuity (SRVCC); Stage 2”.

[yy]
3GPP TS 23.272: “ Circuit Switched (CS) fallback in Evolved Packet System (EPS); Stage 2”.
* * * Second change* * * * 
6.2.2.1
General

The SMF is responsible for the enforcement of the policy decisions related to service data flow detection, authorized QoS, charging, gating, traffic usage reporting, packet routing and forwarding and traffic steering. The SMF controls the policy and charging enforcement which includes the binding of service data flows to QoS Flows (as described in clause 6.1.3.2.4) as well as the interaction with the CHF. The SMF interacts with the UPF(s), the RAN and the UE to achieve the appropriate treatment of the user plane traffic.

The SMF control of the UPF(s) is described in TS 23.501 [2] as well as the interaction principles between SMF and RAN and between SMF and UE. The procedures for the interaction between SMF and UPF, SMF and RAN as well as SMF and UE are described in TS 23.502 [3].

The SMF is enforcing the Policy Control as indicated by the PCF in two different ways:

-
Gate enforcement. The SMF shall instruct the UPF to allow a service data flow, which is subject to policy control, to pass through the UPF if and only if the corresponding gate is open;

-
QoS enforcement:

-
5QI corresponding with 5G QoS Characteristics. The SMF shall be able to convert a 5QI value to 5G QoS Characteristics values.

-
PCC rule QoS enforcement. The SMF shall instruct the UPF to enforce the authorized QoS of a service data flow according to the active PCC rule (e.g. to enforce DSCP marking).

-
QoS Flow QoS enforcement. The SMF controls the QoS that is provided to a combined set of service data flows. The policy enforcement function ensures that the resources which can be used by an authorized set of service data flows are within the "authorized resources" specified by the PCF. The authorized QoS provides an upper bound on the resources that can be reserved (GFBR) or allocated (MFBR) for the QoS Flow. During QoS Flow QoS enforcement, if packet filters are provided to the UE, the SMF shall provide packet filters with the same content as that in the SDF template filters received from the PCF.

The SMF is enforcing the charging control in the following way:

-
For a service data flow (defined by an active PCC rule) that is subject to charging control, the SMF shall allow the service data flow to pass through the UPF if and only if there is a corresponding active PCC rule with and, for online charging, the CHF has authorized credit for the charging key. The SMF may let a service data flow pass through the UPF during the course of the credit re-authorization procedure.

For a service data flow (defined by an active PCC rule) that is subject to both Policy Control and Charging Control, the SMF shall allow the service data flow to pass through the UPF if and only if the right conditions from both policy control and charging control happen. I.e. the corresponding gate is open and in case of online charging the CHF has authorized credit for its charging key.

For a service data flow (defined by an active PCC rule) that is subject to policy control only and not charging control, the SMF shall allow the service data flow to pass through the UPF if and only if the conditions for policy control are met.

A SMF may be served by one or more PCF nodes. The SMF shall contact the appropriate PCF as described in clause 6.3.7.1 of TS 23.501 [2].
The operator may configure an indicator in UDM which is delivered to the SMF within the Charging Characteristics and used by the SMF to not establish the SM Policy Association during the PDU Session establishment procedure.

NOTE 1:
The decision to not establish the SM Policy Association applies for the life time of the PDU Session.

NOTE 2:
The indicator in the UDM is operator specific, therefore its value is understood within the HPLMN and can be used in both non-roaming or home routed roaming cases.

The SMF shall, on request from the PCF, modify a PCC rule, using the equivalent SMF behaviour as the removal of the old and the activation of the new (modified) PCC rule. The SMF shall modify a PCC rule as an atomic operation. The SMF shall not modify a predefined PCC rule on request from the PCF.

The SMF should support predefined PCC rules.

The SMF shall gather and report QoS Flow usage information according to clause 6.1.3.3. The SMF may have a pre-configured Default charging method. Upon the initial interaction with the PCF, the SMF shall provide pre-configured Default charging method if available.

At PDU Session establishment the SMF shall initiate the SM Policy Association Establishment procedure. If no PCC rule was activated for the PDU Session, the SMF shall reject the PDU Session establishment.

If there is no PCC rule active for a successfully established PDU Session at any later point in time, e.g., through a PCF initiated SM Policy Association Modification, the SMF shall initiate a PDU Session termination procedure. If the PCF terminates the SM Policy Association, the SMF shall initiate a PDU Session termination procedure.

If there is no PCC rule active for a successfully established QoS Flow at any later point in time, e.g., through a PCF triggered SM Policy Association Modification, the SMF shall initiate a PDU Session Modification procedure an terminate the QoS Flow.

If the PDU Session is modified, e.g. by changing the characteristics for an QoS Flow, the SMF shall first use the Policy Control Request Trigger to determine whether to request the PCC rules for the modified PDU Session from the PCF; afterwards, the SMF shall use the re-authorisation triggers, if available, in order to determine whether to require re-authorisation for the PCC rules that were either unaffected or modified. If the SMF receives an unsolicited update of the PCC rules from the PCF, the PCC rules shall be activated, modified or removed as indicated by the PCF.

The SMF shall inform the PCF about the outcome of a PCC rule operation. If a QoS Flow cannot be established or modified to satisfy the QoS Flow binding, then the SMF shall reject the activation of a PCC rule.

The SMF shall inform the PCF about any removal of a PCC rule, that the PCF has activated, that occurs without explicit instruction from the PCF.

When QoS Flow resources are released, i.e. at SM Policy Association termination or SMF-initiated SM Policy Association modification notifying that PCC Rules are removed, the SMF shall also provide, if available, the reason why resources are released, i.e. RAN/NAS Release Cause, TWAN Release Cause or UWAN Release Cause.

NOTE 4:
In case of a rejection of a PCC rule activation the PCF may e.g. modify the attempted PCC rule, de-activate or modify other PCC rules and retry activation or abort the activation attempt and, if applicable, inform the AF that transmission resources are not available.

The SMF forwards the Maximum Packet Loss Rate for UL and DL, if received from PCF for the PCC rule bound to a 5QI=1 QoS Flow. In the case multiple PCC Rules share one 5QI=1 QoS Flow and the SMF received multiple Maximum Packet Loss Rates, the SMF chooses the lowest value per direction related to these PCC rules.

When the PCF provides updated PCC rules for the IP-CAN session to the SMF, and the PCC rules were not enforced due to that the UE is in suspend state, e.g. due to SRVCC to GERAN without DTM support as specified in clause 6.2.2.1 in the TS 23.216 [xx] or CSFB to UTRAN without PS Handover as specified in clause 6.5 in the TS 23.272 [yy], the SMF shall indicate to the PCF that the PCC Rules were not enforced with the reason that the UE is in suspend state. Upon reception of the failure indication, the PCF may subscribe to UE resumed from suspend state event trigger.

* * * Third change* * * * 
6.2.2.2
Service data flow detection

The Service Data Flow detection uses the service data flow template included in a PCC Rule provide by the PCF. The service data flow template defines the data for the service data flow detection as a set of service data flow filters or an application identifier referring to an application detection filter.The SMF maps the service data flow template in the PCC Rule into the detection information in a Packet Detection Rules to the UPF as described in TS 23.501 [2].

The application detection filters provided to the SMF may be extended with the PFDs provided by the NEF(PFDF). How the SMF uses the service data flow detection capabilities in the UPF is described in TS 23.501 [2] clause 5.8.2.

For IP PDU Session type and Ethernet PDU Session type, the service data flow filters that may apply for traffic on a PDU Session are defined in TS 23.501 [2] clause 5.7.6. The following specifics apply:

-
Each service data flow template may contain any number of service data flow filters;

-
Each service data flow filter is applicable uplink, downlink or both uplink and downlink;

NOTE 1:
Service data flow filters that apply in both uplink and downlink should be used whenever possible.

-
Each service data flow filter may contain information about whether the explicit signalling of the corresponding traffic mapping information to the UE is required.

NOTE 2:
This information enables e.g. the generation/removal of traffic mapping information for the UE as well as the usage of PCC rules with specific service data flow filters on the QoS Flow associated with the default QoS rule without the need to generate traffic mapping information.

* * * Fourth change* * * * 
6.2.2.3
Measurement

The SMF shall ensure that the UPF supports data volume, duration, combined volume/duration and event based measurement for charging. The Measurement method indicates what measurement type is applicable to the PCC rule.

NOTE 1:
Event based charging is only applicable to predefined PCC rules and PCC rules using an application detection filter (i.e. with an application identifier).

The SMF shall ensure that the UPF measurement measures all the user plane traffic, except traffic that PCC causes to be discarded.

The SMF shall ensure that the UPF maintains a measurement per QoS Flow, and Charging Key combination.

If Service identifier level reporting is mandated in a PCC rule, the SMF shall ensure that the UPF maintains a measurement for that Charging Key and Service Identifier combination, for the QoS Flow.

NOTE 2:
In addition, the SMF may instruct the UPF to maintain QoS Flow level measurement if required by the operator.

For usage monitoring, the SMF shall ensure that the UPF supports volume and time measurement for a PDU Session and maintains a measurement for each PDU Session for which the PCF has requested the Usage report trigger and provided threshold values on a PDU Session level. The SMF shall ensure that the UPF is able to support volume and time measurements simultaneously for a given PDU Session.

The SMF shall ensure that the UPF supports volume and time measurement per Monitoring key and maintain a measurement for each Monitoring key if the PCF has requested the Usage report trigger and provided threshold values on Monitoring key level. The SMF shall ensure that the UPF is able to support volume and time measurements simultaneously for a given Monitoring Key.

The SMF shall ensure that the UPF supports simultaneous volume and time measurement for usage monitoring on PDU Session level and Monitoring key level for the same PDU Session.

Volume and time measurements for usage monitoring purposes on PDU Session level and on Monitoring key level shall be performed independently of each other. If the PCC rule is associated with an indication of exclusion from session level monitoring, the SMF shall ensure that the UPF does not consider the corresponding service data flow for the volume and time measurement on PDU Session level.

If the Usage report reached Policy Control Request Trigger is set and a volume or a time threshold is reached, the SMF shall report this event to the PCF. The SMF shall continue to perform volume or time measurement after the threshold is reached and before a new threshold is provided by the PCF. At PDU Session termination or if the conditions defined in clause 6.4 for continued monitoring are no longer met, or if the PCF explicitly requests a usage report, the SMF shall inform the PCF about the resources that have been consumed by the user since the last usage report for the affected Monitoring keys, including the resources consumed before and after the Monitoring time was reached, if provided according to clause 6.2.1.1.

If combined volume and time measurements are requested by the PCF, then the reporting shall be done for both together. For example, if the volume threshold is reached, the consumed time shall be reported as well and, in order to continue combined volume and time measurements, the PCF shall provide a new time threshold along with a new volume threshold. The SMF shall continue to instruct the UPF to perform volume and time measurement after the threshold is reached and before a new threshold is provided by the PCF. If new threshold is provided only for time or volume, then the measurements shall continue only for that provided type and the SMF shall ensure that the accumulated usage for the non provided type is discarded by the UPF.

When the PCF requests to report usage, the SMF shall report the accumulated usage to the PCF according to the provided usage threshold, i.e. the SMF reports accumulated volume when the volume threshold was provided by the PCRF, accumulated time when the time threshold was provided by the PCF and both accumulated volume and accumulated time when volume threshold and time threshold were provided by the PCRF.

If the Usage thresholds for a Monitoring key are not provided to the SMF in the acknowledgement of a PDU Session modification where its usage was reported, then the usage monitoring shall not continue in the SMF for that Monitoring key.

When the Monitoring time occurs, the accumulated volume and/or time usage shall be recorded by the UPF and reported to the SMF, and:

-
If the subsequent usage threshold value is provided, the usage threshold shall be reset to this value by the SMF.

-
Otherwise, the usage threshold shall be set by the SMF to the remaining value of the threshold previously sent by the PCF (i.e. excluding the accumulated usage).

The first usage report after the Monitoring Time was reached shall indicate the usage up to the Monitoring time and usage after the Monitoring time.

In order to support time based usage monitoring, the PCF may optionally indicate to the SMF, along with other usage monitoring information provided, the Inactivity Detection Time. This value represents the time interval after which the time measurement shall stop for the Monitoring key, if no packets are received belonging to the corresponding Monitoring Key during that time period. Time measurement shall resume on receipt of a further packet belonging to the Monitoring key.

Time measurement for a Monitoring key shall also be stopped when time based usage monitoring is disabled, if this happens before the Inactivity Detection Time is reached.

If an Inactivity Detection Time value of zero is provided, or if no Inactivity Detection Time is present within the usage monitoring information provided by the PCF, the time measurement shall be performed continuously from the point at which it was started until time based usage monitoring is disabled.
The SMF instructs the UPF to provide usage reports to the SMF as described in TS 23.501, clause 5.8.2.6.

* * * End of the changes* * * *
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