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1. Overall Description:

SA3 thanks SA2 for the information on the use-case that is being considered in SA2 under the 5WWC WI.
SA3 discussed the use-case and understands that it is based on an isolated 5G network with devices that do not support 3GPP RAT access, connecting to 5GC via fixed broadband access.
SA3 would like to provide the following clarifications:

a) TS 33.501 clause 6.1 requires “all” devices to use specified primary authentication methods when accessing 5GC of a public network. This is regardless of the access type (3GPP, non-3GPP or wireline access network) or whether the device supports 3GPP RAT. For those devices that do not support 3GPP RAT, TS 33.501 doesn’t specify where the credentials are stored.
b) In the case of a fully isolated network, in which the 5GC is not used in a public network, authentication of devices within the isolated network may be based on any EAP authentication method in addition to EAP AKA’ and 5G AKA as described in TS 33.501 Annex B. It is also noted that Annex B is an informative annex and that SA3 will not specify any specific EAP method and therefore SA2 shall not refer to a specific method but rather reference TS 33.501. 
c) In scenarios where a converged core is used to provide services in both the public network and the isolated network, the only supported authentication methods are those specified in TS 33.501 Clause 6.1 (i.e. 5G AKA and EAP AKA’).

SA3 also reviewed the attached CR (S2-1904375) which provides a procedure for the use-case mentioned in the SA2 LS reply. SA3 would like to provide the feedback that the SA2 CR shall not refer to any particular authentication method in step 5 of the procedure or describing credential storage aspects and instead refer to TS 33.501. SA3 would also like to point out that SA3 will need to further study the applicability of Annex B for 5WWC scenarios.

2. Actions:

To SA2
ACTION: 
Take the feedback into account and modify the CR accordingly.
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