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Abstract: This contribution discusses the exposure of monitoring events to the V2X application layer, as well as possible enhancements of EPC to support V2XAPP procedures.
1. Discussion

1.1
Considerations of V2XAPP WI
SA6 V2XAPP [1] aims at developing Stage 2 normative technical specification for the application layer support capabilities enabled over EPS, based on TS 23.286 and the conclusions in TR 23.795, including:

· Defining architecture requirements corresponding to the application layer support capabilities

· The overall functional architecture of the V2X application layer illustrating the application layer support capabilities being utilized by the V2X applications and services with the corresponding deployment models.

· Procedures and information flows supporting solutions for the application layer support capabilities.
V2XAPP proposed an architecture functional model as can be seen below:
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Figure 6.2-2: V2X application layer functional model (see TS 23.286)
The V2X Application Enabler (VAE) server acts as a GCS AS (see TS 23.468) or as a content provider (see TS 26.346) and can be either located within the PLMN or as authorized 3rd party server. The VAE server provides the server side V2X application layer support functions: communicating with EPS for unicast and multicast network resource management; receiving monitoring reports/events from EPS regarding network situation corresponding to RAN and core network; supporting registration of V2X UEs; tracking the application level geographic location of the V2X UEs; supporting V2X message distribution for the V2X applications.
In this regard, the VAE server also requires the interaction with the 3GPP system over SCEF and T8 for the following procedures (see annexes A.1-A.3 of TS 23.286):

· Service Negotiations including Notifications from 3GPP network (A.1 and A.2)
· Network and QoS event monitoring (A.3), including the following events:
Table A.3.1-1: Network situation and QoS monitoring events (see TS 23.286)
	Monitoring event
	Description
	Involved EPS entity

	Loss of connectivity
	Network detects that the UE is no longer reachable for either signalling or user plane communication.
	SCEF, MME (see NOTE 1)

	Communication failure
	Network detects a communication failure at a network entity
	SCEF, MME (see NOTE 1)

	Number of UEs present in a geographical area
	Network captures the UE density level per cell area or tracking area
	SCEF, MME (see NOTE 1)

	Access network congestion Level
	A RAN congestion awareness function detects the congestion situation in access network.
	Partly supported by SCEF, PCRF, RCAF (see NOTE 1)

	QoS notification control per UE or UEs
	E2E (including access network and core network) traffic real-time QoS monitoring information.
	Not supported (see NOTE 2)

	NOTE 1:
Specified in 3GPP TS 23.682 [7]
NOTE 2:
The QoS notification for low latency services is the responsibility of SA2


Observation 1: A requirement from SA6 V2XAPP is to enable the V2X application layer the capability of 1) negotiating service requirements with 3GPP underlying network and 2) monitoring 3GPP network and QoS situation, targeting EPC enhancements (with main impact on SCEF and T8 interface).
1.2 Exposure of Network Monitoring Events

The Monitoring Events feature is intended for monitoring of specific events in 3GPP system and making such monitoring event information available via the Service Capability Exposure Function (SCEF). The architecture and related functions to support Monitoring Events are defined in TS 23.682. These include

1. Loss of connectivity indicates when the 3GPP network detects that the UE is no longer reachable for either signaling or user plane communication. Such condition is identified when the mobile reachability timer expires in the MME or SGSN (see TS 23.401, TS 23.060), when the UE detaches and when an active UE is purged (see TS 29.272).

2. Communication failure: This monitoring event allows the SCS/AS to be notified of communication failure events, identified by RAN/NAS Release Cause codes per TS 23.401. The Monitoring Events is sent to the SCS/AS by the PCRF via the SCEF; however this does not apply for group monitoring.
3. Number of UEs present in a geographical area: This monitoring event allows the SCS/AS to ask for the number of UEs that are in the geographic area described by the SCS/AS. The SCS/AS may ask for the UEs that the system knows by its normal operation to be within the area (Last Known Location) or the SCS/AS may request the system to also actively look for the UEs within the area (Current Location). When the SCS/AS includes External Group Identifier(s) in the monitoring request, the MME/SGSN counts the number of UEs at the requested location that have each IMSI Group Identifier(s) in its subscription information corresponding to the External Group Identifier(s) received from SCS/AS. The report that is provided by the network to the SCS/AS shall include the number of UEs in the geographic area per External Group Identifier.

4. Access Network Congestion level: The procedures described in this clause use the RAN Congestion Awareness Function (RCAF) and corresponding features as defined in TS 23.401 and TS 23.060. The SCEF communicates with the RCAF via the Ns reference point. After receiving the request for network status notification from the SCS/AS, the SCEF derives the RCAF(s) responsible for the indicated geographical area, and requests congestion reporting from these RCAF(s). The RCAF reports to the SCEF information from the RUCI (see TS 23.203) for every cell or eNodeB belonging to the indicated geographical area. Based on the congestion information the SCEF receives from the identified RCAF(s), the SCEF derives and reports the network status for the geographical area as Network Status Indication (NSI) to the SCS/AS. The request procedure for one-time or continuous reporting of network status is described in clause 5.8.2 and the report procedure for continuous reporting of network status in clause 5.8.3.
Observation 2: The monitoring of network events is already supported by the SCEF via the T8 interface, and there is no foreseen impact on EPC for re-using these procedures for V2X services
Proposal 1: It is proposed to reuse the SCEF/T8 procedures as specified in TS 23.682 and TS 29.122 to address the V2XAPP requirements
1.3 Exposure of QoS Monitoring

The exposure of QoS monitoring to an external entity (V2X application layer) is currently not supported in EPS. The exposure of QoS notification, in terms of alerting the application layer for a possible failure to fulfil the QoS of an AS session is partially supported for the following case:

· SCEF supports for MTC the procedure for “Setting up an AS session with required QoS” (TS23.682, sections 4.5.11, 5.11). In this procedure, the SCEF gets informed by the PCRF about bearer level events for the Rx session (e.g., transmission resources are released/lost); and the SCEF sends a status information message (SCS/AS Identifier, TLTRI, Status) to the SCS/AS. The status indicates the bearer level event received from the PCRF (Step 7, in Figure 5.11-1).
Observation 3: The monitoring of QoS by a 3rd party application server is partially supported by the SCEF using a status information message for bearer-level events. The SCEF does not support the real-time monitoring of AS session QoS. Any enhancement to support real-time monitoring would have impact on EPS; and in particular the functions of SCEF and T8.
Proposal 2: agree on the Reply LS in [2].
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