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[bookmark: OLE_LINK6]Abstract of the contribution: this paper discusses and proposes a way forward how to re-allow the network slice specific authentication and authorization (SSAA) for already rejected S-NSSAI due to SSAA failure or revocation.
1.	Discussion
During the SA2#132 meeting the conclusion of the eNS study KI#3 were agreed in CR against 23.501 was agreed in S2-1904722. After the SSAA procedure has completed and the SSAA failed for a particular S-NSSAI, the following description was agreed:
1) The S-NSSAIs which were not successfully authenticated and authorized are not included in the Allowed NSSAI and are included in the list of Rejected S-NSSAIs with a rejection cause value indicating Network Slice-Specific Authentication and Authorization failure.
…
2) If an S-NSSAI is rejected with a rejection cause value indicating Network Slice-Specific Authentication and Authorization failure, the UE can re-attempt to request the S-NSSAI based on policy, local in the UE.
…
3) After a successful or unsuccessful UE Network Slice-Specific Authentication and Authorization, the UE context in the AMF shall retain the authentication and authorization status for the UE for the related specific S-NSSAI of the HPLMN while the UE remains RM-REGISTERED in the PLMN, so that the AMF is not required to execute a Network Slice-Specific Authentication and Authorization for a UE at every Periodic Registration Update or Mobility Registration procedure with the PLMN.
The yellow highlighted text in 2) shows that the UE can determine to request again the rejected S-NSSAI based on local policies. But what are these local policies? 
Analysis: one assumed use case is that an Application in the UE can perform an application layer signalling to 1) renew credentials or 2) renew subscription with the service provider. But even if such action has been performed on the application layer, is an Application in the UE allowed to change the NAS layer configuration, i.e. to delete a particular Rejected S-NSSAI? Such application layer manipulation of the NAS configuration should be avoided. In summary, allowing the UE to delete Rejected S-NSSAI(s) internally may result in undesirable and non-deterministic behavior.
NOTE:	So far in Rel-15 and Rel-16, a Rejected S-NSSAI can be have a reject validity either 1) for the entire PLMN or 2) for the current Registration Area, i.e. the UE can autonomously remove a Rejected S-NSSAI when either changing PLMN or moving outside a registration area.  
Observation 1: the UE should not be allowed to delete internally Rejected S-NSSAI(s) based on local policy.

The yellow highlighted text in 3) shows that the AMF stores the failed Authentication or revoked Authorization in the UE context "while the UE remains RM-REGISTERED in the PLMN". This would mean that the AMF may anyway reject the related S-NSSAI, even if the UE would include previously rejected S-NSSAI in the Requested NSSAI in a new Registration Request message. 

The question is how/when to allow the UE to re-attempt to request the S-NSSAI which was rejected due to unsuccessful or revoked SSAA?
Alternative 1: allow for temporary rejection of S-NSSAI. This is a possible condition, but the follow-up question is how the reject timer value is determined? Assuming that the AMF determines the timer, based on which information does the AMF determine the timer value?  The AF or AAA Server can indicate a service unavailability time value in the failed/revoked SSAA message. This would allow the AMF to consider this time to temporarily reject the S-NSSAI (i.e. there is an associate reject time to the Rejected S-NSSAI).
Analysis: The AAA Server can know/determine the service unavailability time based on various conditions (e.g. User daily or weekly spending limit, etc.). The AAA server can indicate the service unavailability time in the failed authentication result or in the revocation request message. This would allow the AMF to consider this time to temporarily reject the S-NSSAI (i.e. there is an associate reject time to the Rejected S-NSSAI).
Observation 2: if the AF/AAA-S provides service unavailability time in the authentication failure or authorization revocation message, the AMF may provide reject timer associated with the Rejected S-NSSAI.

Alternative 2: based on the cited text in 3) above and the fact that the AMF keeps a status of the SSAA result in the UE context, means are provide to the AF/AAA-S to update the status in the AMF of the failed Authentication or revoked Authorization for the particular UE.  The AF/AAA-S can use an exposed NBI API to update the SSAA status in the network.  If the AF/AAA-S updates previously failed authentication or revoked authorization, the AMF can perform UCU procedure to update the list of rejected S-NSSAIs and delete the previously rejected S-NSSAI.  
Use case: after failed or revoked SSAA, the UE may perform application layer signalling exchange with the service provider (e.g. AF) and can 1) renew credentials or 2) renew subscription with the service provider. The service provider can store the status about previously failed authentication or revoked authorization, so that the service provider can updated the status in the 5GS via an exposed network service via NEF. 
Analysis: this option offers a clean way to update the status in the 5GS about previously failed Authentication or revoked Authorization for the particular UE. It requires that the service provider (e.g. AF/AAA-S) stores a status of previously failed Authentication or revoked Authorization for the particular UE, so that the AF/AAA-S can initiate the status update towards the 5GS. This can be performed by extending the existing 5GS feature "Exposure of provisioning capability towards external functions". 
Observation 3: the 5GS should provide means (e.g. service exposure via NEF) to the AF/AAA-S to update the status of previously failed or revoked SSAA. The AMF can perform UCU procedure to update the list of rejected S-NSSAIs and delete the previously rejected S-NSSAI.

Proposal
From the Discussion part above, Observations 2 and 3 seem as a possible solutions for the question how/when to allow the UE to re-attempt to request the S-NSSAI which was rejected due to unsuccessful or revoked SSAA. 
Looking further at Observation 2, it may be possible that even if a service provider (AF/AAA-S) indicates a unavailability time, the UE may perform application layer signalling with the service provider and renew the service allowance before the timer expires. With this, in order to allow for 1) simple implementation in UE and AMF avoiding running of timers; 2) instant updates and 3) more deterministic behaviour, it is proposed that enabling signalling for updating the status of failed or revoked SSAA is a sufficient feature, i.e. Observation 3 is preferred.
[bookmark: _GoBack]Proposal:	Based on Observation 3, it is propose to allow a service provider (AF/AAA-S) to update the status of Authentication failure or Authorization revocation in the 5GS by using an exposed network service via NEF. The AMF can perform UCU procedure to update the list of rejected S-NSSAIs and delete the previously rejected S-NSSAI.
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