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1. Discussion

In last SA2 meeting, it was approved to add the AF event exposure service to TS 23.501 and TS 23.502, but it is not explicitly displayed in TS 23.288, so this paper is to align this AF service in TS 23.288.
Some other editorial changes are proposed, such as:
- Some unnecessary examples of definition and abbreviation are deleted in clause 3.1 and 3.2.

- Explicitly clarifies in a new clause that the discovery of NWDAF can refer to TS 23.501;

- Editor note in clause 6.2.2 about the requirement of event IDs’ new definition and extension is deleted;
- Editor change of reference in clause 6.4.2;
- The correlation ID in clause 6.4.2 is deleted, because it has been removed from the input data table in last SA2 meeting;

- An Editor Note is changed to Note in clause 6.5.4. 
- Flowchart for procedure in clause 6.6.4 is updated.
2. Proposal
**** First Change ****
3
Definitions and abbreviations

3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].



3.2
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1], TS 23.501 [2], TS 23.502 [3] and TS 23.503 [4]. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].


*************** next change ***************
6.1.X
NWDAF discovery and selection
The NWDAF service consumer or AF selects an NWDAF that supports requested analytics information by using the NWDAF discovery principles defined in clause 6.3.13, TS 23.501 [2].
*************** next change ***************
6.2.2
Data Collection from NFs/AFs
6.2.2.1
General
The Data Collection from NFs/AFs is used by NWDAF to subscribe/unsubscribe at any NF or AF to be notified for data on a set of events.

The Data Collection from NFs/AFs is based on the services of AMF, SMF, UDM, PCF, NRF and AF (possibly via NEF):

-
Event Exposure Service offered by each NF or AF as defined in TS 23.502 [3] clause 4.15 and clause 5.2.

-
other NF services (e.g. Nnrf_NFDiscovery and Nnrf_NFManagement in NRF as defined in TS 23.502 [3] clause 4.17)

This data collection service is used directly in order to retrieve behaviour data for individual UEs or groups of UEs (e.g. UE reachability), and also to retrieve global UE information (e.g. Number of UEs present in a geographical area).



Table 6.2.2.1-1: NF/AF Services consumed by NWDAF for data collection
	NF
	Service
	Reference in TS 23.502 [3]

	AMF
	Namf_EventExposure
	5.2.2.3

	SMF
	Nsmf_EventExposure
	5.2.8.3

	PCF
	Npcf_EventExposure
	5.2.5.7

	UDM
	Nudm_EventExposure
	5.2.3.5

	NEF
	Nnef_EventExposure
	5.2.6.2

	NRF
	Nnrf_NFDiscovery
	5.2.7.3

	
	Nnrf_NFManagement
	5.2.7.2

	AF
	Naf_EventExposure
	5.2.x.1


NOTE:
How NWDAF collects data from UPF is not defined in this Release of the specification.

To retrieve data related to specific UEs, the NWDAF shall first discover which NF instances are serving these UEs unless the NWDAF already has this information.
*************** next change ***************
6.4
Observed Service experience related network data analytics

6.4.1
General

NWDAF subscribes the network data from 5GC NF(s) defined in Table 6.4.2-2 and the service data from AF, or via NEF, defined in Table 6.4.2-1 to train a Service MOS Model for the given application and then provides the observed service experience for the application.
6.4.2
Input Data

The service data from the AF and the network data from 5GC NFs for observed service experience are defined in Table 6.4.2-1 and Table 6.4.2-2 here below.
Table 6.4.2-1: Service Data from AF related to the observed service experience

	Information
	Source
	Description

	Application ID
	AF
	To identify the service and support analytics per type of service (the desired level of service)

	Locations of Application
	AF/NEF
	Locations of application represented by a list of DNAI(s). The NEF may map the AF-Service-Identifier information to a list of DNAI(s) when the DNAI(s) being used by the application are statically defined.

	Service Experience
	AF
	Refers to the QoE as established in the SLA and during on boarding. It can be either e.g. MOS or video MOS as specified in ITU-T P.1203.3 [11] or a customized MOS

	Timestamp
	AF
	A time stamp associated to the observed level of Service Experience provided by the AF, mandatory if the observed Service Experience is provided by the ASP.


NWDAF subscribes the service data from AF in the Table 6.4.2-1 by invoking Naf_EventExposure_Subscribe service (Event ID = Service Data, Event Filter information = Application ID, Target of subscription = Any UE) as defined TS 23.502 [3].

Table 6.4.2-2: QoS flow level Network Data from 5GC NF related to the QoS profile assigned for a particular service (identified by an Application Id or IP filter information)

	Information
	Source
	Description

	Timestamp
	5GC NF
	A time stamp associated with the collected information.

	Location Info
	AMF
	The UE location information when the service is delivered.

	DNN
	SMF
	To identify the DNN for the PDU Session which contains the QoS flow

	S-NSSAI
	SMF
	To identify the S-NSSAI for the PDU Session which contains the QoS flow

	Application ID
	PCF/SMF
	Provided by the AF, which is used by NWDAF to identify the application service provider and application for the QoS flow

	IP filter information
	
	Provided by the AF, which is used by NWDAF to identify the service data flow for policy control and/or differentiated charging for the QoS flow

	QFI
	AMF/PCF/SMF
	QoS Flow Identifier

	QoS flow Bit Rate
	UPF
	The observed bit rate for UL direction; and

The observed bit rate for DL direction

	QoS flow Packet Delay
	UPF
	The observed Packet delay for UL direction; and
The observed Packet delay for the DL direction

	Packet retransmission


	UPF
	The observed number of packet retransmission


Table 6.4.2-3: UE level Network Data from OAM related to the QoS profile
	Information
	Source
	Description

	Reference Signal Received Power
	OAM
	The per UE measurement of the received power level in a network cell, including SS-RSRP, CSI-RSRP as specified in clause 5.5 of TS 38.331 [14] and E-UTRA RSRP as specified in clause 5.5.5 of TS 36.331 [15]

	Reference Signal Received Quality
	OAM
	The per UE measurement of the received quality in a network cell, including SS-RSRQ, CSI-RSRQ as specified in clause 5.5 of TS 38.331 [14] and E-UTRA RSRQ as specified in clause 5.5.5 of TS 36.331 [15]

	Signal-to-noise and interference ratio
	OAM
	The per UE measurement of the received signal to noise and interference ratio in a network cell, including SS-SINR, CSI-SINR, E-UTRA RS-SINR, as specified in clause 5.1 of TS 38.215 [12]


NWDAF subscribes the network data from 5GC NF(s) in the Table 6.4.2-2 by invoking Nnf_EventExposure_Subscribe service operation.
The time stamp are provided by both the AF and each NF to allow correlation of QoS and traffic KPIs for training. The clock reference is able to know the accuracy of the time and correlate the time series of the data retrieved from AF and each NF.

*************** next change ***************
6.5.4
Procedures

The procedure depicted in Figure 6.5.4-1 allows a consumer NF to request analytics to NWDAF for NF load of various NF instances as defined in 6.5.1.

[image: image1.emf]NF NWDAF

11. Nnwdaf_AnalyticsSusbcription_Notify 

(NF id, NF load information)

1.Nnwdaf_AnalyticsInfo_Request / 

Nnwdaf_AnalyticsSubscription_Subscribe 

request (type of analytics = NF load information, 

target of analytics = NF id)

8. Nnwdaf_AnalyticsInfo_Response / 

Nnwdaf_AnalyticsSubscription_Subscribe 

response response (NF id, NF load information)

OAM

7. NWDAF derives requested 

analytics

10. New analytics generated 

for the target NF load

2-5.  Data Collection 

from OAM Procedure

9. Notification

NRF

6. Nnrf_NFManagement_NFStatusSubscribe (NF id)


Figure 6.5.4-1: NF load analytics provided by NWDAF
1.
The NF sends a request to the NWDAF for analytics for NF load for a specific NF, using either the Nnwdaf_AnalyticsInfo or Nnwdaf_AnalyticsSubscription service. The Analytics ID is set to NF load information, the target for analytics is set to NF id. The NF can request statistics or predictions or both and can provide a time window.
2-5. If the request is authorized, and in order to provide the requested analytics, the NWDAF may need for each NF targeted instance to subscribe to OAM services to retrieve the target NF load information and the target NF resource status following steps captured in Clause 6.2.3.2 for data collection from OAM. Steps 2-5 may be skipped when e.g. the NWDAF already has the requested analytics.

Editor's note:
The exact SA5 service used is FFS.

NOTE:
The call flow only shows a subscription/notification model for the simplicity, however both request-response and subscription-notification models should be supported.

6.
The NWDAF may retrieve the NF load from NRF using Nnrf_NFManagement_NFStatusSubscribe service operation for each NF instance.
Note:
Either step 6 or step 2-5 is performed.
7.
The NWDAF derives requested analytics.
8.
The NWDAF provide requested NF load analytics to the NF, using either the Nnwdaf_AnalyticsInfo_Response or Nnwdaf_AnalyticsSubscription_Subscribe response, depending on the service used in step 1.

9-11. If at step 1 the NF has subscribed to receive continuous reporting of NF load analytics, the NWDAF may generate new analytics and provide them to the NF upon reception of notification of new NF load information from OAM.
*************** next change ***************
6.6.4
Procedures


[image: image3]
Figure 6.6.4-1: Procedure for subscription to network performance analytics
1.
The NF sends Nnwdaf_AnalyticsSubscription_Subscribe or Nnwdaf_AnalyticsInfo_Request (Analytics ID="Network Performance", AnalyticsFilter="Area of interest" or "Area of interest" and "Internal Group Identifier", Observation Period(s)) to the NWDAF.

2.
The NWDAF discovers from NRF the AMF(s) belonging to the AMF Region(s) that include(s) the Area of Interest and subscribes to NF load information from NRF about these AMF(s).
Editor's note:
It is FFS based on which information the NWDAF knows which NF to ask NRF.
3.
The NWDAF subscribes to OAM to get the load information on the Area of Interest, following the procedure captured in Clause 6.2.3.2.

Editor's note:
The exact SA5 service, granularity (NF, eNB) and measurement or KPI that are used for load information are FFS (e.g. UL/DL Total PRB Usage, distribution of UL/DL Total PRB Usage as per TS 28.552, VRU as per TS 28.554 clause 6.4.2).
4.
The NWDAF collects the number of UEs located in the Area of Interest from AMF using Namf_EventExposure_Subscribe service, including the Target Event Reporting provided as an input parameter (i.e. any UE or Internal Group Identifier)..
Editor's note: An Event ID such as "Number of UEs present in a geographical area" needs to be added to TS 23.502 clause 5.2.2.3.1, as currently this Event ID is only specified for NEF.
5.
The NWDAF derives the requested analytics.

6. 
The NWDAF sends Nnwdaf_AnalyticsSubscription_Notify or Nnwdaf_AnalyticsInfo_Request response (one or more instances of the n-tuple (Load in Area of Interest and number of UEs, timestamp) SubscriptionCorrelationId, Probability of assertion).

7-8.
A change of network performance information, i.e. change in the load in the area of interest at the observed period, is detected by OAM, or a change in the NF load information is reported by NRF, and is notified to NWDAF.

9.
The NWDAF derives new analytics based on the most recent data collected.

10.
The NWDAF provides a notification using Nnwdaf_AnalyticsSubscription_Notify (one or more instances of the n-tuple (Load in Area of Interest and number of UEs, timestamp) SubscriptionCorrelationId, Probability of assertion.
*************** End of changes ***************
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