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Abstract of the contribution: This contribution proposes to add editor's notes for privacy requirements and L2 ID collision handling in PC5 unicast.
Discussion
(1) Change of L2 ID due to Application Layer ID changes
In current clause of 5.6.1.4, there is a requirement on L2 ID change:
When application layer identifiers changes, the source Layer-2 ID(s) of the unicast link(s) shall be changed if the link(s) was used for V2X communication with the changed application layer identifiers.

In reason for this requirement was the privacy considerations. If the L2 ID of the unicast link is kept, a third party may be able to trace the UE and connect the new Application Layer Identifier and the old Application Layer Identifier.

However, this was based on the assumption that the Application Layer Identifier, which is only included in the user plane payload of the unicast link, is visible to the third party. In case the payload is cyphered, third party would not be able to see the Application Layer Identifier, and therefore there is no need to change the L2 ID when the identifier changes. 

Since SA3 has already started a study on the eV2X, and one of the main topics is on the security protection, it may be possible that the bearer level security would be introduced for PC5 unicast protection in Rel-16. In that case, the above requirements on L2 ID change wouldn't be necessary. 

Therefore, it is proposed to add an editor's note regarding the L2 ID change requirements.     
Proposal 1: Add an editor's note regarding the L2 ID change when Application Layer Identifier changes for PC5 unicast.
(2) Handling the conflict on UE self-assigned source Layer-2 ID for unicast
For a UE in PC5 unicast, it may detect the Layer-2 ID conflicts of the other UEs connected to it. For example, UE-A may receive unicast connection requests from UE-B and UE-C that are using the same source Layer-2 ID. Therefore, there is a need for UE-A to inform one of the UE to change the source Layer-2 ID. For example, UE-A should reject UE-C's request with an error code indicating conflicting Layer-2 IDs. As this is an matter of PC5 Signaling protocol design, it should be handled by CT1 as part of the error handling case.

Proposal 2: Add a NOTE to clarify that Stage 3 will define the mechanism handling the conflict on UE self-assigned source Layer-2 ID for unicast.
* * * * Start of the 1st Change * * * * 

5.6.1.4
Identifiers for unicast mode V2X communication over PC5 reference point
For unicast mode of V2X communication over PC5 reference point, the destination Layer-2 ID used depends on the communication peer, which is discovered during the establishment of the unicast link. The initial signalling for the establishment of the unicast link may use a default destination Layer-2 ID associated with the service type (e.g. PSID/ITS-AID) configured for unicast link establishment, as specified in clause 5.1.2.1. During the unicast link establishment procedure, Layer-2 IDs are exchanged, and should be used for future communication between the two UEs, as specified in clause 6.3.3.1.
The UE needs to maintain a mapping between the application layer identifiers and the source Layer-2 IDs used for the unicast links, as the V2X application layer does not use the Layer-2 IDs. This allows the change of source Layer-2 ID without interrupting the V2X applications.

When application layer identifiers changes, the source Layer-2 ID(s) of the unicast link(s) shall be changed if the link(s) was used for V2X communication with the changed application layer identifiers.
Editor's Note: It is FFS if the Layer-2 ID(s) needs to be changed based on SA3's conclusion on security protection on PC5 unicast. If bearer level encryption is provided, the Layer-2 ID(s) can be kept after the application layer identifier change.   
A UE may establish multiple unicast links with a peer UE and use the same or different source Layer-2 IDs for these unicast links.
Editor's note:
Further updates of the identifier description may be required based on RAN WG feedback.
NOTE: Stage 3 will define the mechanism handling the conflict on UE self-assigned source Layer-2 ID for PC5 unicast.
* * * * End of Changes * * * * 
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