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*** First Change ***
[bookmark: _Toc4578136]4.17.4	NF/NF service discovery by NF service consumer in the same PLMN


Figure 4.17.4-1: NF/NF service discovery in the same PLMN
1.	The NF service consumer intends to discover services available in the network based on service name and target NF type. The NF service consumer invokes Nnrf_NFDiscovery_Request (Expected NF service Name, NF Type of the expected NF instance, NF type of the NF consumer) from an appropriate configured NRF in the same PLMN. The parameter may include optionally SUPI, Data Set Identifier(s), External Group ID (for UDM, UDR discovery), UE's Routing Indicator (for UDM and AUSF discovery), S-NSSAI, NSI ID if available, and other service related parameters. In addition, for AMF discovery, the parameters may include AMF Region ID, AMF Set ID, TAI. The NF service consumer may indicate a preference for target NF location in the Nnrf_NFDiscovery_Request. A complete list of parameters is provided in service definition in clause 5.2.7.3.2.
NOTE 1:	The NF service consumer indicates its NF location for preference for target NF location.
NOTE 2:	The use of NSI ID within a PLMN depends on the network deployment.
NOTE 3:	The need for other service related parameters depends on the NF type of the expected NF instance(s) and refer to the clause 6.3 " Principles for Network function and Network Function Service discovery and selection" in TS 23.501 [2]. It is up to NF implementation whether one or multiple NF service instances are registered in the NRF.
2.	The NRF authorizes the Nnrf_NFDiscovery_Request. Based on the profile of the expected NF/NF service and the type of the NF service consumer, the NRF determines whether the NF service consumer is allowed to discover the expected NF instance(s). If the expected NF instance(s) or NF service instance(s) are deployed in a certain network slice, NRF authorizes the discovery request according to the discovery configuration of the Network Slice, e.g. the expected NF instance(s) are only discoverable by the NF in the same network slice.
3.	If allowed, the NRF determines a set of NF instance(s) matching the Nnrf_NFDiscovery_Request and internal policies of the NRF and sends the NF profile(s) of the determined NF instances. Each NF profile containing at least the output required parameters (see clause 5.2.7.3.2) to the NF service consumer via Nnrf_NFDiscovery_Request Response message. 
	If IMPU (or other public identifier) is used as an optional input parameter in the request the NRF shall invoke the Nslf_SubDiscovery service with the SLF to obtain the subscriber’s SUPI (see clause 4.17.X).
	If the target NF is HSS, UDR, UDM or AUSF, if SUPI was used as optional input parameter in the request, the NRF shall provide the corresponding HSS, UDR, UDM or AUSF instance(s) that matches the optional input SUPI. Otherwise, if SUPI is not provided in the request, the NRF shall return all applicable UDR instance(s) (e.g. based on the Data Set Id, NF type), HSS instance(s), UDM instance(s) or AUSF instance(s) (e.g. based on NF type) and if applicable, the information of the range of SUPI(s) and/or Data Set Id each UDR instance is supporting.
	If the target NF is CHF, if SUPI, GPSI or PLMN ID was used as optional input parameter in the request, the NRF shall provide the corresponding CHF instance(s) that matches the optional input SUPI, GPSI or PLMN ID. The NRF shall provide the primary CHF instance and the secondary CHF instance pair(s) together. Otherwise, if neither SUPI/PLMN ID nor GPSI is provided in the request, the NRF shall return all applicable CHF instance(s) and if applicable, the information of the range of SUPI(s), GPSI(s) or PLMN ID(s).
	If the NF service consumer provided a preferred target NF location, the NRF shall not limit the set of discovered NF instances or NF service instance(s) to the target NF location, e.g. the NRF may provide NF instance(s) or NF service instance(s) for which location is not the preferred target NF location if no NF instance or NF service instance could be found for the preferred target NF location.

*** Second Change ***
4.17.X	Determining a Subscriber’s Private Identifier
When discovering certain NF instances (e.g. UDM, UDR, etc), a potential input parameter is the subscriber’s private identifier (SUPI). However, some NF consumers may only have access to a subscriber’s public identifier; before the NF instace can be discovered (using the SUPI) the public identifier needs to be mapped to an associated private identifier for the subscriber.  The procedure in figure 4.17.X-1 shows how a network function (NF consumer, NRF, or SCP) can obtain the private identifier (SUPI) when only a public identifier is known by the network function.



Figure 4.17.X-1 Determing private ID from public ID

1.	NF invokes Nslf_SubDiscovery service request with public ID.
2.	SLF looks up public ID to determine private ID.
3.	SLR responds to requestor with private ID or NF instance.
NOTE:	SLF may be manually configured with static NF instance ID’s and if requested respond with the single static instance ID’s configured for a subscriber.


*** Third Change ***
[bookmark: _Toc4423269]
[bookmark: _Toc4578407]5.2.7.3.2	Nnrf_NFDiscovery_Request service operation
Service operation name: Nnrf_NFDiscovery_Request
Description: provides the IP address or FQDN of the expected NF instance(s) and, if present in NF profile, the Endpoint Address(es) of NF service instance(s) to the NF service consumer.
Inputs, Required: one or more target NF service Name(s), NF type of the target NF, NF type of the NF service consumer.
If the NF service consumer intends to discover an NF service producer providing all the standardized services, it provides a wildcard NF service name.
Inputs, Optional:
-	S-NSSAI and the associated NSI ID (if available), DNN, target NF/NF service PLMN ID, NRF to be used to select NFs/services within HPLMN, Serving PLMN ID, the NF service consumer ID, preferred target NF location, TAI.
NOTE 1:	For network slicing the NF service consumer ID is a required input.
-	FQDN for the S5/S8 interface of the PGW-C+SMF, to discover the N11/N16 interface of the PGW-C+SMF in case of EPS to 5GS mobility.
-	If the target NF stores Data Set(s) (e.g., UDR): SUPI, public identifier (e.g. IMPU), Data Set Identifier(s). (UE) IPv4 address or (UE) IPv6 Prefix.
NOTE 2:	If the request includes a public identifier the NRF may need to map the public identifier to the SUPI using the SLF as described in clasue 4.17.X. 
NOTE 32:	The (UE) IPv4 address or (UE) IPv6 Prefix is provided for BSF discovery: in that case the NRF looks up for a match within one of the Range(s) of (UE) IPv4 addresses or Range(s) of (UE) IPv6 prefixes provided by BSF(s) as part of the invocation of Nnrf_NFManagement_NFRegister operation. The NRF is not meant to store individual (UE) IPv4 addresses or (UE) IPv6 prefixes.
-	If the target NF is UDM or AUSF, the request may include the UE's Routing Indicator.
-	If the target NF is AMF, the request may include AMF region, AMF Set, GUAMI.
-	If the target NF is UDR or UDM or AUSF, the request may include UDR Group ID or UDM Group ID or AUSF Group ID respectively.
NOTE 43:	It is assumed that the corresponding NF service consumer is either configured with the corresponding Group ID or it received it via earlier Discovery output.
-	For the UPF Management defined in clause 4.17.6: UPF Provisioning Information as defined in that clause.
-	If the target NF is CHF, the request may include SUPI or GPSI as specified in TS 32.290 [42].
-	If the target NF is PCF or SMF, the request may include the MA PDU Session capability to indicate that a NF instance supporting MA PDU session capability is requested.
-	If the target NF is NWDAF, the request may include Analytics ID(s). Details about NWDAF specific information are described in clause 6.3.12, TS 23.501 [2].
Outputs, Required: A set of NF instances, containing per NF Instance: NF type, NF instance ID, FQDN or IP address(es) of the NF instance and, a list of services instances, where each service instance has a service name, a NF service instance ID, and optionally Endpoint Address(es)
Endpoint Address(es) may be a list of IP addresses or an FQDN for the NF service instance.
Outputs, Optional: Per NF instance, other information in the NF profile listed in clause 6.2.6 in TS 23.501 [2] related to the NF instance, such as:
-	If the target NF stores Data Set(s) (e.g. UDR): Range(s) of SUPIs, range(s) of GPSIs, range(s) of external group identifiers, Data Set Identifier(s). If the target NF is BSF: Range(s) of (UE) IPv4 addresses or Range(s) of (UE) IPv6 prefixes.
NOTE 4:	Range of SUPI(s) is limited in this release to a SUPI type of IMSI as defined in TS 23.003 [33].
-	If the target NF is UDM, UDR or AUSF, they can include UDM Group ID, UDR Group ID, AUSF Group ID.
-	For UDM and AUSF, Routing Indicator.
-	If the target NF is AMF, it includes list of GUAMI(s). In addition, it may include list of GUAMI(s) for which it can serve as backup for failure/maintenance.
-	If the target NF is CHF, it includes primary CHF instance and the secondary CHF instance pair(s).
-	For the UPF Management: UPF Provisioning Information as defined in clause 4.17.6.
-	S-NSSAI(s) and the associated NSI ID(s) (if available).
-	Information about the location of the target NF (operator specific information, e.g. geographical location, data center).
-	TAI(s).
-	PLMN ID.
-	If the target is PCF or SMF, it includes the MA PDU Session capability to indicate if the NF instance supports MA PDU session or not.
-	If the target NF is NWDAF, it includes the Analytics ID(s). Details about NWDAF specific information are described in clause 6.3.12, TS 23.501 [2].
See clause 4.17.4 and 4.17.5 for details on the usage of this service operation.


*** Fourth Change ***
[bookmark: _GoBack]

5.2.X	SLF Services
[bookmark: _Toc4423270]5.2.X.1	General
The following table shows the SLF Services and Service Operations:
Table 5.2.X.1-1: NF services provided by the SLF
	Service Name
	Service Operations
	Operation
Semantics
	Example Consumer(s)

	Nslf_SubDiscovery
	Request
	Request/Response
	NRF, AF (I-CSCF, S-CSCF), SCP



[bookmark: _Toc4423271]5.2.X.2	Nslf_SubDiscovery service
[bookmark: _Toc4423272]5.2.X.2.1	General
[bookmark: _Toc4423273]5.2.X.2.2	Nslf_SubDiscovery service operation
Service Operation name: Nslf_SubDiscovery.
Description: Discovers subscription information for the requested subscriber.
Inputs, Required:
· Public ID (IMPU)
· Response Info Requested (IMPI, SUPI, NF instance ID)
Inputs, Optional:
If response Info Requested is “NF instance ID”:
· NF Instance Type
Outputs, Required: Result indication.
Outputs, Optional: 
-	IMPI
-	SUPI
-	NF Instance ID


*** End of Changes ***
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