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Abstract of the contribution: This contribution discusses the need for a common solution to handle all cases of DNN replacement and proposes a solution.

1
Introduction

As indicated in discussion paper S2-1902114 (CN handling of unsupported DNN), due to certain UE configuration issues, it may happen that a UE or a batch of UEs can request unsupported APN(s) or DNN(s) in PDN Connection or PDU Session request(s). 3GPP has already admitted the possibility of this misconfiguration, as error handling for unsupported DNN has been specified using AMF cause value #91 “DNN not supported or not subscribed in the slice”. The protocol error handling is clearly specified and predictable, but in terms of service provision it is not very useful, as the error handling procedure comprises only rejecting the unsupported request without providing any service to the UE.
This discussion paper is to some extent based on the text provided in S2-1902114 but in addition to handling of unsupported DNN(s) as indicated in S2-1902114 a solution should also include the possibility to replace a supported (i.e. allowed by subscription) but still not wanted DNN, in accordance with the operator policies.

Preferably a common solution should handle both cases of DNN replacement i.e. regardless of the requested DNN being unsupported or supported. Given the architectural nature of 5GC with separation of MM and SM, as well as PCF being the main NF for operator policies, a natural place for the decision logic of DNN replacement would be the PCF. Putting the decision logic in a place common to many AMFs (e.g. the same PCF would support the full AMF set) would increase the operator flexibility, decrease the configuration effort and secure a consistent configuration within the AMF set. 

The EPS handling of unsupported APN(s) was already approved in CR S2-182371, which allows the MME to replace a UE requested unsupported APN by a supported APN that is used for the remainder of the procedure.

The corresponding 5GC change was also briefly considered at the time when the EPC change was agreed. At that time, Rel-15 5GC was still under construction, and some aspects like network slicing was not sufficiently mature to build a solution for the DNN replacement. 

Now the Rel-15 5GC specifications are stabilising, but the DNN replacement feature is still missing. 

2
Discussion

2.1
Affected release

The EPC CR S2-182371 was agreed as Cat. C CR, which is fair categorisation. Consequently, it is not considered appropriate to propose the corresponding 5GC change as new requirement for Rel-15, but the originators would like to propose it at a TEI16 change. 

2.2
Architectural requirements

2.2.1
EPC requirements
The currently existing EPC design in TS 23.401 cannot be copied over to 5GC as it stands due to architectural differences. In EPC, the MME can replace the unsupported APN requested by UE by an APN that is supported in the network and use that supported APN “for the remainder of the procedure” as the specification text says. 

The MME uses the supported APN in its internal processing and in the network interfaces, but in order to avoid impacting EPS UE, the MME returns the UE requested (unsupported) APN back to the UE. So the supported APN that was inserted by the MME is only used in the network internal processing, but the UE still believes that it is accessing the APN that it requested. 

2.2.2
5GC requirements

The 5GC architecture splits Registration Management and Session Management roles to AMF and SMF. Consequently, the DNN update cannot be a carbon copy of the corresponding MME procedure, but the interaction of the SMF, AMF and PCF must also be considered. 

With the goal of having as little Session Management functionality as possible in the AMF what remains in AMF is only the detection that a requested DNN needs to be replaced. The actual replacement of requested DNN(S) and the DNN(s) to use as substitute(s) may instead be placed in the PCF. This would put the logic and the configuration of the operator policies in only one place. Based on subscribed DNNs AMF would be able to detect an unsupported DNN and thus indicate this to the PCF possibly leading to a DNN replacement. For the case of a supported but still being DNN(s) subject for replacement AMF needs to be armed with trigger(s) from the PCF indicating these DNNs (individually per UE). As part of the UE’s registration procedure the necessary triggers may be downloaded from PCF to AMF. Later on during PDU Session establishment and as a consequence of DNN replacement the PCF would return the resulting DNN to the AMF since AMF needs it to select SMF but also since the SMF will do the PDU session processing, and consequently, the AMF must pass the resulting DNN in addition to the requested DNN to the SMF.
The DNN signalling between the UE and the network is not symmetrical, as the UE indicates the requested DNN to the AMF in the AMF container (UL NAS TRANSPORT), but the SMF echoes back the selected DNN to the UE in Session Management signalling (PDU SESSION ESTABLISHMENT ACCEPT). Consequently, hiding the supported DNN that was selected by the AMF requires AMF and SMF co-operation. 

2.2.3
Proposed 5GC working assumptions

In EPC case, it was required to avoid showing to the UE the supported APN that was used by the MME in the PDN connection procedure. The reason was to avoid impacting existing UEs that would not be aware of the MME capability to use different APN from the one UE requested. Since the DNN replacement is proposed as Rel-16 feature, it is proposed to take the same approach also in 5GC, and only use the resulting DNN inside the network.

To avoid impacting non-supporting Rel-15 UEs that are not aware of this DNN replacement capability, the SMF will echo back to UE the DNN that it requested. In addition to the DNN replacement for the duration of the procedure, the PCF may update the UE configuration in a standalone procedure.
The EPS APN replacement is done by the MME based on local mapping between known unsupported APNs and supported APNs. In 5GC case, we would have more information that could be taken into account by the PCF when selecting the resulting DNN, since the UE indicates things like the requested S-NSSAI and the UE capabilities and preferences. Rel-16 work items are adding more UE parameters that could be useful, such as the preferred network behaviour for CIoT. It is proposed to allow the PCF to optionally take these indications into account when selecting the resulting DNN among possibly multiple applicable DNNs. 

To minimize the signalling impact, between the AMF and PCF, it is suggested to arm the AMF with triggers provided by the PCF during the registration procedure so that only specific cases like unsupported DNN or supported but unwanted DNN would result in invocation of the DNN replacement logic in PCF.

3
Proposal

Based on the above, the authors are proposing that SA2 review the proposals to add the DNN replacement by PCF as TEI16 item.
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