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Abstract of the contribution: This document proposes a solution for updating the Reliable Data Service and NIDD API to allow the serialization format to be indicated.
1 Discussion and Conclusions
In Rel-15 RDS, it must be assumed that the sender and receiver are provisioned to know what serialization format is used. This is not always true.  For example, there are many cases where the server (SCS) supports many serialization formats, the UE application supports only a single serialization format, and the SCS does not know what serialization format should be used before communication starts. Note that other protocols such as CoAP and HTTP allow the sender to indicate what serialization format is used. In HTTP, there is a header field called Content-Type. CoAP supports a Content-Format option. 
Observation 1: CoAP and HTTP allow the serialization format to be indicated on a per message basis.  Such per message indications are not necessary in IoT devices which are not expected to change their serialization format from message to message.  oneM2M indicates in their LS (S2-1903031) “that it is reasonable to assume that the UE Application (oneM2M MN/ASN-CSE or ADN-AE) will not change its serialization method during a NIDD session”.  
Conclusion 1: In a protocol such as RDS, which is being used by IoT applications that do not dynamically change how they serialize data, the serialization format that is used within a given application flow can be a semi-static configuration.

Observation 2: When NIDD Configuration is performed, the UE might not have established a PDN Connection yet; the applications on the UE likely did not start yet.  

Conclusion 2: During NIDD Configuration, it is possible for the SCS to indicate what serialization formats it will use, however it would not be possible to determine the serialization format that is used by the UE Applications at the time of NIDD Configuration.
Observation 3: RDS allows traffic from multiple applications to be multiplexed onto a single PDU session. Application port numbers are used to multiplex traffic from different application flows.
Conclusion 3: The application flows within a PDN Connection / PDU Session may each use a different serialization format.
Observation 4: Some IoT applications will use non-standard or uncommon serialization formats.  

Conclusion 4: In order to support IoT applications that use non-standard or uncommon serialization formats and in order to allow for backwards compatibility, indicating the serialization format should be optional.

2 Solution Proposal
It is proposed that a solution be developed that follows the following principles.
· The SCS/AS (or AF) indicates what serialization format it will use for each flow (i.e. application port number) during NIDD Configuration.
· The UE indicates what serialization format it will use for each flow (i.e. application port number) when a port number is reserved.

By following the principles above, the SCS/AS and UE Application would not be able to dynamically change serialization formats.  However, as noted above, it is not expected that IoT applications will need to change serialization formats. On the other hand, by following the principles above we avoid the need to indicate a serialization format in every packet.

One TS 23.682 CR (S2-1905023) has been submitted to add this option to EPC.

A TS 23.501 CRs (S2-1905024) and a TS 23.502 CRs (S2-1905025) have been submitted to add this option to 5GC.
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