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Abstract of the contribution: This contribution aims to suggest a possible solution for HSS discovery where the NRF can optionally interact with an external SLF.
Introduction

The HSS discovery is still under discussion. This contribution aims to suggest a possible solution.
Use case
Several HSS may be deployed in large networks and the subscribers are then distributed among them according to criteria defined by the operator, for instance region where the subscriber lives. It is then necessary to discover the HSS based on subscriber identity.

The most problematic requirement is to determine an HSS based on the IMPU of an incoming SIP request as subscriber identity, because the IMPU number space could be quite fragment due to number portability and a database with separate entries for many or all subscribers seems required.

However, there are also deployments with a single HSS (and thus trivial HSS discovery).

Previous Solution

For Diameter based Sh and Cx interfaces, an SLF (Subscription Locator Function) is defined in TS 23.228, but the details of the corresponding protocol were left to implementation.
An alternative possibility used in existing deployments is a Diameter Routing Agent (DRA) enhanced with an SLF-like integrated or attached database.

The SLF-like functionality probably needs to interact with the subscriber management of an operator, but this aspect is not covered in standards.
Design Criteria
1. Possibility to integrate existing SLF-like solutions.
As demonstrated above, operators with several HSS likely have an SLF-like functionality, but details of this functionality vary.
2. Taking advantage of new capabilities of the SBA:
The new NRF is a key component of the SBA and provides a dynamic view of available network functions and services (and their capabilities and properties) that is dynamically updated by those network functions. It can be addressed by the NF service consumers or SCPs (for eSBA option D) to discover NFs and services.
3. Avoiding options in the core IMS and configured information about selected discovery option.
One could conceive that the CSCF is configured with information whether to contact an NRF, SLF, or use legacy Diameter mechanisms for HSS discovery and subsequently contacting the SLF.
4. Avoiding excessive amounts of dynamically signalled information.
One could consider adding information about the served users in the information the HSS instances register dynamically in the HSS, but the amount of data and need for frequent updates of the registration (when subscribers are added to or removed from the HSS) would then be a severe problem.

5. Exploiting communalities for data base discovery .
The discovery of the UDM in the NRF can be based on a UDM group ID.

Proposed Solution
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The CSCF queries the NRF for HSS discovery and provides subscriber identities such as the IMPU as input.
The NRF may directly answer the query (e.g. if a single HSS is used in the network or if the NRF has an integrated SLF-like database)

Alternatively, the NRF may contact an external SLF via a new service-based interface (existing SLF functions could be enhanced accordingly):

· The SLF maps subscriber identities to an abstract HSS group identity (that identifies a group of HSS instances serving the same set of subscribers)

· HSS instances register their HSS group identity at the NRF

· The NRF select the HSS service instance(s) it returns for the CSCF query based on the HSS group identity obtained from the SLF and dynamic information (e.g. obtained from the HSS instance registration)
The NRF and SLF also support the migration from Diameter to HTTP: If they indicate in the reply to queries for HSS instances that the subscriber was not found, The CSCF should use Diameter interfaces (and existing HSS discovery mechanisms for those interfaces).
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