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[bookmark: _Toc4683751][bookmark: _Toc4683873]* * * * First change * * * * 
5.21.3	Network Reliability support with Sets
[bookmark: _Toc4683752]5.21.3.1	General
A NF that fails should be replaced by an alternative NF and continue serving the UE without any interruption. The same is also supported for NF Services. This can be achieved when the equivalent NFs and NF Services share the same context data or by Network Function/NF Service Context Transfer procedures as specified in clause 4.xx of TS23.502 [3].
Editor's note:	Clause 5.21.3 is to be updated if needed based on the outcome of SET concept.
Such a network reliability design shall work in both communication modes, i.e. Direct Communication and Indirect Communication. In the Direct Communication mode, the NF Service consumer is involved in the reliability related procedures. In Indirect Communication mode, the SCP is involved in the reliability related procedures.

* * * * Second Change (New clause) * * * *
5.21.4	Network Function/NF Service Context Transfer
5.21.4.1	General
Network Function/NF Service Context Transfer Procedures allow transfer of Service Context of a NF/NF Service from a Source NF/NF Service Instance to the Target NF/NF Service Instance e.g. before the Source NF/NF Service can gracefully close its NF/NF Service.  Push and Pull model for Service Context Transfer are supported as specified in clause 4.xx of TS23.502 [3].
Push and pull context transfer operations shall support indirect transfer of the contexts, i.e. Source NF/NF Service pushes the context to the CTSF, informs the Target NF/NF Service of the context location in the CTSF and the Target NF/NF Service retrieves the Context from the CTSF.

* * * * End of Changes * * * *

