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	Reason for change:
	In TS 24.501, subclause 4.5.3, Stage 3 has clearly allowed that an Operator defined access category can be made up of a S-NSSAI. By that it is possible that a slice can be used to map to an access category which can then be used by the UAC (Unified Access Control) process to check if access is allowed or not allowed, see extract from TS 24.501
================================================
[bookmark: _Toc4676109]4.5.3	Operator-defined access categories
Operator-defined access category definitions can be signalled to the UE using NAS signalling. Each operator-defined access category definition consists of the following parameters:
a)	a precedence value which indicates in which order the UE shall evaluate the operator-defined category definition for a match;
b)	an operator-defined access category number, i.e. access category number in the 32-63 range that uniquely identifies the access category in the PLMN in which the access categories are being sent to the UE;
c)	criteria consisting of one or more access category criteria type and associated access category criteria type values. The access category criteria type can be set to one of the following:
1)	DNN;
2)	OS Id + OS App Id of application triggering the access attempt; or
3)	S-NSSAI; and
NOTE 1:	An access category criteria type can be associated with more than one access category criteria values.
d)	optionally, a standardized access category. This standardized access category is used in combination with the access identities of the UE to determine the RRC establishment cause as specified in subclause 4.5.6.
================================================

Thus the following statement in current 23.501 v16.0.2, subclause 5.30.3.1..
As network slicing does not enable the possibility to prevent UEs from trying to access the network in areas which the UE is not allowed to use the Network Slice allocated for the NPN, Closed Access Groups may optionally be used in addition to network slicing to apply access control
is inaccurate and need to be corrected.



	
	

	Summary of change:
	The inaccuracies about the use of slice to perform access control are corrected.

	
	

	Consequences if not approved:
	Stage 2 remains in contradiction to Stage 3 on the use of S-NSSAI within the UAC access control process.
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*** First change ***

[bookmark: _Toc5026443]5.30.3	Public network integrated NPN
[bookmark: _Toc5026444]5.30.3.1	General
Public network integrated NPNs are NPNs made available via PLMNs e.g. by means of dedicated DNNs, or by one (or more) Network Slice instances allocated for the NPN. The existing network slicing functionalities apply as described in clause 5.15. When an NPN is made available via a PLMN, then the UE has a subscription for the PLMN.
NOTE:	Annex D provides additional consideration to consider when supporting Non-Public Network as a Network Slice of a PLMN.
Through Operator defined access categories, it is possible As network slicing does not enable the possibility to prevent UEs authorized to access Public network integrated NPNs from trying to access the network during congestion and overload situations, in areas which the UE is not allowed to use the Network Slice allocated for the NPN,. In addition, Closed Access Groups may optionally be used in addition to network slicing to apply access control.
A Closed Access Group identifies a group of subscribers who are permitted to access one or more CAG cells associated to the CAG.
CAG is used for the Public network integrated NPNs to prevent UE(s), which are not allowed to access the NPN via the associated cell(s), from automatically selecting and accessing the associated cell(s).
The following clauses describes the functionality needed for supporting CAGs.
Editor's note:	It is FFS whether Emergency services are to be supported in a CAG cell.
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