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Abstract of the contribution: This paper proposes to provide guidelines on the discovery of NFs serving a given UE or group of UEs.
1. Discussion
This discussion addresses the following topics:
· Discovery of UDM instance serving a given UE
· Discovery of AMF, SMF and MCF PCF instances service an given UE
· Discovery of NEF and AF instances serving a given UE
A Discovery for the case of a single UE
The question is complexified due to:
· Multiple instances of the same NF
· NWDAF does not have a priori the same level of information then than the UEs or NFs that are directly in contact with the UEs.
Several techniques can be envisioned or even combined:
S0. Notification of a new or existing event (meaning “NF-x is serving this UE” in each NF): possible but with impact on signalling load if no service is requested for the UE to the NWDAF
S1. Use of stored information  in a repository instance: this is possible for AMF and SMF instances in UDM, and for PCF instances in BSF
S2. Use of stored information in NRF (ranges of SUPIs, group ID, routing indicator), for example to get acces to UDM instance or BSF instance
S3. Neighbour to neighbour explicit information passing (e.g. PCF => SMF => AMF) and finally in the NWDAF, typically the routing indicator (or the list of service instances)
S4. Broadcast one-shot subscription (equivalent of a request-response) of NWDAF to a subset of preselected NF instances in complement of S2, in order to determine the right instance.
S5. NWDAF consumer passes its own instance ID (NF Service Advertisement URI) as a first key (with the assumption that the consumer NF does serve the UE).
We propose to combine S1/S2/S3 and have S4 as a back-up solution. 
Besides, document 23.501 and 23.502 should be updated.
B Discovery for the case of a groups of UE
The question of discovery of groups of UEs is left for further study.
2. Additional considerations
a) "Discovery" term: this is not "initial discovery" like in TS 23.501 clause 6.3. We must find the NF that already serves the UE. In the revision, we replaced this term by "determine which NF instances are serving a UE".
b) A problem is that in all the TS 23.288 we pass as a parameter a SUPI in the requests. But the Routing indicator (which allows to find the UDM that holds the subscription data of the UE) is in the SUCI but not in the SUPI. So should we pass the SUCI?
3. Proposal
The following changes are proposed in TS 23.288.
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The Data Collection from NFs/AFs is used by NWDAF to subscribe/unsubscribe at any NF or AF to be notified for data on a set of events.
The Data Collection from NFs/AFs is based on the services of AMF, SMF, UDM, PCF, NRF and AF (possibly via NEF):
-	Event Exposure Service offered by each NF or AF as defined in TS 23.502 [3] clause 4.15 and clause 5.2.
-	other NF services (e.g. Nnrf_NFDiscovery and Nnrf_NFManagement in NRF as defined in TS 23.502 [3] clause 4.17)
This data collection service is used directly in order to retrieve behaviour data for individual UEs or groups of UEs (e.g. UE reachability), and also to retrieve global UE information (e.g. Number of UEs present in a geographical area).
Editor's note:	The Exposition Framework is likely to be extended depending on the analysis of use cases, with either:
-	new event-IDs in order to retrieve metrics  covering UE populations, not covered by OAM services, as described in TR 23.791 [13] (e.g. metrics per area on CM/RM states).
-	extensions of existing event-IDs and associated reports (e.g. for AMF  the "Number of UEs present in a geographical area" in order to obtain finer grain information (cells) than TA).
Table 6.2.2.1-1: NF Services consumed by NWDAF for data collection
	NF
	Service
	Reference in TS 23.502 [3]

	AMF
	Namf_EventExposure
	5.2.2.3

	SMF
	Nsmf_EventExposure
	5.2.8.3

	PCF
	Npcf_EventExposure
	5.2.5.7

	UDM
	Nudm_EventExposure
	5.2.3.5

	NEF
	Nnef_EventExposure
	5.2.6.2

	NRF
	Nnrf_NFDiscovery
	5.2.7.3

	
	Nnrf_NFManagement
	5.2.7.2



NOTE:	How NWDAF collects data from UPF is not defined in this Release of the specification.
To retrieve data related to a specific UEs, the NWDAF shall first discover determine which NF instances are serving these this UEs as stated in table 6.2.2.1-2 unless the NWDAF already has already obtained this information due to recent operations related to this UE.
Table 6.2.2.1-2: NF Services consumed by NWDAF to determine which NF instances are serving a UE
	NF instance (serving the UE) to determine
	NF to be contacted by NWDAF
	Service
	Reference in TS 23.502 [3]

	UDM
	NRF
	Nnrf_NFDiscovery
	5.2.7.3

	AMF
	UDM
	Nudm_UECM
	5.2.3.2

	SMF
	UDM
	Nudm_UECM
	5.2.3.2

	BSF
	NRF
	Nnrf_NFDiscovery
	5.2.7.3

	PCF
	BSF
	Nbsf_Management
	5.2.13.2

	NEF
	FFS
	
	

	AF
	FFS
	
	



Editor’s note: the question of determining which NEF and AF instances are serving a UE is left for further study.


The UDM instance should  be determined using NRF thanks to optional request parameters  as stated in clause 4.17.4 of  TS 23.502 [3]. 
Editor's Note: The parameter(s) to include in the request to the NRF to determine the UDM holding the UE subscription are FFS.
The AMF, SMF instances should be determined using a request to UDM providing the SUPI. To determine the SMF serving a PDU session, the NWDAF should in addition provide the DNN and S-NSSAI of this PDU Session; otherwise the NWDAF will obtain a list of possibly multiple SMFs (e.g. one per PDU session).
The BSF instance should be discovered using NRF thanks to optional request parameters (e.g. DNN list, IP domain list, IPv4 address range) as stated in clause 4.17.4 of TS 23.502 [3]. 
Editor’s note: the question of providing or provisioning these parameters to the NWDAF is left for further study.
The PCF instance serving UE PDU Session(s) should be determined using a request to BSF request providing the SUPI. To determine the PCF serving a PDU session, the NWDAF should in addition provide the DNN and S-NSSAI of this PDU Session; otherwise the NWDAF will obtain a list of possibly multiple PCFs (e.g. one per PDU session).
Editor's Note: Whether there is a need to determine the PCF that serves the AMF or provides policies to the UE, and how to do it, is FFS.
Editor’s note: the question of providing or provisioning these parameters to the NWDAF is left for further study.
Editor’s note The question of discovery of groups of UEs is left for further study.
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