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1 Introduction

This paper provides specific proposals to the transparent clock solution families under discussion for TSN over 5GS. Specifically, it comments on solution #28.2 in TR 23.734 and describes a solution to deliver timestamp information from the UPF to the UE.
2 Communicating ingress time from UPF to UE
Under solution #28.2 in TR23.734, the ingress timestamp has to be communicated from the UPF to the UE. Several methods for this are discussed in Section 6.28.2 of TR 23.734, and their relative pros and cons are described below.
2.1 Discussion of options

We provide some discussion of these options below.

	Signalling Method 1: Directly concatenating the ingress/egress timestamp with the original PTP message to form a PDU packet which can be delivered between UE and UPF within a PDU session.


The specific method of concatenation has to be defined, and solve the issue of the UE knowing whether a packet has concatenation included or not, and what is the specific method of concatenation.
· Method 1.0: The UE calculates the length of the PTP packet based on the PTP length field, and the concatenated timestamp is assumed to be present if the SDAP PDU exceeds that for a SDAP PDU for the PTP message by an amount equal to the timestamp field.
· Method 1.1: The timestamp information is inserted in the gPTP message as a SUFFIX field defined by IEEE, using an organization specific suffix requested by 3GPP. Section 14.3 and 13.4 of [1] provide more details about the SUFFIX field. This SUFFIX is processed at the receiver and not sent to downstream TSN nodes.
Note: this method can also be viewed as belonging to Signalling Method 4 family.
· Method 1.2: Network places messages with the concatenation field in a new 5G flow with specific property that the UE can assume that this 5G flow does not carry any packets without the concatenation.
Methods 1.0 and 1.2 have the disadvantage that a new sublayer has to be defined between the UE and the UPF to allow insertion of the extension field. There is no existing framework to allow the definition of such a sublayer.
	Signalling Method 2: Generating an extra PDU following the PDU carrying PTP message.


This option requires the UE to correlate the original PTP PDU and the “extra” PDU. Given there is no guarantee that these PDUs will be received together at lower layers, this correlation is difficult This method also requires the definition in 3GPP of this “extra PDU”, which will be the first such PDU type defined between UPF and UE.

	Signalling Method 3: Considering to utilize the optional field of GTP header and dedicated PDCP SDU.


.

This requires changes to several layers at gNB (GTP/PDCP) and creates unnecessary complexity. RAN2 has argued against this solution in the LS R2-1902369.
	Signalling Method 4: Utilize the reserved fields of the PTP message header to carry the ingress/egress timestamp.


The reserved fields in the PTP message are not long enough to carry PTP timestamps. The reserved field is 4 bytes, while a usual PTP timestamp is 10 bytes. Also, we do not believe it is good for 3GPP to use reserved fields of non-3GPP protocols, given [1] states in section 13.2 that “Reserved fields shall be transmitted with all bits of the field 0 and ignored by the receiver”, and use of this field by 3GPP may not be interoperable with future extensions in IEEE.
However, note that Method 1.1 can be interpreted as being in the same family as Signalling Method 4, using the gPTP SUFFIX rather than the reserved field. 
Description of Option 1.1
The structure of a gPTP message is defined in Section 13.2 of [1], included below.
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All messages shall have a header. body. and suffix. The suffix may have zero length.

Reserved fields shall be transmitted with all bits of the field 0 and ignored by the receiver.






The Suffix field is defined in Section 13.4 of [1]. Though the note in Section 13.4 of [1] cautions that using TLV entities such as Suffix can harm the transmission delay computation, in the case of 5GS this is not a concern because the message is internal to the 5G system.

	[image: image2.png]13.4 Suffix

An application layer message is suffixed by a contiguous sequence of zero or mare entities of data type
TLV. The meaning of the entities is described in Clause 14. The first octet of TLV entity “n+1" shall
immediately follow the final octet of TLV entity “n". The interpretation of a TLV should not depend on its
‘position in the message. Nodes should append no TLV entity to event messages.

NOTE—Appending TLV entities to an event message is likely to change the transmission delay suffered by the
‘messages in passing through nonPTP bridges.






The Suffix can use the Vendor and Standard Organization extension field, that is intended by IEEE for the purpose of carrying extensions. Use of this field allows 3GPP to define its own signaling to carry the ingress timestamp. For example 3GPP can define an OrganizationSubType field to indicate that the Suffix is carrying a timestamp, and then a dataField to carry the actual timestamp. The encoding of the timestamp can continue to follow IEEE specifications.
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14.3 Vendor and standard organization extension TLVs

14.3.1 General

Vendor and standard organization extension TLVs can be used by vendors and standard organizations,
respectively; to extend the protocol for their specific needs.

14.3.2 TLV member specifications
All organization-specific TLV extensions shall have the format specified in Table 35

‘Table 35—Organization specific TLV fields

Bits Octets | ILV
Offset
7 T N I I T )
T Type 7 )
TengthField 2 2
rganizationld 3 3
orzanszationSubType 3 7
GaraField N 10

14.3.2.1 tType (Enumerationl6)
‘The tivType shall be ORGANIZATION_EXTENSION for extensions defined by vendors and standards
organizafion.

14.3.22 lengthField (Ulnteger16)

‘The value of the lengthField is 6+N, where N is an even number: see 538,

14.3.2.3 organizationId (Octet[3])

‘The value shall be the value of the OUT assigned to the vendor or standards organization by the IEEE "
‘The octets shall be assigned in order to the 3-octet array with the most significant octet of the OUT assigaed.
fo the octet array member with index 0. The organization identified by the OUI shall ensute that
organizationalSubType fields (14.3.2.4) are unique within the scope defined by the organizationld value.

PTP nodes that do not recognize a particular organizationld or organizationSubType shall disregard the
contents of the TLV except for the lengthField field.

14.3.2.4 organizationSubType (Enumeration24)

The organizationSubType field defines a subtype within the scope of the organizationld field. The
organizationSubType values are assigned by the vendor or standards organization identified by the
organizationld.

14.3.25 data (organizationSubType and organizationId specific)

The format and meaning of the data field shall be defined by the owner of the pair {organizationld,
organizationSubType}






Proposal: Adopt method 1.1 for signalling of ingress time stamp between UPF and UE. 
3 Conclusion
A proposal was made for a signaling scheme to deliver time-stamp information from the UPF to the UE. A corresponding text is included in S2-1905693.
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