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Abstract of the contribution: It is proposed to remove the EN on the location information in Clause 5.3.1 of TS 23.273.
Introduction
This pCR is proposed to solve the following editor’s note related to the non-3GPP parts of TS 23.273.

Editor's note: Since AAA interface exists between TNAP and TNGF in trusted non-3GPP access network, TNGF or core network function (e.g. AMF) can obtain Line ID (Logical Access ID see ETSI ES 282 004 [22]).  How to send the Line Identity from the TNAP to the TNGF will be specified in TS 23.501 [18] and/or TS 23.502 [19] and/or TS 23.316 [21].
In case of 4G trusted N3GPP access, the line id can be regarded as the location information, however in case of 5G trusted N3GPP access, there is no definition about the line id, so we shall use the TNAP id as the location information. More reasons can refer to the proposal S2-1905649 from the 5WWC.
Proposal: This EN can be removed, and a new reference to the TNAP id can be added.
Proposal

Proposal:

It is proposed to agree the following changes to TS 23.273.
* * * * Start of 1st Change * * * * 
5.3.1
Location Information for Non-3GPP Access

If the UE registered to non-3GPP access, following information can be regarded as UE location information:

Table 5.3.1-1: Supported UE location information of non-3GPP access

	
	Untrusted non-3GPP Access
	Trusted non-3GPP Access

	UE Side
	UE local IP address,

In case of WLAN access, BSSID of the attached AP or BSSID of detected AP,

Civic address and/or geospatial location information (NOTE 1, NOTE 5, NOTE 6).
	Same as Untrusted non-3GPP Access

	N3IWF Side for Untrusted non-3GPP Access;

TNGF Side for trusted non-3GPP Access;
	UE local IP address and optionally UDP or TCP source port (NOTE 2)
	UE local IP address and optionally UDP or TCP source port (NOTE 2),

TNAP Id (NOTE 7)

	AMF Side
	UE local IP address and optionally UDP source port (NOTE 3).

Last known 3GPP access User Location Info (NOTE 4).
	UE local IP address and optionally UDP source port (NOTE 3).

Last known 3GPP access User Location Info (NOTE 4).
TNAP Id (NOTE 7)

	NOTE 1:
In case of WLAN access, the UE may retrieve its location from a WLAN AP, prior or after association with the AP, requesting the Civic Location ANQP element, the Geospatial Location ANQP element or both as specified in IEEE Std 802.11-2012, using ANQP procedures described in HS2.0 Rel-12 specification.

NOTE 2:
More details can refer to TS 23.501 [18] clause 5.6.2.
NOTE 3:
This location information can be provided by location change event, more details can refer to TS 23.502 [19] clause 5.2.2.3.1.

NOTE 4:
This location information is also named as Last known Cell-Id, more details can refer to TS 23.501 [18] clause 5.6.2.

NOTE 5:
Geospatial location information can be obtained if UE (e.g. laptop) has installed GNSS receiver, i.e. GPS.

NOTE 6:
Some Applications (e.g. Google Map) may map the WiFi AP's BSSID with the geospatial locations obtain through GPS when the UE switch on the GPS and WiFi simultaneously. When another UE detect the same AP, the Application will send the geospatial locations to the UE. Thus the UE obtain the geospatial locations even without switch on the GPS. If the Application map the geospatial locations to civic address, the UE can also obtain the civic address.
NOTE 7: More details can refer to TS 23.501 [18] clause 5.6.2.


If the UE registered to 3GPP access and non-3GPP access simultaneously, following information can be regarded as UE location information:

-
All location information when the UE only registered to non-3GPP access,

-
All location information when the UE only registered to 3GPP access, more details can refer to TS 36.305 [7].

* * * * End of 1st Change * * * *
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