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FIRST CHANGE

4.2.x.4 
AF or AAA Server triggered update of Slice-Specific Authentication Failure or Authorization Revocation state
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Figure 4.2.x.4-1: AAA Server-initiated Network Slice-Specific Authorization Revocation procedure
1.
The AAA-S requests to update the status of  previously failed authentication or revoked authorization. The UE is identified by the GPSI in this message. This message is sent to NEF.

2.
The AAA-P, if present, relays the request to the UDM. The UDM returns to the NEF the serving AMF. The NEF may acknowledge the successful delivery to the AAA-S. 
3.
The NEF request the serving AMF to re-allow the Slice-Specific Authentication or Authorization for the S-NSSAI. 

4.
The AMF updates the UE configuration delete the S-NSSAI from the list of rejected NSSAIs. 
END OF CHANGES[image: image2.png]


[image: image3.png]



_1618749740.vsd
AAA-S


NEF


UDM


AMF


UE


1.Update Auth Request ( GPSI, S-NSSAI)


 3. Namf_Update Auth Request(GPSI, S-NSSAI)


 2. Update_Revoke Auth Request (GPSI, S-NSSAI)


4. UE configuration Update



