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* * * * Beginning of changes * * * * 
4.15.3.2.5
Information flow for downlink data delivery status
The procedure is used by the Application Function to subscribe to data delivery status notifications and to explicitly cancel a previous subscription. Cancelling is done by sending Namf_EventExposure_UnSubscribe request identifying Subscription Correlation ID. The notification steps 3 and 4 are not applicable in cancellation case.
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Figure 4.15.3.2.x-1: Information flow for downlink data delivery status

1.
AF sends Nnef_EventExposure_Subscribe Request to NEF requesting data delivery status. The  traffic descriptor information is included in the message to identify the IP PDU traffic or the Ethernet packet filter. The Downlink delivery status events include:

-
Downlink Packet(s) in extended buffering event, including Extended Buffering time. 
-
This event is triggered every time a new downlink data packet is buffered with extended buffering matching the IP filter information.

-
the SMF provides the Extended Buffering time as determined in clause 4.2.3.3. AF may buffer the DL data or send the DL data according to the Extended Buffering time.
-
Downlink Packet(s) discarded.

- This event occurs when Extended Buffering time, as determined in clause 4.2.3.3, expires.

-
Downlink Packet(s) transmitted.

-
This event occurs when the UE becomes CM-CONNECTED, and buffered data can be delivered to UE as per clause 4.2.3.3.

2.
NEF sends the Nudm_EventExposure_Subscribe Request to UDM.  Traffic descriptor information, monitoring event received from step 1 are included in the message.

3.
UDM sends the Nsmf_EventExposure_Subscribe Request message to the SMF which serves the PDU Session relevant to the traffic descrptorinformation and includes the the notification endpoint of NEF.

4.
SMF sends the Nsmf_EventExposure_Subscribe Response message to UDM.

5.
UDM sends the  Nudm_EventExposure_Subscribe response message to NEF.

6.
NEF sends the Nsmf_EventExposure_Subscribe response to AF.

7.
The SMF detects a change in Downlink Delivery Status event as described in clause 4.2.3.

8.
The SMF sends the Nsmf_EventExposure_Notify with Downlink Delivery Status event message to NEF

9.
The NEF sends Nnef_EventExposure_Notify with Downlink Delivery Status event message to AF.
* * * End of Changes * * * 
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