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Abstract of the contribution: This discussion paper provide options on how an active PDU session can be handled when the validation condition of a BDT policy is not valid.
Discussion
In 3GPP SA2#132 it was agreed the URSP rule to include validity conditions (time window and/or location based) that are used by the UE to decide to establish a PDU session for the matched application traffic only when the matched URSP rule validity criteria are met. 
Such URSP rule is used as a trigger for the UE to establish a PDU session that is used for Background Data Transfer.
Once a PDU session is established the UE re-evaluates the URSP rules under the following conditions (see 3GPP TS 24.501):
-	Implementation dependent timer
-	UE receives updated URSP rules from PCF
-	UE moving in/out of an LADN area
-	PDU session is released from the network 

As the UE does not re-evaluate the URSP rules based on the validity condition within a URSP rule a UE could still have a PDU session for BDT transfer active even when the UE leaves an allowed location or the time window within a validity condition expires.

Observation 1: A UE may have a PDU session for BDT transfer active even after the validity condition of the matched URSP rule for BDT traffic expire

Of course, the issue can be solved by having the UE use the validity conditions within URSP rule as additional re-evaluation triggers. However, such approach increases considerably the complexity within the UE implementation as the UE may have many "matched" URSP rules with validity conditions. 

Observation 2: A UE should not use the validity condition within URSP rule as triggers for URSP rule re-evaluation

Hence, in order to ensure that a PDU session triggered by a URSP rule with validity condition is active at valid locations and/or time window, a network-based solution is required. Given that network is able to identify the PDU session used for BDT traffic (i.e. based on AF session info provided by AF during BDT triggering) options are:

1.	AF-based solution: AF provides an indication to remove the BDT policy. The PCF then removes the related URSP rule with validity condition
 This option would require:
-	The AF to determine when the PDU session should be released
-	The PCF to link dynamically a BDT policy provided by the AF to a URSP rule. 
2.	PCF-based solution: PCF removes the related URSP rule with validity conditions when the UE is in a invalid location and/or the time window of the validity condition expires. 
 This option would require the PCF manage dynamically URSP rules with validity condition, as the PCF would have to:
-	Informed by the SMF when the UE leaves or enter an area of interest where the URSP rule is valid
-	Track the time window of the validity condition
3.	SMF-based solution: SMF releases the PDU session when the UE is in a invalid location or time window expires
 This option would require the SMF to be informed by the PCF of the validity conditions of a PDU session.

We believe that options 1) and 2) unnecessary increases the complexity in the PCF as the PCF decide on URSP rules based on input from the UDR or based on the PSIs received by the UE.
Option 3 is the best approach as the SMF already receives PCC rules for BDT policies from the PCF. The PCC rules can be enhanced by indicating to the SMF validity conditions for the PDU session used for BDT traffic. The PCF can include such validity conditions within the PDU session related policy information as PDU session restriction policies.
Such PDU session restriction policies include:
-	Allowed Time Window: Defines the time window that the PDU session should be active. The SMF shall release the PDU session if active outside the time window
-	List of Allowed Locations: Defines the location (e.g. TA, Cell IDs) that the PDU session is allowed to be active. The SMF may release the PDU session if the UE is outside the allowed location(s).

Proposal
It is proposed the PCF to provide to the SMF PDU session restriction policies as part of the PDU session related information policy.
Such PDU session restriction policies include:
-	Allowed Time Window: Defines the time window that the PDU session should be active. The SMF shall release the PDU session if active outside the time window
-	List of Allowed Locations: Defines the location (e.g. TA, Cell IDs) that the PDU session is allowed to be active. The SMF may release the PDU session if the UE is outside the allowed location(s).
[bookmark: _GoBack]The proposal is provided in CR S2-1905612.
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