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Discussion

Introduction

At SA2 #132 a number of proposed solutions were made to address the open issue of how to resolve the destination HSS for a Nhss_ims service when a network supports multiple instances, however no agreement to a way forward was reached.  Currently the following is defined for the diameter-based interface Cx in TS 29.228:
6.4
User identity to HSS resolution

The User identity to HSS resolution mechanism enables the I-CSCF and the S-CSCF to find the identity of the HSS, that holds the subscriber data for a given Public Identity when multiple and separately addressable HSSs have been deployed by the network operator. The resolution mechanism is not required in networks that utilise a single HSS. An example for a single HSS solution is server farm architecture.

The resolution mechanism described in 3GPP TS 23.228 [1] shall use a Subscription Locator Function (SLF) or a Diameter Proxy Agent.

The I-CSCF and the S-CSCF accesses the SLF via the Dx interface. The Dx interface shall always be used in conjunction with the Cx interface. The Dx interface shall be based on the Diameter base protocol as specified in IETF RFC 6733 [31]. The SLF functionality shall use the routing mechanism provided by an enhanced Diameter redirect agent.

The SLF or the Diameter Proxy Agent shall be able to determine the HSS identity.

To get the HSS identity the I-CSCF and the S-CSCF shall send the Cx request normally destined to the HSS to a pre-configured Diameter address/name.

-
If this Cx Request is received by an SLF (acting as a Diameter redirect agent), the SLF shall determine the HSS identity and sends to the I-CSCF or S-CSCF a notification of redirection towards the HSS identity, in response to the Cx request. Multiple HSS identities may be included in the response, as specified in IETF RFC 6733 [31]. In such a case, the I-CSCF or the S-CSCF shall send the Cx Request to the first HSS identity in the ordered list received in the Cx Response from the SLF. If the I-CSCF or S-CSCF does not receive a successful response to the Cx Request, the I-CSCF or S-CSCF shall send a Cx Request to the next HSS identity in the ordered list. This procedure shall be repeated until a successful response from an HSS is received.

-
If this Cx Request is received by the Diameter Proxy Agent, the Diameter Proxy Agent shall determine the HSS identity based on the provided user identity and - if the Diameter load control mechanism is supported (see IETF draft-ietf-dime-load-03 [29]) - optionally also based on previously received load values from Load AVPs of type HOST. The Diameter Proxy Agent shall then forward the Cx request directly to the determined HSS. The I-CSCF and S-CSCF shall determine the HSS identity from the response to the Cx request received from the HSS.

While the I-CSCF is stateless, the S-CSCF shall store the HSS identity/name/Realm, as specified in 3GPP TS 23.228 [1] and shall use it in further Cx requests associated to the same IMS Public Identity.

In networks where the use of the user identity to HSS resolution mechanism is required, each I-CSCF and S-CSCF shall be configured with the address/name of the SLF or the Diameter Proxy Agent to enable use of these resolution mechanisms.

NOTE: this is the entire section on HSS resolution not an extract.
For existing network deployments aligning with standards will implement one of these two methods – thus the solutions adopted for eIMS5G_SBA should not invalidate these approaches.  In fact, there is little work required to adopt these principles and update them for operation in a service-based network deployment.
Instead of where Diameter Proxy Agents are used in a network, a HTTP proxy agent can be simply substituted with minimal impacts – this may be standalone HTTP proxies defined in release 15, or the more comprehensive SCP defined in release 16.

Where the SLF is used, the diameter interface can be replaced by a new Nslf service, that can be invoked to respond with the appropriate HSS instance ID as well as return the user’s SUPI and IMPI.  This instance ID could be derived using local configuration in the SLF or obtained by interactions between the SLF and the NRF.  Alternatively, the query could be sent to the NRF and the NRF invoke the Nslf service to obtain the HSS info from which to derive the HSS instance ID.
NOTE 1: the solution documented in the TR or the proposal discussed in Tdoc S2-190xxxx could be specialized implementations where the NRF and SLF are co-located.

NOTE 2: the SCP or proxy could invoke the Nslf service instead of using a proprietary database for the mapping between IMPU and HSS instance ID.

HTTP Proxy or SCP implementation

When configured to use a proxy the I-CSCF or S-CSCF invokes the Nhss_ims request with a blank HSS instance ID (or configured special address) towards the HTTP Proxy Agent (or SCP), the HTTP Proxy Agent (or SCP) shall determine the HSS instance ID based on the provided user identity and optionally previously received load values of the HSS instances. The HTTP Proxy Agent (or SCP) shall then forward the Nhss_ims request directly to the determined HSS. The I-CSCF and S-CSCF shall determine the HSS identity from the response (to the Nhss_ims request) received from the HSS.

[image: image1.emf]CSCF

HTTP 

Proxy

HSS

Determine HSS Instance for 

Subscriber

Nhss_ims request (IMPU)

Nhss_ims request (HSS ID, IMPU)

Nhss_ims reply (HSS ID)

If S-CSCF Store IMPU to HSS ID

Nhss_ims reply (HSS ID)

SIP request (IMPU)


SBA SLF implementation

When configured to use a SLF, the I-CSCF or S-CSCF invokes the Nslf service with a request to the SLF with the requested IMPU from the SIP request, the SLF shall then reply with the instance ID, the SUPI, and/or IMPI if any are available for the provided IMPU. Multiple HSS instances may be included in the response, in such a case, the I-CSCF or the S-CSCF shall send the Nhss_ims request to the first HSS identity in the ordered list received in the Response from the SLF. If the I-CSCF or S-CSCF does not receive a successful response to the Nhss_ims request, the I-CSCF or S-CSCF shall send a Nhss_ims Request to the next HSS identity in the ordered list. This procedure shall be repeated until a successful response from an HSS is received.
Option 1: Local Configuration of Instance ID
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When HSS instances are static and mapping is configured manually:
0.
HSS instance addresses are pre-configured inside SLF

1.
SIP request (eg.g SIP Invite) arrives at CSCF addressed to IMS public identifier (IMPU)

2.
CSCF invokes SLF to obtain HSS instance ID

3.
SLF looks up subscriber IMPU to obtain instance ID (may be a proxy ID if load sharing is supported)

4.
SLF responds to CSCF with instance ID

5.
HSS request routed to instance ID of HSS supporting subscriber (if a proxy ID is used the network will resolve to a specific instance)

6.
HSS replies (including own ID)

7.
Optionally S-CSCF can store HSS ID for future requests for this subscriber

Option 2: Instance ID obtained from NRF (dynamically)
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When dynamic service registration is used (or a network does not want to use static configuration)
0.
HSS registers with NRF indicating supported SUPI values.
1.
SIP request (eg.g SIP Invite) arrives at CSCF addressed to IMS public identifier (IMPU).

2.
CSCF invokes SLF with IMPU.

3.
SLF looks up subscriber IMPU to obtain associated SUPI.

4.
SLF responds to CSCF with SUPI.

5.
CSCF invokes NRF to obtain HSS instance ID based on requested SUPI.

6.
NRF determines HSS instance ID according to supported SUPI values reported when HSS registered and replies to CSCF with HSS instance ID (or list of IDs).

7.
CSCF uses instance HSS instance ID to route request to HSS (if NRF responded with a list of HSS instance IDs CSCF selects one according to 5GC procedure).

8.
HSS replies (including own ID).

9.
Optionally S-CSCF can store HSS ID for future requests for this subscriber.

Option 3: NRF request with Public ID
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Based on network configuration the CSCF may request directly to the NRF:

0.
HSS registers with NRF indicating supported SUPI values.

1.
SIP request (e.g. SIP Invite) arrives at CSCF addressed to IMS public identifier (IMPU).

2.
CSCF invokes NRF to obtain HSS instance ID based on requested IMPU.

3.
CSCF invokes SLF with IMPU.

4.
SLF looks up subscriber IMPU to obtain associated SUPI.

5.
SLF responds to CSCF with SUPI.

6.
NRF determines HSS instance ID according to supported SUPI values reported when HSS registered and replies to CSCF with HSS instance ID (or list of IDs).

7.
CSCF uses instance HSS instance ID to route request to HSS (if NRF responded with a list of HSS instance IDs CSCF selects one according to 5GC procedure).

8.
HSS replies (including own ID).

9.
Optionally S-CSCF can store HSS ID for future requests for this subscriber.

NOTE:
This option requires the NRF service to include a public identifier and to recognise that a particular service request is using a public identifier and not a private identifier and initiate interactions with the SLF accordingly.

Use of SLF outside IMS

While the service based SLF described here is intended for use by the I-CSCF and S-CSCF to help determine the HSS instance for a particular IMS subscriber where the SIP request contains the IMPU (public identifier), but when the subscriber’s SUPI is not know by the CSCF, there are some other potential need for similar capabilities for other services – a service based SLF can provide a generic solution that can be re-used for other purposes (as is intended by service based architecture).  Some example includes:

· Supporting third parties using public ID – Request to NEF sent via API using public ID, NEF invokes SLF service to map public identifier to SUPI, rest of service exposure continues based on SUPI.
· AF discovering UDM instance from public ID for subscription info – AF sends request to NRF, NRF requests mapping to SUPI from SLF, NRF responds with instance ID based on earlier registration by UDM with list of supported SUPI, AF able to request service info from correct UDM.

· Indirect communication using SCP and public identifier – SCP is invoked for indirect communication with a request using a subscriber’s public identifier, SCP invokes SLF service to map public identifier to SUPI to enable accurate routing determination for onward leg of indirect communication.

To provide this functionality the role of the SLF expands beyond the use by IMS only and hence the SLF should be documented as part of the 5GC architecture.
NOTE:
The intent is to provide the generic functionality, expanding the roles of other functions to use this functionality is outside the scope of the eIMS_SBA work item and will need to be done by other work and/or studies.
Interworking with Diameter HSS

When the service based interfaces are implemented in a mixed network of Diameter and Service based HSS instances, either the SLF can be manually configured to respond with a null instance ID (option 1), or the NRF will not receive the HSS registration (option 2/3) since the diameter HSS will not register with the NRF, and the applicable SUPI will not be found, and hence the NRF respond with an error.  In either situation the CSCF can re-try using diameter protocols.

Interworking with 4G subscriber

A Service based HSS/SFL may contain some subscribers that are only 4G subscriptions – when the service-based interfaces are used toward IMS for these subscribers the IMSI of the 4G subscriber is carried by the 5G SUPI. All the same procedures described for SUPI will work unchanged.
Proposal

It is proposed to introduce the SLF as a new network function to 5GC to perform mapping from public identifiers to the associated private identifiers (SUPI, IMPI), and document the new Nslf service.

Example description of Nslf service is as follows:

5.2.X
SLF Services

5.2.X.1
General

The following table shows the SLF Services and Service Operations:

Table 5.2.X.1-1: NF services provided by the SLF
	Service Name
	Service Operations
	Operation

Semantics
	Example Consumer(s)

	Nslf_SubDiscovery
	Request
	Request/Response
	NRF, AF (I-CSCF, S-CSCF)


5.2.X.2
Nslf_SubDiscovery service

5.2.X.2.1
General

5.2.X.2.2
Nslf_SubDiscovery service operation

Service Operation name: Nslf_SubDiscovery.

Description: Discovers subscription information for the requested subscriber.
Inputs, Required:
· Public ID (IMPU)
· Response Info Requested (IMPI, SUPI, NF instance ID)
Inputs, Optional:
If response Info Requested is “NF instance ID”:

· NF Instance Type
Outputs, Required: Result indication.

Outputs, Optional: 
-
IMPI

-
SUPI

-
NF Instance ID
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