SA WG2 Temporary Document

Page 2

3GPP TSG-SA2 Meeting #133
S2-1905291
Reno, NV, USA, May 13 – 17, 2019

	CR-Form-v11.4

	CHANGE REQUEST

	

	
	23.501
	CR
	1364
	rev
	-
	Current version:
	16.0.2
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	


	Proposed change affects:
	UICC apps
	
	ME
	X
	Radio Access Network
	
	Core Network
	X


	

	Title:

	NIDD Description Update for Maximum Packet Size

	
	

	Source to WG:
	Convida Wireless LLC, Intel

	Source to TSG:
	SA2

	
	

	Work item code:
	5G_CIoT
	
	Date:
	05-06-2019

	
	
	
	
	

	Category:
	C
	
	Release:
	Rel-16

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8
(Release 8)
Rel-9
(Release 9)
Rel-10
(Release 10)
Rel-11
(Release 11)
Rel-12
(Release 12)
Rel-13
(Release 13)
Rel-14
(Release 14)
Rel-15
(Release 15)
Rel-16
(Release 16)

	
	

	Reason for change:
	In the SMF-NEF Connection Establishment Procedure in TS 23.502, it states that “If NEF supports and allows use of RDS, it indicate that to SMF and the SMF includes it in the PCO.” Thus, it is clear that the PCO is already sent to the SMF by the NEF. This is consistent with EPC where the SCEF sends the PCO to the MME. 
The problem is that in EPC the SCEF also uses the PCO to tell the Maximum Packet Size to the MME.  In 5GC, it is not explained how the NEF tells the maximum packet size the SMF.

In the Reliable Data Service Section, there is a sentence that states: “If the NEF or UPF supports and accepts Reliable Data Service then it indicates to the UE, in the PCO, that the Reliable Data Service shall be used if enabled in the DNN and NSSAI configuration”. The word “it” in this sentence can be read to mean that the NEF or UPF sends the PCO.  However, it is the SMF that sends the PCO.

	
	

	Summary of change:
	Updated the NIDD section to explain that the PCO can include the Maximum Packet Size.
Update the sentence in the reliable data service section by replacing “it” with “the SMF”.

	
	

	Consequences if not approved:
	It would not be explained how the UE knows the Maximum Packet Size when the PDU Session is terminated at the NEF.

	
	

	Clauses affected:
	5.31.5, 5.31.6

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications

	TS/TR ... CR ... 

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	


***********************************Change #1************************************

5.31.5
Non-IP Data Delivery (NIDD)

Functions for NIDD may be used to handle Mobile Originated (MO) and Mobile Terminated (MT) communication with UEs, where the data used for the communication is considered unstructured (which we refer to also as Non-IP). Such delivery to the AF is accomplished by one of the following two mechanisms:

-
Delivery using the NIDD API;

-
Delivery using UPF via a Point-to-Point (PtP) N6 tunnel.

NIDD is handled using an Unstructured PDU session to the NEF. The UE may obtain an Unstructured PDU session to the NEF during the PDU Session Establishment procedure. Whether or not the NIDD API shall be invoked for a PDU session is determined by a per DNN per S-NSSAI Invoke NEF Selection indication in the subscription. If the subscription includes an Invoke NEF Selection indication and a NEF ID corresponding with the DNN and S-NSSAI information, then the SMF selects that NEF and uses the NIDD API for that PDU session. The NEF ID for a given DNN and S-NSSAI in the subscription can be updated by using the NIDD configuration procedure.

The NEF exposes the NIDD APIs described in TS 23.502 [3] on the N33/Nnef reference point.

The NEF uses the provisioned policies to map an AF Identity and UE Identity to a DNN/S-NSSAI combination if the Reliable Data Service (RDS) is not enabled. If the RDS is enabled, the NEF determines the association based on RDS port numbers and the provisioned policies that may be used to map AF identity and User identity to a DNN.

The NEF also supports distribution of Mobile Terminated messages to a group of UEs based on the NIDD API. At inclusion of an External Group Identifier in the MT NIDD request, the NEF uses UDM to resolve the External Group Identifier to a list of SUPIs and sends the message to each UE in the group with an active PDU Session.
The Protocol Configuration Options (PCO) may be used to transfer NIDD parameters to and from the UE (e.g. maximum packet size). The PCO is sent in the 5GSM signalling between UE and SMF. NIDD parameters are sent to and from the NEF via the N29 interface.
***********************************Change #2************************************

5.31.6
Reliable Data Service

The Reliable Data Service (RDS) may be used between the UE and NEF or UPF when using a PDU Session of PDU Type 'Unstructured'. The service provides a mechanism for the NEF or UPF to determine if the data was successfully delivered to the UE and for UE to determine if the data was successfully delivered to the NEF or UPF. When a requested acknowledgement is not received, the Reliable Data Service retransmits the packet. The service is enabled or disabled based on DNN and NSSAI Configuration per SLA.

When the service is enabled, a protocol is used between the end-points of the unstructured PDU Session. The protocol uses a packet header to identify if the packet requires no acknowledgement, requires an acknowledgement, or is an acknowledgment and to allow detection and elimination of duplicate PDUs at the receiving endpoint. Port Numbers in the header are used to identify the application on the originator and to identify the application on the receiver. The header is configured based on Reliable Data Service Configuration information which is obtained in the NIDD configuration, MT NIDD, and MO NIDD procedures with the AF as specified in TS 23.502 [3].

The UE indicates its capability of supporting Reliable Data Service in the Protocol Configuration Options (PCO) and the SMF negotiates RDS support with the NEF or UPF. If the NEF or UPF supports and accepts Reliable Data Service then the SMF indicates to the UE, in the PCO, that the Reliable Data Service shall be used if enabled in the DNN and NSSAI configuration.

In order to prevent situations where a Reliable Data Service instance needs to interface to both the user and control plane, the Reliable Data Service may only be used with PDU Sessions for which the "Control Plane CIoT 5GS Optmisation" indication is set or with PDU sessions using the Control Plane CIoT 5GS Optmisation when the AMF does not move the PDU session to the user plane.

Reliable Data Service protocol is defined in TS 24.250 [80].
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